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Building a Micnet Network

8.1 Introduction

A Micnet network allows communications between two or more independent
XENIX systems. The network consists of computers connected by serial
communication lines (that is, RS-232 ports connected by cable). Each
computer in the network runs as an independent system but allows users to
communicate with the other computersin the network through the mail, rcp,
and remote commands. These commands pass information such as mail, files,
and even other commands from one computer to another.

It is the system manager’s task to build and maintain a Micnet network. The
system manager must decide how the computers are to be connected, make the
actual physical connections, then use the netutil program to define and start
the network.

This chapter explains how to plan a network and then build it with the netutsl
program. In particular, it describes

—  Howtochoose machine names and aliases
—  Howtodraw the network topology map
—  Howtoassignserial lines

—  Howtocreate the Micnet files

—  Howtodistribute the Micnet files

—  Howtotest the Micnet network

9.2 Planning a Network

To build a Micnet network, the netutsl program will require you to provide the
names of the computers that will be in the network, a description of how the
computers are to be connected, a list of the serial lines to be used, the namesof
the users who will use the network, 2nd what aliases (if any} they will be known
by.

To keep the task as simple as possible, you should take some time to plan the
network and make lists of the information you will be required to supply. To
help you make these lists, the following sections suggest ways to plan a network.
9.2.1 Choosing Machine Names

A Micnet network requires that each computer in the network have a unique

“machine name’’. A machine name helpsdistinguish each computer from other
computers in the network. It is best to choose machine names as the first step in
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planning the network. This prevents confusion later on when you build the
network with the netutsl program.

A machine name should suggest the location of the computer or the people who
are users on the computer; however, you may use any name you wish. The
name must be unique and consist of letters and digits. The Micnet programs
only use the first eight characters of each name so be sure those characters are
unique.

The netutil program saves the machine name of a computer ina fete/ systemid
file. One file is created for each computer. After you have built and installed
the network, you can find out the machine name of the computer you are using
by displaying the contents of this file.

9.2.2 Choosing a Network Topology

The network topology is a description of how the computers in the network are
connected. In any Micnet network, there are two general topologies from which
all topologies can be constructed. These are ‘‘star’’ and ‘‘serial’’.

In a star topology, all computers are directly connected to a central computer.
All communications pass through the central computer to the desired
destination.

In a serial topology, the computers form a chain, with each computer directly
connected to no more than two others. All communications pass down the
chain to the desired destination.

A network may be strictly star, strictly serial, or a combination of star and
serial topologies. The only restriction is that no network may form a ring. For
example, you cannot close up a serial network by connecting the two computers
ateachend.

The kind of topology you choose depends on the number of computers you have
to connect, how quickly you want communications to proceed, and how you
want to distribute the task of passing along communications. A star topology
provides fast communication between computers, but requires both a large
portion of the central computer’s total operation time and a large number of
serial lines on the central computer. A serial topology distributes the
communication burden evenly, requiring only two serial lines per computer,
but is slow if the chain is very long (communication between computers can
take several minutes). Often a combination of star and serial topologies makes
the best network. In any case, make the choice you think best. If you discover
you have made a wrong choice, you may change the network at any time.
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0.2.3 Drawing a Network Topology Map

A network topology map is a sketch of the connections between computersin
the network. You use the map to plan the number and location of the serial lines
used to make the network.

You can make the map while you work out the topology. Simply arrange the
machine names of each computer in the network on paper, then mark each pair
of computers you wish to connect with serial lines. For example, the topology
map for three computers might look similar this:

B enemeen b —emeeremee €

Asyou draw, make sure that there is no more than one connection between any
two computers in the network. Furthermore, make sure that no rings are
formed (a ring is a series of connections that form a closed circle). Multiple
connections and ringsare not permitted.

9.2.4 Assigning Lines and Speeds

Once you have made the topology map, you can decide which serial lines to use.
Since every connection between computersin the network requires exactly two
serial lines (one on each computer), you need to be very careful about assigning
the lines. Follow these steps:

1. Make a list of the serial lines (tty lines) available for use on each
computer in the network. You can display alist of the serial linesona
computer by displaying the file /etc/ttys. Aline is available if it is not
connected to any device such as a terminal or modem.

2.  Using the topology map, first pick a computer, then assign one and
only one serial line to each connection shown for that computer. The
serial lines must be from the list of available lines for that computer.
No line may be assigned more than once. For example, if computer
“a” has only one available serial line (tty01), then the topology map
should look like this:

R L Rt ¢
tty0l

3.  Repeat step 2 for all computers in the topology map. Make sure that
each connection is assigned a line and that no two connectionson any
given computer have the same line. When finished, the map should
look like this:
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ttyOl tty02 tty03 tty04

If a computer does not have enough available serial lines to meet its
needs, you can make the lines available by removing devices already
connected to them. If you cannot remove devices you must redraw
your topology map.

4. Using the tcpology map, assign a serial line transmission speed for
each computer pair. The speed may be any in the normal range for
XENIX serial lines (i.e., 110,3C0...19200). Transmission speeds are a
matter of preference. In general, a higher speed means a smaller
amount of time to complete a transmission, but a greater demand on
system’sinput and output capabilities.

5. After the topology map is completely filled in, make a list of all
computer pairs, showing their machine names, serial lines, and
transmission speeds. You will use this list when installing the
network.

9.2.5 Choosing Aliases

Once you have decided how to connect the computers in the network, you can
chocse aliases for users in the network. An alias is a simple name that
represents both a location (computer) and an user. Aliases are used by the
mail command to allow you to refer to specific computers and users in a
network without giving the explicit machine and user names. Although not a
required part of the network, aliases can make the network easier to use and
maintain.

There are three kinds of zliases: standard, machine, and forward. A standard
aliasis a name for a single user or a group of users. Amachine aliasisaname for
a computer or an entire network (called a site). A forward aliasisa temporary
alias for a single user or group of users. A forward alias allows users who
normally receive network communications at one computer to receive them at
another.

When you build a network with the netutil program, you will be asked to
provide standard aliases only. (You can incorporate machine and forward
aliases into the network at your leisure.} Each standard alias must have a
unique name and a list of the login names of the users it represents. You may
choose any name you wish as long as it consists of letters and numbers, begins
with a letter, and does not have the same spelling as the login names. The name
should suggest the user or group of usersit represents. The login names must be
the valid login names of users in the network.
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To help you prepare the aliases for entry during the netutsl program, follow
these steps:

1.  Make a list of the user aliases {i.e., the aliases that refer to just one
user) 2nd the login namesof each corresponding user.

2. Make aseparate list of the group aliases (i.e., the aliases that refer to
two or more usars) and the login names or user alizses (from the first
list) of the corresponding users. A group alias may have any number
of corresponding users.

Note that there are a number of predefined group aliases. The name all is the

predefined alias for all users in the network. The mechine-names of the

computers in the network are predefined aliases for the users on each computer.
‘Do not use these names when defining your own aliases.

9.3 Building a Network

You build a network with the netutsl program. The program allows you to
define the machines, users, and serial lines that make up the network.

To build a network, you must first create the Micnet files that define the
network, then transfer these files to each computer in the network. After each

computer receives the files, you may start the network and use it to
communicate between computers.

The following sections describe how to build the network.

98.3.1 Creating the Micnet Files
The Micnet files are created with the install option of the netutil program. The
install option asks for the names, aliases, and seriallinesof each computer inthe
network. As you supply the information, it automatically creates the files
needed for each computer. These files can then be transferred to the other
computers in the network with the save and restore options of nretutil. This
means you can build the entire network from just one computer.
To use theinstall option, follow these steps:

1. Loginasthesuper-user.

2. Type

netutil

andpressthe RETURN key. The program displays the network utility
menu. The install option is the first item in the menu.
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Type the number fand pressthe RETURNkey. The program displays
the following message.

Compiling new network topology
Overwrite existing network files? (yes/no)?

Type yand press the RETURN key to overwrite the files. The existing
network files must be overwritten to create the new network. The
first time you install the network, these files contain default
information that need not be saved. If you install the system asecond
time or expand the system, it may be wise to save a copy of these files
before starting the install option. The files can be saved on a floppy
disk with the save option described later in this chapter.

Once you have typed ythe program displays the following message.

Enter the name of each machine
{or press RETURN to continue installation).
Machine name:

Enter amachine-name by typing the name and pressing the RETURN
key. You may enter more than one name on aline by separating each
with a comma or a space. After you have entered all the names,
simply press the RETURN key to continue to the next step. The
program displays the names you have entered and asks if you wish to
make changes.

Type y(for “yes”) if you wish to enter all the names again. Otherwise,
type n (for “*no”’) or just press the RETURN key to move on to the next
step. If youtype n,or RETURN, the program displays the message:

For each machine, enter the names of the machines
to be connected with it
Machine a:
Connect to:

Using the list of machine pairs you created when planning the
network, enter the machine-names of the computers connected to the
given computer. You may enter more than one name on a line by
separating each name with a comma (,) or a space. When you have
entered the machine-names of all computers connected to the given
computer, press the RETURN key. The program asks for the namesof
the computers connected to the next computer.

Repeat step 5 for all remaining computers. As the program asks for
each new set of connections, it will show a list of the machine-namesit
already knows to be connected with the current computer. You need
not enter these names. The program automatically checks for loops.
Ifit findsaloop, it ignores the machine-name that creates the loop and
asks for another.
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Finally, when you have given the connections for all computers in the
network, the program displays a list of the connections and asksif you
wish to make corrections.

Type yif you wish to enter the connections again. Otherwise, type n
to move to the next step. If you type n, the program displays the
message:

For each machine pair, enter the tty name and tty speeds
For the a <==> b machine pair.
Tty on a:

Using the list of serial line assignments you created when planning the
network, type the serial line name or number (e.g., tty03 or 3) for first
computer in the pair and press the RETURN key. The program
displaysthe message: .

Tty on b:

Type the serial line name for second computer in the pair and press
the RETURNkey. The program displays the message:

Speed:

Type the speed (e.g., 9600) and press the RETURN key. The program
asks for the serial lines and transmission speed of the next pair.

Repeat step 7 for all remaining machine pairs. When you have given
serial lines and speeds for all pairs, the program displays this
information and asks if you wish to make corrections.

Type y if you wish to enter the serial lines and speeds again.
Otherwise, type nto move to the next step. The program displaysthe
message:

Enter the names of users on each machine:

For machine a:
Users on a:

Enter a name by typing the login name of a user on the given
computer, then press the RETURN key. You may enter more than one
name on 3 line by separating each name with a comma (,) or a space.
When you have entered all names for the given computer, press the
RETURN key. The program displays the names of the users on the
computer and asks if you wish to make corrections.

Type yif you wish to enter the user names again. Otherwise, type n.
If you type n, the program asks for the users on the next computer.
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16.

17.

18.

19.

20.

21.

Repeat steps 13 and 14 for all remzining computers. When you have
given names of users for every computer, the program asksif you wish
toenter zliases.

Do you wish to enter any aliases? (yes/no)?

Type yif you wish to enter aliases. Otherwise, type nto complete the
installation. If you type y, the program displays the message:

Each alias consists of two parts, the first is the alias name,
the second is a list of one or more of the following:

valid user names

previously defined aliases

machine names

Aliases:

Using the list of aliases you created when planning the network, type
the name of an alias and press the RETURN key. The program
displaysthe message:

Users/Aliases:

If the alias is to name a single user, type the login name of that user
and pressthe RETURN key. The program asks for another alias.

If, on the other hand, the alias is to name several users, type the login
names of the users, OR if one or more of the users to be named by the
aliasarealready named by other aliases, type the aliases instead of the
login names, OR if all the users on one computer are to be named by
the alias, type the machine-name instead of the login names. In any
case, make sure that each item typed on the line is separated from the
next by a comma(,) or aspace. If there are more items than can fit on
the line, type a comma after the last item on that line and press the
RETURN key. You can then continue on the next line. After allnames
and aliases have been typed, press the RETURN key. The program
asks for another alias.

Repeat steps 17 and 18 for all remaining user aliases in your list.
When you have given all aliases, pressthe RETURN key. The program
displays a list of all aliases and their usersand asks if you wish to make
corrections.

Type g if you wish to enter all aliases again. Otherwise, type n to
complete the installation.

Once you direct netutil to complete the installation, it copies the information
you have supplied to the network files, displaying the name of each file as it is
updated. Once the files are updated, you may use the save option to copy the
Micnet files to floppy disk.

98
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9.3.2 Saving the Micnet Files
You can save copies of the Micnet files on floppy disk with the save option of the
netutil program. Saving the files allows you to transfer them to the other
computers in the network. Before you can save the files, you need to format a
floppy disk (see the section “Formatting Floppy Disks” in Chapter 4).
To save the files, follow these steps:

1. Loginasthesuper-user.

2.  Type

netutil

and pressthe RETURN key. The program displaysthe network utility
menu.

3. Insert a blank, formatted floppy disk into disk drive 1. Wait for the
drive to accept the disk.

4. Type the number 2and press the RETURN key. The program copies
the Micnet files to the floppy disk.

5. Remove the floppy disk from the drive. Using a soft tip marker (do
not use ball point pen), labe! the disk “Micnet disk”.

As soon 2s all files have been copied, you can transfer them to all computersin
the network.

9.3.3 Restoring Micnet Files

The last step in building a Micnet network is to copy the Micnet files from the
Micnet disk to all computersin the network. Do this with the restore option of
the netutd program. For each computer in the network, follow these steps:

1. Loginasthe super-user.

2.  Insert the micnet disk into disk drive 1 and wait for thedrive to accept
the disk.

3. Type:
netutil

and pressthe RETURN key. The program displays the network utility
menu.
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4. Type the number §and press the RETURN key. The program begins
to copy the network files to the appropriate directoiries. It displays
the name of each file 2sit copiesit. Finally, it displays the message:

Enter the rame of this machine:

5. Type the machine name of the computer you are at and press the
RETURN key. The program copies this name to the new
[ete/systemid file for the computer. If necessary, it also disables the
serial lines to be used on the computer, preparing them for use with
the network. :

When the files have been copied, you may start the network with the start
option.

9.4 Starting the Network

Once the Micnet files have been transferred to each computer of the network,
you can start the network with the start option of the netuti program. The
start option starts the Micnet programs which perform the tasks needed to
communicate between the computersin the network.

Tostart the network, follow these steps for each computer in the network:
1.  Loginasthe super-user.
2.  Type:
/[etc/netutil

and press the RETURN key. The system displays the network utility
menu.

3. Type 4 and press the RETURN key. The program searches for the
[etefsystemid file. If it finds the file, it starts the network. If not, it
asks you to enter the machine-name of the computer and then creates
the file. The program also asks if you wish to log errors and
transmissions. In general, these are not required except when
checking or testing the network. When starting the netweork for the
first time, type n to each question and press the RETURN key.

Once the network has started, you may move to the next computer and start
the network there.

Note that, for convenience, you can let each computer start the network

automatically whenever the system itself is started. Simply include the
command
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Just [lib/mail/daemon.mn

in the system initialization file fetc/rc of each computer. To add this
command, use a text editor as described in the section “Changing the fete/re
File” in Chapter 7.

8.5 Testing a Micnet Network

After you have started a network for the first time, you should test the network
to see that it is properly installed. In particular, you must determine whether
or not each computer is connected to the network.

To test the network, you will need to know how to use the mail command (see
the section *“Mail” in the XENIX User’s Guide). The following sections explain
how to test the network and how to correct the network if problems are
discovered.
9.5.1 Checking the Network Connections
You can make sure that all computers are connected to the network by mailing
a short message to all (the alias for all users in the network) with the mail
command. Follow these steps:

1.  Choose a computer.

2.  Loginasthe super-user.

3.  Use the mail command (see the XENIX User’s Guide) and the all alias
to mail the message:

Micnet test
to allusersin the network.

4.  Check the mailboxes of each user in the network to see if the message
wasreceived. To check the mailboxes, log in as the super-user at each
computer and use the cat command to display the contents of each
user’smailbox. The name of each user’s mailbox has the form:

[ust /spool/mail/login-name
where login name is the user’s login name.
If all users have received the message, the network is properly installed. If the
users at one or more computers fail to receive the message, the computers are
not properly connected to the network. To fix the problem, you need tolocate

the computer which has failed to make a connection. The next section explains
how to do this.
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9.5.2 Using the LOG File to Locate a Problem

You can locate a problem with connections by examining the LOG files on each
computer in the network.The LOG files contain a record of the interaction
between each pair of computers. There are two LOG files for each pair of
computers (one file on each computer). The LOG files on any given computer
are kept in subdirectories of the [usr/spool/micnet directory. Each
subdirectory has as its name the machine-name of the other computer in the
pair. You can examine the contentsof a2 LOG file by typing

cat fusr/spool/micnet/machine-name/LOG

and pressing the RETURN key. The machine-name must be the name of a
computer thatispaired with the computer you are at.

Each LOGfile should contain a “startup message’ which lists the name of each
computer in the pair and the serial line through which the pair is connected. It
also shows the date and time at which the network was started. The message
should look similar to:

daemon.mn: running as MASTER
Local system: a

Remote system: b, /dev/tty02
Tue Sep 27 22:30:35 1983

A startup message is added to the file each time the network starts successfully.
If the message is not present, then one or more of the the network files and
directories cannot be found. Make sure that you have used the restore option to
transfer all the network files to the computer. Also, make sure that the
[/ ete/systemidfile contains the correct machine-name for the given computer.

Each LOG file will contain a “handshake’ message if the connection between
the computer pair has been established. The message

first handshake complete

is added to the file on a successful connection. If the message is not present,
make sure that the network has been started on the other computer in the pair.
The network must be started on both computers before any connection can be
made. If the network is started on both computers yet no handshake message
appears, then the serial line may be improperly connected or damaged. Check
the serial line to make sure that the cable is firmly seated and attached to the
correct RS-232 connectors on both computers. If necessary, replace the cable
with one known to work.

If both the startup and handshake messages appear in the LOG file but the
network is still not working, you can make the network log a record of the
errors it encountered while transmitting and a record of each transmission by
stopping and then restarting the network with the -e and -x switches of the
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netutilstart option.

The -e (for “‘errors”) switch causeserror messages generated by the program to
be copied to the file. Each message lists the cause of the error and the
subroutine which detected the error. For example, the message

rsync: bad Probe resp: 68

shows that the reync subroutine received a bad response (character 68
hexadecimal} from the other computer. Ycu may use this information to track
down the cause of the problem. One common problem is stray information
being passed down the serial line by electronic noise. Make sure that the serial
line’s cable is properly protected against noise, e.g., make sure it does not lie
near any electric motor, generator, cr other source of electromagnetic
radiation. Also, make sure the cableisin good condition.

The -x (for ‘““transmissions”) switch causes a record of normal transmissions
between computers to be copied to the file. Each entry lists the direction, byte
count, elasped time, and time of day of the trancmission. For example, the
entry

rx: Oc 01 22:33:49
shows that 12 characters (Oc hexadecimal) were received ( rz) at 22:38:49. The
elasped time for the transmission was Isecond. You can use the records to see if
messages are actuzlly being transmitted.
To start the network with the -e or -x switches, type y (for “yes’’) when the
start option asks if you wish to log errorsor transmissions.
9.5.3 Stopping the Network
You can stop the network with the stop option of the netutil program. The
option stops the Micnet programs, stopping communication between
computers in the network.
To stop the network, follow these stepson each computer in the network:

1. Loginasthe super-user.

2. Type

netutil

and pressthe RETURN key. The program displaysthe network utility
menu.

3. Type 5and press the RETURN key. The program stcps the network
programs running on the computer.
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0.5.4 Modifying the Micnet Network

You can modify a Micnet network at any time by changing one or more of the
Micnet files. You can reinstall the network with the netutil program. For very
small changes (for examgle, correcting the spelling of an alias), you can modify
the Micnet files directly with a text editor. The files and their contents are
described in detail in the Miscellaneous section of the XENIX Reference
Manual.

In general, a copy of a file should be made before making any changes. You can
make a copy with the cp command. You can replace an old file with the
updated file using the mv command. Once one or more files have been changed
on one computer, the files must be transferred to the other systems in the
network using the save and restore options. These options can only be used
after youhave stopped the network.

Note that changes to the aliases file will not be incorporated into the system
until the aliashash program is executed. This program produces the
aliases. hash file needed by the network to resolve aliases. See aliashash(M) in
the XENIX Reference Manualfor a description of this command.
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A.1 Introduction

This appendix contains information needed to create file systems and add
terminals to the XENIX system. For a full description of the special files
menticned here, see the XENIX Refererce Manual.

A.2 File System Requirements

Many of the file system maintenance tasks described in this guide require the
use of special filenames, block sizes, and gap and block numbers. The following
sections describe eachin detail.

A.3 Special Filenames

A special filename is the name of the device special block or character I/O file
corresponding to a peripheral device, such as a hard or floppy disk drive. These
names are required in such commands as mkfs, mount, and df to specify the
device containing the file system to be created, mounted, or searched. The
following table lists the special filenames and corresponding devices that you
may use for the IBMPC.

BlockI/O
SpecialFilename Disk Drive
/dev/1d048ds9 Floppy Drive 0
/dev/fd148ds9 Floppy Drive 1
[dev/wn0 Hard Disk Drive
/dev /root
/dev usr

A.4 Block Sizes

The block size of a disk is the number of blocks of storage space available on the _
disk, where a block is 1024 bytes of storage. The mkfs, df, and quot
commands use block size when creating or reporting the statusof a file system.
The size of the hard disk in 1024 byte blocks is 9792. Note that some of the
blocks on the disk are reserved for system use and cannot be accessed by user
programs. ’

A.5 Gap and Block Numbers

The gap and block numbers are used by the mkfs command to describe how
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the blocks are to be arranged on a disk. The the gap number for the hard disk is
3, and the blocking factor is 34.

A.8 Terminal and Network Requirements

The enable and disable commands used to add and remove serial lines from a
system and the install option of the netutil program used to build a network
require the names of the serial lines through which a terminal or network is to
be connected. The names of serial line available on the IBM PC is /dev/tty10.
The character 1/O files corresponding to these serial lines can be found in the
] dev directory. Note that the files /dev/console,/dev/tty0, through /dev/tiyd
represent “‘hardwired” devices and are not available for connection to
terminals.

The XENIX system supports optional modem control on two serial ports.
These portshave the following device names:

/dev/ttyll  usesmain serial adaptor without modem control
/dev/ttyl12  usesalternateserial adpator without modem control
/dev/tty13  uses main serial adpator with modem control
/dev/tty14  usesalternateserial adaptor with modem control
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B.1 Introduction

This appendix lists the most frequently used files and directories in the XENIX
system. Many of these files and directories are required for proper XENIX
operation and must not be removed or modified. The following sections briefly
describeeach directory.

B.2 The Root Directory

The root directory (/) contains the following system directories:

/bin  XENIX command directory

/dev  Device special directory

[etc  Additional program and data file directory

Jlib C program library directory

/mnt  Mount directory (reserved for mounted file systems)

Just  User home directories

/tmp  Temporary directory (reserved for temporary files
created by programs)

Allof the above directories are required for system operation.

The root directory also contains a few ordinary files. Of these files, the most
notable is the zeniz file which contains the xenix kernelimage.

B.3 The /bin Directory

The /bin directory contains the most common XENIX commands, that is, the
commands likely to be used by anyone on the system. The following isalist of a
few of the commands.

basename echo passwd su

cp expr rm sync
date fsck sh tar
dump login  sleep  restor
dumpdir mv stty test

These commands and all othersin the /bin directory are required.

B.4 The /dev Directory

The fdeo directory contains special device files which control access to
peripheral devices. All files in this directory are required and must not be
removed. The following is a list of the files.
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/dev /console System console

/dev/lp Lineprinter

/dev/mem Physical memory

/dev/null Null device (used to redirect unwanted output)
[dev /rXX Unbuffered interface to corresponding device name
/dev/root Root file structure

/dev/swap Swap area

Jdev/ttyXX Terminals

/dev/tty The terminal you are using

B.5 The /etc Directory

The /ete directory contains miscellaneous system program and data files. All
files are required, but many may be modified.

The following program and data files must not be removed or modified.

Jetc/mtab Mounted device table
/etc/mount For mounting a file structure
[etc/mkfs For creating a file structure
[ete/init First process after boot

The following data files may be modified, if desired. No file may be removed.

[ete/passwd Password file

[ete/re Bootup shell script
[etc/ttys Terminal set up
[etc/termeap Terminal capability map
[etc/motd Message of the day

B.8 The /lib Directory

The /lib directory contains runtime library files for C and other language
programs. The directory is required.

B.7 The /mnt Directory

The /mnt directory is an empty directory reserved for mounting removable file
systems.

B.8 The /tmp Directory

The /tmp directory contains temporary files created by XENIX programs. The
files are normally present when the corresponding program is running, but may
also be left in the directory if the program is prematurely stopped. You may
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remove any temporary file that does not belong to a running program.

B.8 The /usr Directory

The /usr directory contains the home directories of all userson the system. It
also contains several other directories which provide additional XENIX
commandsand data files.

The /uer/bin directory contains more XENIX commands. These commands are
less frequently used or considered nonessential to XENIX system operation.

The fusr/include directory containsheader files for compiling C programs.

The /usr/lib directory contains more libraries and data files used by various
XENIX commands.

The /uer/spool directory contains various directories for storing files to be
printed, mailed, or passed through networks.

The /usr/tmpdirectory contains more temporary files.

The Jusr/fadm directory contains data files associated with system
administration and accounting. In particular, the fusr/adm/messages file
contains a record of all error messages sent to the system console. This file is
especially useful for locating hardware problems. For example, an unusual
number of disk errorson a drive indicates a defective or misaligned drive. Since
messages in the file can accumulate rapidly, the file must be deleted
periodically.

B.10 Log Files

A variety of directories contain log files that grow in size during the normal
course of system operation. Many of these files must be periodically cleared to
prevent them from taking up valuable disk space (see the section, **Clearing
Log Files,” in Chapter 5). The following table lists the files (by full pathname)
and their contents.
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Filename Description

[ete/ddate
Recordsdate of each backup.

Just/adm/pacct
Records accounting information; grows rapidly when process

accountingison.

Just/adm/messages
Recordserror messages generated by the system when started.

Jusr/adm/wtmp
Recordsuser logins and logouts.

Jusr/adm/sulog
Recordseach use of the su command; grows only if option is set in the

[ete/ default]sufile.

Jusr/spool /at/past
Recordseach useof the at command.

[usr /spool/micnet/s/LOG
Records transmissions between machines in a Micnet network. The #
must be the name of a remote machine connected to the current
machine.
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C.1 Introduction

Many users purchased the PC—DOS or MS —DOS (DOS) operating system with their
1BM PC. This appendix explains how you can still use DOS utilities, files, and
applications after you install the XENIX operating system. You can evenaccess DOS
files and directories from XENIX. You do not need to throw away your investment in
DOS software, or buy another PC just torunXENIX.

Several programs make this possible. The most important is a utility program called
fdisk which is available inDOS and XENIX versions. This sectionexplainshowtouse
fdisk torun DOS and XENIX onthe samehard disk.

Each version of fdisk is documented in the respective operating system's manual.
fdisk(C) isfoundinthe XENIX Reference .

Fdisk is interactive, %0 it is easy to use. When you exit fdisk, the utility asks you
whether or not you actually desire to make the specified changes. This feature lessens
the chance of making amistake.

Thefdisk utility allows you to sct up separate arcas (‘'partitions’*) onyourhard disk for
both operating systems. The hard disk is divided into cylinders. The number of
cylinders and their size vary depending onthe size of thehard disk. A partition consists
of a group of cylinders. There are exactly four partitions. Each partition can have a
different operating system and associated directorics andfiles.

The fdisk command allows you to specify which partition is *‘active’’. This means
that whenyou turnon (boot) your IBM PC, the operating system installed inthe active
partition will start running.

The fdisk command allows you to specify the number of cylinders used by the
partition. This will vary according tothe size of your hard disk. We recommend using
at least 2 10 megabyte hard disk to run XENIX. A 10 megabyte disk contains 30S
cylinders. We recommend that you use at least 6 megabytes for the XENIX partition.
Giventhe above you will sct aside at least 183 cylinders for XENIX.

The fdisk command allows you to specify where the partitionbegins. Fdisk will not
allow you to construct overlapping partitions. We recommend that you use the first
partition for XENIX. When you are running XENIX, the device name of the partition
running XENIX will be/dev/hd0 .

One option of fdisk tabulates the current state of the partitions (the Display Partition
Table option). This option lists for each partition whether the partition is active, the
first cylinder, the number of cylindersused, and the associated operating system.

1f you wish to set up XENIX on a hard disk which previously contained only DOS, first

back up all DOS files and directories. Usefdisk(C), under XENIX, to change the size
of the first partition to at least 6 megabytes. Then install XENIX in the first partition.
You canreinstall DOS inaseparate partition.

1fyou wish to switch operating systems once you haye sctup separate XENIX and DOS

partitions, usefdisk tochange the current active partition. Turnthe IBMPCoff. When
you re—boot, the operating system associated with the active partition will start
running.
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There are a set of other utility programs which help you bridge the two operating
sysems. These are the XENIX commands, such as doslsand doscat, described in the
XENIX manual page dos{C). These programs allow you to use DOS files and
directories whichresideina non—active DOS partition while running XENIX.
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