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About This Book

This book is intended for people who are planning to install the IBM Event Driven
Executive Communications Facility for the Series/1. It assumes that you already
understand the Communications Facility’s functions and know how your
installation is going to use the Communications Facility. If you need introductory
information about the Communications Facility, refer to Series/1 EDX
Communications Facility Introduction, GL.23-0103. Some sections of the book
assume you are familiar with systems network architecture (SNA); the
International Telegraph and Telephone Consultative Committee (CCITT)
Recommendations (X.25 in particular) for data communication networks; and the
Series/1-PC Connect for EDX (5719-CN1). See the publications list for book
titles on these subjects.

In this book:

Asynchronous adapter is used to mean feature programmable communications
adapter, multifunction attachment, or 4950/5170-495 terminal/host adapter.

Series/1-PC Connect Attachment is used to mean a Series/1 attachment card
(feature number 4000) and a PC extender card shipped with this feature.

3101 is used to mean 3101 terminals (models 12, 13, 22, and 23), 3161, 3163, or
3164 terminals in 3101 emulation mode, and IBM Personal Computers running in
3101 emulation mode as if they were 3277 model 2 terminals.

EDX Secondary SNAI refers to the licensed program 5719-SX1.
EDX Secondary SNA2 refers to the licensed program 5719-XX9.

EDX-SNA refers to both the EDX Secondary SNA1 and SNA2. It is used to
indicate functions supported by both versions of SNA.

This book describes the functions and components of the Communications Facility
and gives you the information you need to define, install, and start using your
communications configuration. To that end, it has these chapters:

o “Communications Facility Components” on page 1 introduces the programs
and data sets that make up the Communications Facility. It explains
Communications Facility concepts and facilities that you’ll need to understand
before you begin configuring and installing your system.

+ “Defining Stations” on page 45 describes the various types of stations you
may need to define and explains how to define each one.
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“Using the Supplied Input/Output Control Programs” on page 71 explains the
requirements and restrictions you need to consider when using the
input/output control programs supplied as part of the Communications
Facility.

“Communications Facility Data Sets” on page 179 describes the data sets that
are used to hold Communications Facility information, and explains how to
change their contents.

“Creating $.SYSPD” on page 187 explains the structure of the program
dispatcher data set, and gives the syntax of the statements that create entries in
the data set.

“Creating Disk-Queue Data Sets” on page 207 explains how to create the data
sets that hold messages that are queued on disk rather than in processor
storage.

“Planning Storage Requirements” on page 213 shows how to determine how
much processor storage the Communications Facility will require. It includes
tables that list the sizes of the Communications Facility modules as distributed
from ISD.

“Coding Supervisor Definition Instructions” on page 235 shows how to code
instructions to define elements of your Communications Facility configuration
to the EDX supervisor.

“Installing the Communications Facility” on page 251 explains how to install
the Communications Facility.

“Sample Configurations” on page 269 presents examples of Communications
Facility configurations. Each example includes a diagram of the configuration;
an explanation of the message flow between stations; station definitions; EDX
definitions; and the EDX link control data set.

“Maintaining the Communications Facility” on page 445 explains how to
assemble and link-edit Communications Facility programs.

The “Glossary” presents the definitions of technical Communications Facility
terms and acronyms. For EDX definitions, see the appropriate book.

The “Index” is a conventional index to the publication.

To use this book effectively, you will need a working knowledge of the Event
Driven Executive (EDX) operating system. Pertinent publications include:

Series/1 Event Driven Executive Installation and System Generation Guide,
SC34-0646

Series/1 Event Driven Executive Operation Guide, SC34-0642
Series/1 Event Driven Executive Language Programming Guide, SC34-0637
Series/1 Event Driven Executive Communications Guide, SC34-0638

Series/1 Event Driven Executive Language Reference, SC34-0643
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e Series/1 Event Driven Executive Operator Commands and Utilities Reference,
SC34-0644

o Series/1 Event Driven Executive Messages and Codes, SC34-0636.
Other Communications Facility publications you might refer to are:

o Series/1 EDX Communications Facility Operator’s Guide, SL23-0105 (referred
to in this book as the Operator’s Guide), which explains how to operate the
Communications Facility using operator commands, IBM-supplied
transactions, and utility programs.

o Series/1 EDX Communications Facility Messages and Codes, SL23-0120, which
lists and explains the Communications Facility error and informational
messages and the return codes from Communications Facility programming
instructions.

o Series/1 EDX Communications Facility Programmer’s Guide, SL23-0106
(referred to in this book as the Programmer’s Guide), which explains how to
code application programs, device-support programs, transaction-processing
programs, and command-processing programs to run under the
Communications Facility.

o Series/1 EDX Communications Facility Debugging Guide, 1.1.23-0109 (referred
to in this book as the Debugging Guide), which describes the Communications
Facility modules, suggests steps to follow in debugging, and explains how to
submit an authorized program analysis report (APAR) to IBM.

For information about the Series/1-PC Connect, see the Series/I-PC Connect for
the Event Driven Executive Communications Facility, SC34-0698.

For information about the Communications Facility/Host licensed program, see
Series/1 Communications Facility/Host General Information, GH20-2485.

For information about the EDX X.25/HDLC Communications Support licensed
program, see Series/1 Event Driven Executive X.25/HDLC Communications
Support Programming and Operating Reference Manual, SC09-1030, referred to in
this book as the XHCS Programming and Operating Reference.

If you need information about 3101 devices, see the 3101 Display Terminal
Description, GA18-2033.

If you need information about 3161 or 3163 display stations, see the 3161/3163
Display Station Operator Reference and Problem Solving Guide, GA18-2311.

If you need information about 7485 devices, see the 7485 Display Terminal
Description, GA18-2075.

If you need information about the 4978 or 4980 display terminal, see the:
o Series/1 4980 Display Station Description and Reference, GA21-9296

o Series/1 4978-1 Display Station and Attachment General Information,
GA34-1550.
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If you need information about 3270 devices, see the:

e 3270 Information Display System: 3271 Control Unit, 3272 Control Unit, 3275
Display Station Description and Programmer’s Guide, GA23-0060 (referred to
in this book as the 3271 Guide)

e 3270 Information Display System: 3274 Control Unit Description and
Programmer’s Guide, GA23-0061 (referred to in this book as the 3274 Guide)

e 3287 Printer Component Description, GA27-3153.

If you’re using EDX Secondary SNA1, see the Event Driven Executive: Systems
Network Architecture and Remote Job Entry Guide, SC34-0402 (referred to in this
book as the EDX Secondary SNA1 Guide).

If you're using EDX Secondary SNA2, see the Event Driven Executive: Systems
Network Architecture and Remote Job Entry Guide, SC34-0773 (referred to in this
book as the EDX Secondary SNA2 Guide).

If you need more information about binary synchronous communication (BSC)
protocol, see General Information—Binary Synchronous Communications,
GAZ27-3004, and Series/1 Binary Synchronous Features Description, GA34-0244.

If you’re using the multifunction attachment feature, see the Multi-function
Attachment Feature Diskette Initialization User's Guide, GA34-0147, and the
Multi-function Attachment Feature and 4975 Printer Description, GA34-0144.

For information about the channel attachment feature, refer to the Series/1
System/370 Channel Attachment Feature and 4993 Model 1—Series/1 System/370
Termination Enclosure Description, GA34-0057.

If you’re using the Local Communications Controller, see the Series/1 Local
Communications Controller Feature Description, GA34-0142.

If you’re using the Series/1-PC Connect Attachment, see the Series/I-Personal
Computer Channel Attachment Description, GA34-0287.

If your system is going to communicate with the Realtime Programming System’s
Communications Manager, you may want to refer to the Series/1 Realtime
Programming System Communications Manager Assembler Language Programmer’s
Guide, SL.23-0123, which explains Communications Manager message formats;
and the Communications Manager Operator’s Guide, S1.23-0128, which explains
Communications Manager commands.

Vi Communications Facility Design and Installation Guide

¢



TNL SN23-8600 (27 March 1987) to SL23-0104-2

Summary of Amendments

Only changes affecting the content of this book are listed in the Summary of
Amendments.

| Version 2.1 PTF 2

| The following changes were made between the Communications Facility Version
| 2.1 PTF 1 and Version 2.1 PTF 2:

| EDX SYSTEM Statement Support: Communications Facility now supports the
| COMBASE parameter of the EDX SYSTEM statement. This support allows you
| to use a partition, other than partition 1, as the Communications Facility common
| area. The following changes were made:

A description of the new storage pool, SSCFDCBS, was added to
| “Communications Facility Components” on page 1.

Ne

| « The descriptions of DEFINE BRB and DEFINE BUFFERPOOL in “Coding
| Supervisor Definition Instructions” on page 235 were changed.

i « The storage requirements for the supervisor partition, $.I006F0, and $.100680
| in “Planning Storage Requirements” on page 213 were changed.

|  Installation requirements were added to “Installing the Communications
- | Facility” on page 251.

| Remote TCB Support for $.100670: The description of ““4978/4980 Data Stream

| IOCP, $.100670” on page 137 was changed to reflect the new support. $.100670
| now places its device TCBs in the dynamic storage area instead of the station

| control block in S$POOL. “Planning Storage Requirements” on page 213 was

| updated to reflect this change.
|
|
|
|

Retry Support: The description of “3270 Control IOCP, $.I00ACO0” on page 97
was changed to add the new support. $.I00ACO now inactivates a control unit
station if the maximum number of time-outs allowed are exceeded. The device
station is not polled until the control unit station is started again by the operator.
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Other Changes

o The dynamic storage requirements for $.100674 have been changed in
“Planning Storage Requirements’ on page 213.

« Appendix A, “Configuring and Connecting 3101 Display Terminals” on
page 452.1 has been added to explain the hardware configurations required to
connect a 3101 device to a Series/1 using the 3101 IOCP, $.1006FO.

Version 2.1 PTF 1

Version 2.1

The following changes were made between the Communications Facility Version
2.1 and Version 2.1 PTF 1:

EDX Secondary SNA2 Support: Communications Facility now supports EDX
Secondary SNA2, 5719-XX9. This support allows you to run Communications
Facility with EDX Secondary SNA1 or EDX Secondary SNA2. The following
changes were made:

e $.JOI14ES, the SNA IOCP, was modified to include the new SNA? support.

o Installation requirements were added to “Installing the Communications
Facility” on page 251.

« A new sample configuration, “Example 4: EDX Secondary SNA2 Connection

to a Host” on page 296, was added.

The following changes were made between the Communications Facility Version
2.0 and Version 2.1:

Series/1-PC Connect Support: A new IOCP, $.100AAS, was added to provide
support for communication between a Series/1 and Personal Computers in a local
area network (LAN). The following changes were made:

e A description of the new IOCP was added to “Using the Supplied
Input/Output Control Programs” on page 71.

o The IOCP’s storage requirements are described in “Planning Storage
Requirements” on page 213.

e A new instruction, PCC, was added to “Coding Supervisor Definition
Instructions” on page 235.

« Installation requirements were added to “Installing the Communications
Facility” on page 251.

« Two new sample configurations were added: “Example 14: X.25 Connection
between a Series/1 and DTEs” on page 406, and “Example 15: LAN with
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Series/1-PC Connect Attachment and EDX Secondary SNA1 Connection” on
page 418.

« “Defining Node Stations” on page 61 was modified to include the PC node.

Disk-server Support: A new I0CP, $.101CC8, was added to provide support for
emulated PC disks. A description of the IOCP was added to “Using the Supplied
Input/Output Control Programs” on page 71. The IOCP’s storage requirements
are described in “Planning Storage Requirements”-on page 213.

$.DSFORM: A new utility, $. DSFORM, which manages emulated PC disks, is
described in “$.DSFORM, Emulated PC Disk Management Utility” on page 41.
A description of the new control data set, $. DSPROF, has been added to
“Communications Facility Data Sets” on page 179.

Volume Station: A description of the volume station was added to “Defining
Stations” on page 45. This station represents an EDX volume that contains data
sets representing emulated PC disks.

CFBUF Usage: The Communications Facility now monitors the use of space in the
message buffer pool (CFBUF). This new support is described in “Message Buffer
Pool (CFBUF) Usage” on page 17.

3101 Keyboard Change: Figure 25 on page 128 has been changed to show the
new 3101 keyboard.

Other Changes:

¢ The non-RPQ 4978 IOCP, $.100670, is no longer supported. Its description
was removed from “Using the Supplied Input/Output Control Programs.”

e 4978/4980 data stream IOCP is now called $.100670 and is described in
“4978/4980 Data Stream IOCP, $.100670” on page 137.

o The teletypewriter connected 3101 IOCP, $.100630, is no longer supported.
Its description was removed from “Using the Supplied Input/Output Control
Programs.”

The following changes were made between the Communications Facility Version
1.2 and Version 2.0:

X.25 Support: A new 10CP, $.J00AB8, was added to provide support for
communication using Recommendation X.25 protocol. The following changes
were made:

¢ A description of the new IOCP was added to “Using the Supplied
Input/Qutput Control Programs” on page 71.

« The new data set, $.SYSX25, is described in “X.25 Call ID Data Set
($.SYSX25)” on page 184.
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 Two new modes, STOP and RETRY, are described in the section “STOP and -
RETRY Modes” on page 74. @

» The IOCP’s storage requirements are described in “$.JO0ABS, X.25” on
page 225.

o A new sample configuration worksheet was added—Figure 18 on page 55;
the line/terminal/ node worksheet—Figure 16 on page 53—was changed to
include DTE and DCE lines.

» Installation requirements were added to “Installing the Communications
Facility” on page 251.

e Three new sample configurations were added: ‘“Example 11: Multiple Local
Communications Controller and BSC Connections” on page 374, “Example
12: X.25 Connection between Series/1s” on page 382, and “Example 13:
X.25 Connection Between Series/1s through an X.25 Network” on page 392.

4980 Terminal Support: The description of “4978/4980 Data Stream IOCP,
$.100670” on page 137 was changed to reflect the addition of the 4980 terminal.
The keyboard is shown in Figure 29 on page 144. The Communications Facility
data sets required for 4980 operation are described in “4980 Data Stream Data
Sets ($4980CSA, $49801ISA, and $4980R0A)” on page 182. “Example 1: BSC
Connection to a Host” on page 272 shows a 4980 as part of a Communications
Facility configuration.

LU-1 Support: The Communications Facility now supports the Series/? printers as -
LU-1s. A description of the new support is in “Printer IOCP, $.100674” on

page 149. Two new modes, SCS and 3270 are explained in ““3270 and SCS

Modes” on page 75. Installation procedures are described in “Installing the
Communications Facility” on page 251. “Example 3: EDX Secondary SNA1
Connection to a Host” on page 284, was changed to show LU-1s as part of a
Communications Facility configuration.

Model 30D and 60D Integrated Disk Storage Support: “Remote IPL” on page 37
was changed to include the 30 megabyte and 60 megabyte integrated disks as
remote IPL devices. (Communications Facility books call these disks DDSK-30
and DDSK-60 for consistency with the Event Driven Executive books.)

$.PNLUTI: A new utility $.PNLUT1, which prints panels defined by $.PANEL, is
described in “$.PNLUT1, Panel Utility” on page 41.

Module Names and Sizes: Figure 39 on page 216 and “Message Flow within a
Node” on page 6 were updated to reflect all new and changed modules.

3101F Device Station Use of Unmapped Storage: *“3101 IOCP, $.I006F0” on

page 121 and “7485 IOCP, $.100680 on page 155 include changes to $.JO06F0
and $.100680 related to use of unmapped storage. “Planning Storage
Requirements” on page 213 was updated to reflect these changes. A step for
converting your existing 3101F station definitions to new ones that use unmapped
storage was added to “Installing the Communications Facility” on page 251.
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Publications Changes: Step 6 of the installation procedures, “Edit the Supervisor
Link Control Data Set,” was expanded. Because more information was added to
this section, the example link control data sets were deleted from the sample
configurations.
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Communications Facility Components

The Communications Facility manages communication among programs and
various input/output devices, such as terminals, printers, and communication lines.
It supports communication within a Series/ 1, between Series/ 1s, and between a
Series/1 and other computers. It consists of programs that run under control of the
Event Driven Executive (EDX) operating system.

This chapter introduces the programs and data sets that make up the
Communications Facility. It explains the Communications Facility concepts and
facilities that you’ll need to understand before you can begin the tasks of
configuring and installing your Communications Facility system.

Figure 1 on page 2 shows the components of the Communications
Facility—programs, data sets, and pools of processor storage. The portions
included in the EDX supervisor and the Communications Facility control program
are required in every Communications Facility system. Each of the other programs
is loaded into processor storage only when its functions are needed. The figure
shows Communications Facility data sets on the left and right, with lines
connecting each data set to the primary programs that use it.

A Communications Facility system can also include user-written programs that
process message data or perform functions unique to your installation.
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EDX Supervisor:
Communications Facility language extensions

Communications Facility system storage pool

Communications Facility control program:

Message dispatcher

Command processor

$.SYSIPL

Log processor

Message buffer pool

.

$.SYSPRT

000

Communications Facility I/O control programs

$.RPQCSO

$4980CSA

$4980ISA

0t

$.RPQIO

Communications Facility program dispatcher

$4980R0A

PN

N

$.SYSPD
Communications Facility transaction-processing
programs:

System transaction
Transaction scheduler
Remote management functions

$.SYSLCC Remote IPL

Remote disk support

Work session controller

$PCCRO1

$.SYSPNL

000 @

Communications Facility utility programs

$.DSPROF

Figure 1. Summary of Communications Facility Components
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Data Sets

TNL SN23-8600 (27 March 1987) to SL23-0104-2

The Communications Facility includes the data sets summarized in Figure 2.

Name Contents

$4980CSA 4980 control store

$4980ISA 4980 image store ,

$4980R0A 4980 microcode patch data set

$PCCROn PC Connect microcode patch data set. nis the EC level.

$.DSPROF Control information for data sets used as emulated PC
disks

$.MENU Work session controller sample program menu

$.RPQCS0 4978 data stream (RPQ D02428) control store

$.RPQISO 4978 data stream (RPQ D02428) image store

$.SYSIPL Communications Facility startup commands

$.SYSLCC Local Communications Controller remote IPL
transactions

$.SYSMSG Text of error and informational messages

$.SYSNET Station definitions

$.SYSPD Program dispatcher startup commands, path definitions,
transaction definitions, and transactions

$.SYSPNL System panels (3270 screen images)

$.SYSPRT 4978 control and image stores, buffered printer data

$.SYSX25 X.25 network addresses

Figure 2. Summary of Communications Facility Data Sets

The chapter “Communications Facility Data Sets” on page 179 describes each of
the data sets in detail and explains how you can modify them to suit your
requirements.

The data set of particular importance to this discussion of system components is
$.SYSNET, the network configuration data set. $.SYSNET contains the
definitions of stations. A station is a named unit of hardware or software managed
by the Communications Facility. It represents a program or an 1/0 device, such as
a terminal or a communication line, that sends and receives messages. There is one-
$.SYSNET data set for each node—each Series/1 in a Communications Facility
configuration. The $.SYSNET data set at a node contains the definitions of local
stations (stations in that node) and of remote stations (stations in other nodes) to
which local stations will send messages. The chapter “Defining Stations’ on

page 45 describes the various types of stations and explains how to define them.

Communications Facility Components 3



System Storage Pool (SSPOOL) @

The system storage pool (S3POOL) is an area of processor storage that contains
information about stations that have been started. When a station is started, a
control block, called a station block, is created in SSPOOL, and remains there until
the station is halted. The station block contains all the information the
Communications Facility needs to manage the station. The information in the
station block comes from the station’s definition in $.SYSNET.

S$POOL may also contain other information: a program loader, which the
program dispatcher uses, and work areas for some of the 1/0 control programs
(the programs that manage devices).

S$POOL is part of the EDX supervisor, and is mapped into all partitions in which
Communications Facility programs run. The chapter “Installing the
Communications Facility” on page 251 explains how to define S$POOL and
include it in the supervisor. The chapter “Planning Storage Requirements’ on
page 213 explains how to calculate SSPOOL’s size for your installation.

| DCB Pool (S$CFDCBS)

The device control block (DCB) pool is an area of processor storage that contains

DCB:s and interrupt handler routine calls for certain types of started device

stations. Any hardware device managed by the Communications Facility without I;/
using EDX-provided 1/0 facilities requires a DCB in the DCB pool.

The DCB pool is part of the EDX supervisor, and must be included in partition 1.
The chapter “Installing the Communications Facility” on page 251 explains how
to define SSCFDCBS and include it in the supervisor. The chapter “Planning
Storage Requirements” on page 213 explains how to calculate the size of
S$CFDCBS for your installation.

- Message Buffer Pool (CFBUF)

The message buffer pocl (CFBUF) is an area of processor storage that contains
messages that have been sent but not yet received. CFBUF contains queues of
messages—one queue for each destination station. Each station block in SSPOOL
contains a pointer to the station’s message queue in CFBUF.

At your option, you may queue low-priority messages on disk. If you take this
option, there is another storage pool, used for file control blocks. A file control
block contains information about a station that has a message queue on disk.

Both of these pools are in the dynamic storage of the Communications Facility

control program. The chapter “Planning Storage Requirements” on page 213

explains how to estimate how big the dynamic storage should be for your

installation and how to alter the distributed size. @

The Communications Facility monitors the use of space in the message buffer pool. -
The section “Message Buffer Pool (CFBUF) Usage” on page 17 explains how you
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can display information on the usage of the message buffer pool and how you can
m regulate the flow of messages depending on the usage levels of CFBUF.

Language Extensions

The Communications Facility includes a set of instructions that extend the Event
Driven Executive Language (EDL). These instructions are called language
extensions. When you install the Communications Facility, you include the support
for the language extensions in the EDX supervisor, as explained in the chapter
“Installing the Communications Facility” on page 251. The supplied
Communications Facility programs use the language extension instructions, and
you can use them in your application programs.

The instructions fall into these categories:
Message management instructions, used to send and receive messages.
Storage management instructions, used to get and free blocks of processor storage.

Station management instructions, used to create and delete station blocks and to
control stations.

3270 data stream instructions, used to create 3270 data streams and to extract data
from them. '

C' A data move instruction, used to perform indexed and indirect moves.

A system facilities instruction, used to gain access to various Communications
Facility control blocks.

A task control instruction, used by 1/0 control programs (IOCPs) to activate and
deactivate tasks. ,

Queue management instructions, used to put elements on queues and to remove
elements from queues.

Supervisor definition instructions, used to define elements of a Communications
Facility configuration to the EDX supervisor. These instructions are described in
this book, in the chapter “Coding Supervisor Definition Instructions” on page 235.

All the instructions are described in the Programmer’s Guide.
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Communications Facility Control Program

- Message Dispatcher

The control program is that part of the Communications Facility that provides
basic, required services. It contains message dispatcher, command processor, and
log processor functions—and the dynamic storage used for the message buffer pool
and the file control block pool.

There are two versions of the control program. One, $.CFS, supports queuing of
messages only in processor storage. The other, $.CFD, supports queuing of
messages in processor storage and on disk. You start the version you want by
issuing an EDX $L command to load it. Once either version is loaded, it sets the
name in its program header to $.CF.

When a message is sent, the message dispatcher determines its destination and
places it on the destination station’s message queue, either in processor storage or
on disk. Message dispatching is performed partly by the SEND instruction and
partly by the control program. The SEND instruction dispatches messages that are
queued in processor storage. The SEND instruction and the control program
together dispatch messages that are queued on disk.

A message can be as large as 32K bytes and must be contained in a single storage
area. The Communications Facility does not support segmented messages.

Message Flow within a Node

Figure 3 on page 7 is an example of message flow within a node. It shows how
messages flow between an application program and terminals. An IOCP manages
the terminals. Station blocks TERM1, TERM2, and TERM3 represent the
terminals, and station block APROG represents the application program. The
numbered lines show the flow of a message from one of the terminals to the
application program and the flow of the response from the application program
back to the terminal.

1] The IOCP reads data from the terminal represented by station TERM1
and builds a message in its working storage area.

E The IOCP issues a SEND instruction specifying TERM1 as the origin
station and a null destination station. IOCPs know the names of stations
they manage, but they are not responsible for knowing the destinations of
the messages they send.

The SEND instruction builds a message header that includes the message’s
type, priority, origin, and destination. The SEND instruction acquires
space in the message buffer pool and moves the header and message to
the pool.

H The message dispatcher examines the header. The destination is null, so
the message dispatcher examines the origin station’s station block to find
the default destination. When you define a station, you can specify a
default destination for messages it sends. This connection from one
station to another is called a direct link vector, or just a direct link. As
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Destination = null >
1/0 Control Message
Program Dispatcher
-
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TERM2
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Cl Application
Program
—
a

APROG

Station Message

Blocks Queues

Figure 3. Message Flow within a Node

shown in Figure 3, station TERM1 is linked to APROG, so the message
dispatcher places the message on APROG’s message queue. If the origin
station (TERM1) had no direct link, the message would be undeliverable.

n The application program issues a RECEIVE instruction to get a message
from station APROG’s message queue. The RECEIVE instruction moves
the message to the receiving program’s working storage area, adjusts
queue pointers, and frees the space in the message buffer pool. The
receiving program always receives the message data. It can optionally
receive either the entire message header or the name of the origin station.
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Application programs that communicate with multiple users don’t usually
care which particular station they receive a message from. They just save
the origin of each message and direct the response back to that station.

H The application program processes the message, builds a response, and
issues a SEND instruction specifying itself as the origin station and
TERM1 as the destination station.

ﬂ The message dispatcher examines the message header. The destination is
specified, so it places the message on station TERM1’s message queue.

The IOCP issues a RECEIVE instruction to get a message from station
TERM1’s message queue.

ﬂ The IOCP writes the message data to the terminal represented by station
TERM1.

Communications Facility programs that send messages usually don’t wait for the
destination station to receive a message. Instead, they wait only until the message
is placed on the destination station’s message queue. In the example, the IOCP
resumes processing input or output for its stations at the end of step B The
application program receives its next message (or waits for one to be placed on its
message queue) at the end of step ﬂ You can write application programs that
wait until a message has been received (or received and processed) at its
destination, but none of the IOCPs or other Communications Facility programs
work that way.

Message Flow between Nodes

Figure 4 on page 9 is an example of message flow between nodes. It shows how
messages flow between an application program in one node and terminals in
another node. In each node, there is an IOCP that manages the communication
line between nodes; a station that represents the remote node; and stations that
represent the remote stations to which local stations will send messages. Each
station definition includes the identification of the node in which the hardware or
program represented by the station exists. In node 1, the stations that represent
the terminals (only one of which is shown in the figure) have node ID 1; stations
NODE2 and APROG have node ID 2. In node 2, the station that represents the
application program has node ID 2; stations NODE1, TERM1, TERM2, and
TERM3 have node ID 1.

1] The IOCP that manages the terminals reads data from the terminal
represented by station TERM1 and builds a message in its working
storage area.

E The IOCP issues a SEND instruction specifying TERM1 as the origin
station and a null destination station.

The SEND instruction builds a message header that includes the message’s
type, priority, origin, and destination. The SEND instruction acquires
space in the message buffer pool and moves the header and message to
the pool.

8 Communications Facility Design and Installation Guide



Origin = TERM1 NODE 1
Destination = null
I/O Control 3 Message
Program Dispatcher
-
I
3
3]
TERM1
Link = APROG
Node ID = 1
Origin = APROG
Destination = TERM1
—>
1/0 Control
Program
-
a
NODE2
Node ID = 2
APROG
Node ID =2
Cf Origin = TERM1 NODE 2
a Destination = APROG
e
I/O Control Message
Program Dispatcher
-
A
NODE!
NodeID=1
n Origin = APROG
Destination = TERM1
Application
Program
-
a
APROG
NodeID =2
TERM1 TERM2 TERM3
Node ID = 1 NodeID =1 Node ID =1

Figure 4. Message Flow between Nodes
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null, so the message dispatcher examines the origin station’s station block
to find the default destination. As shown in Figure 4 on page 9, station
TERM1 is linked to APROG, so the message dispatcher places that
information in the message header.

The message dispatcher in node 1 examines the header. The destination is @

Because station APROG is in node 2, the message dispatcher places the
message on the queue of the station that represents that node (NODE2).

4] The IOCP in node 1 that manages the communication line issues a
RECEIVE instruction to get a message from station NODE2’s queue.
The RECEIVE instruction moves the message to the receiving program’s
working storage area, adjusts queue pointers, and frees the space in the
message buffer pool.

The IOCP writes the message header and data to the communication line;
the IOCP in node 2 reads it.

The IOCP in node 2 sends the message with its header, which specifies
that the origin station is TERM1 and the destination station is APROG.

The message dispatcher in node 2 examines the header. The destination is
APROG, so the message dispatcher places the message on APROG’s
message queue.

The application program issues a RECEIVE instruction to get a message )
from station APROG’s message queue. (W ™

The application program processes the message, builds a response, and
issues a SEND instruction specifying itself as the origin station and
TERM1 as the destination station.

The message dispatcher in node 2 examines the message header. The
destination, TERM1, is in node 1, so the message dispatcher places the
message on the queue of the station that represents that node, NODEI].

The IOCP in node 2 issues a RECEIVE instruction to get a message from
station NODE1’s message queue.

H

2 The IOCP writes the message header and data to the communication line;
the IOCP in node 1 reads it.

13 The IOCP in node 1 sends the message with its header, which specifies
that the origin station is APROG and the destination station is TERM1.

14 The message dispatcher in node 1 examines the header. The destination is
TERM1, so it places the message on TERM1’s message queue.

15 The IOCP that manages the terminals issues a RECEIVE instruction to
get a message from station TERM1’s message queue.

The IOCP writes the message data to the terminal represented by station

TERML. O
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Message Priority

Disk-Queued Messages

‘TNL SN23-8600 (27 March 1987) to SL23-0104-2

Communication between nodes can be over a point-to-point BSC line, a multipoint
BSC line, a Local Communications Controller ring, or an HDLC line. The flow of
messages is somewhat different for each type of connection. The chapter “Sample
Configurations” on page 269 contains an example of each type of connection.
Each example explains what station definitions are required and gives a detailed
description of the message flow.

The sender specifies the priority of a message as an operand of the SEND
instruction. Priorities range from 1 (highest priority) to 127 (lowest priority). The
default priority, which all the IOCPs and other Communications Facility programs
use, is 127.

When the message dispatcher places a message on a queue, it does so according to
the message’s priority. Suppose that a station’s message queue contains messages
of priorities 50 and 100. A message with priority less than 50 will be placed at the
top of the queue, and a message with priority greater than 100 will be placed at the
end of the queue. A message with priority 50 will be placed after the older priority
50 messages.

The RECEIVE instruction always transfers the first message on a queue. Because
messages are queued by priority, they are received by priority.

When you define a station, you can specify that the lowest-priority (priority 127)
messages sent to it are to be queued on disk. Each station that is to have a disk
queue requires a separate data set. The chapter “Creating Disk-Queue Data Sets”
on page 207 explains how to create them.

To use disk queues, you must start the version of the control program that supports
disk queuing, $.CFD. Starting a station that has a disk queue also opens its
disk-queue data set. When a priority 127 message is sent to the station, the
message dispatcher writes the message to the disk-queue data set. All messages of
higher priority are queued in processor storage.

Stopping or halting a station with a disk queue also closes its disk-queue data set.
If the disk queue contains messages that have not yet been received, those
messages are retained and are available when the station is next started. If the
Communications Facility terminates abnormally, storage-queued messages are lost,
but disk-queued messages are not; they are available when the system is restarted
even though the data sets were not closed.

If you don’t want a station to receive disk-queued messages from a previous
session, use the cold start option. This option causes any disk-queued messages
from a prior session for the station to be discarded before the station can receive
messages.

Communications Facility Components 11



Controlling Message Flow

Undeliverable Messages

You control message flow by issuing commands. The start command enables the

flow of messages to and from a station. The stop and halt commands disable the
flow of messages to and from a station. The link command defines or changes the
destination of messages sent by a station. The modify command changes the
attributes of a station, some of which affect message flow.

Starting a station creates its station block in SSPOOL and opens its disk-queue data
set (if it has one). The station can send messages, and messages can be sent to it.

Stopping a station flags its station block as inactive and closes its disk-queue data
set (if it has one). Stopped stations can send messages, but those that are managed
by IOCPs or other Communications Facility programs don’t. Messages can’t be
sent to a stopped station. There are two exceptions to this rule: status messages
can be sent to a stopped station; any type of message can be sent to a stopped
message station.

A station may have messages on its queue when it is stopped. Those queued in
processor storage can be received. If they aren’t received, they’re available when
the station is restarted. Pending disk-queued messages can’t be received.

Halting a station closes its disk-queue data set (if it has one), discards any pending
storage-queued messages, and deletes the station’s control block from S$POOL.
The station is in the same state as if it had never been started.

You can use the link command to change the direct link vector of a station. You
can change the link at any time, whether the station is active or not.

You can use the modify command to set a station on input hold or output hold.
When a station is on input hold, all messages it sends are discarded. The messages
are not undeliverable, as discussed in the next section; they are thrown away.
When a station is on output hold, messages can be sent to it, but it can’t receive
any messages from its queue.

The message dispatcher may be unable to deliver messages, for various reasons:
o The destination station does not exist (it has no station block).
o The destination station is stopped.

o The destination is not known; the message was sent with a null destination, and
the origin station doesn’t have a direct link vector.

o The destination is a remote station, and the station that represents the remote
node does not exist or is stopped.

When the message dispatcher can’t deliver a message, it puts the message on the
queue of the station named $.WASTE. If there is no such station, the message
dispatcher discards undeliverable messages. If station $. WASTE has a disk queue,
all messages to $.WASTE are queued on disk, regardless of their priority.
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Message Types

TNL £N23-8600 (27 March 1987) to S1.23-0104-2

The use of $.WASTE is not restricted to the message dispatcher. Any program can
send messages to $.WASTE. The program dispatcher sends messages to $. WASTE
for the reasons described in the section “Undeliverable Transactions” on page 33.
No other Communications Facility programs use $. WASTE. They discard invalid
data and issue a log message to report the error.

The easiest way for you to handle undeliverable messages is to define $.WASTE as
a message type station with a disk queue, and use utility program $.UT2 to process
the undeliverable messages. $.UT2 lets you obtain a listing of messages and purge
them or send them to other destinations. If you use $. WASTE, you should assign it
a disk queue and use the disk-queuing version of the control program. If you don’t,
the message buffer pool may fill up with undeliverable messages.

You can handle undeliverable messages in other ways by writing a program to
receive and process undeliverable messages. The Programmer’s Guide describes the
format of the messages sent to $.WASTE.

Don’t define $.WASTE as a remote station. If you do, it won’t be used;
undeliverable messages will be discarded.

There are five types of Communications Facility messages: data, transaction,
command, status, and log.

A data message contains data sent from one station to another. The data is
meaningful only to its destination. Routing of data messages is described in
“Message Flow within a Node” on page 6 and “Message Flow between Nodes” on
page 8.

A transaction message contains information that causes execution of a program
(called a transaction-processing program) somewhere in the configuration. This
information is in the first part of the message, which is a fixed-format area called
the transaction header. A transaction message may also contain data to be passed
to the transaction-processing program. The initial destination of all transaction
messages is the program dispatcher, the component of the Communications Facility
that manages transaction-processing programs. Transaction messages are routed to
it, just like data messages. It receives transaction messages and handles them as
explained in the section “Program Dispatcher” on page 25.

A command message contains a command, and is sent to the command processor.

A command message can be routed between nodes, just like a data message. When
it reaches the node where it is to be processed, it is routed to the command
processor task of the control program.

A status message contains control information, such as an X.25 control message or
a command, that tells a program to stop or halt. A status message is routed like a
data message. If the status message is an X.25 control message, it can also be
routed to an alternate link as described in “Linking Stations” on page 65. When a
program receives a status message, the RECEIVE instruction completes with a
unique status condition (+6).

A log message is an error or informational message to be sent to the system log.

The message dispatcher doesn’t route log messages. They are routed directly to the
log processor task of the control program.
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Command Processor

The command processor processes the commands, called CP commands,
summarized in Figure 5. These commands allow you to control your
Communications Facility system and display information about it.

Command

Activity

DEF

Define a new station

F

Modify attributes of an existing station

FILE

Display or modify the disk-queuing parameters of a
station

H

Halt a station

HELP

List CP commands and their functions

LINK

Define a connection between two stations so that
messages may be routed between them

Stop a station

Display information about stations, BSC lines, EDX
terminals, X.25 connections, and EDX-SNA PUs and LUs

Execute commands contained in a data set

Start a station

SET

Assign a log device for system log messages, set the node
address of a Series/1, or set levels in CFBUF.

ST

Display message activity statistics and Local
Communications Controller hardware statistics

Remove a node from the Local Communications
Controller ring

Figure 5. Summary of Command Processor (CP) Commands

The command processor and the program dispatcher together process the

commands, called PD commands, summarized in Figure 6 on page 15. These
commands allow you to control the actions of the program dispatcher and display

information about it.
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Command Activity
c Change the cell identifier
Cp Send a command to a cell
F Modify a path or transaction table entry
H List PD commands and their functions
I Insert a path or transaction table entry
ID Check whether a cell is active
Send a message to an EDX terminal
P Stop a path or transaction
Q Display the transaction and path tables, remote disk
definitions, and scheduler entries
R Remove a path or transaction table entry
RC Set retry counts for program load
S Start a path or transaction
T Send the system time and date to a cell
TRAC Start or stop a trace of transactions
TRAN Send a transaction
UP Set user program ($.UPxxxx) load mode

Figure 6. Summary of Program Dispatcher (PD) Commands

There are several ways of entering commands. You can enter them from a terminal
by pressing ATTN and entering CP or PD followed by the function and parameters

you want. For example, to start a station named APROG:

> CP S APROG

Commands can also be read from a data set, entered as transactions, issued by

programs, or entered with the diagnostic aid utility, $.UT1.

A few Communications Facility commands can be entered only from a terminal.

They are summarized in Figure 7.

Command Activity

CPRSTART Restart the Communications Facility

GOTEST Begin execution of a transaction program in test mode
TRAN Issue a transaction

WSC Start work session controller terminal

Figure 7. Summary of Other Commands

The Operator’s Guide gives the syntax and an example of each command and more

information about the different ways of entering commands.
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Log Processor

The command processor also processes commands sent from a Communications

Manager system over a Local Communications Controller ring. These commands @
allow a Communications Manager operator to start, stop, and obtain information

about Communications Facility stations. The commands are described in the

Communications Manager Operator’s Guide.

The command processor consists of a task in the control program and a set of
transient programs, one for each command. The task receives control when a
command is issued. It translates the command to uppercase, extracts the verb
(xxxx) from the command, and loads the transient program named $.CPxxxx. The
program processes the command and terminates, returning control to the initial
task, which can then receive another command.

You can add your own commands to the Communications Facility. The
Programmer’s Guide explains how to write a command-processing program and
includes an example program.

The log processor processes log messages issued by Communications Facility
programs. It builds a formatted message and sends it to the system log. The
message contains the time of day, a message ID, the name of the issuing program,
optional variable information passed by the issuing program, and fixed text taken
from the message data set $.SYSMSG. '

The Messages and Codes gives a detailed description of the format of log messages.
It also lists and explains all the log messages issued by Communications Facility
programs.

¢

There is one system log in each node. The default is the terminal from which the
control program is loaded. You can use the CP SET LOG command to assign the
system log to an EDX device or to a Communications Facility station, or to turn
off logging.

When the system log is an EDX device, the log processor shares the device with
other EDX tasks. If the device is busy, the log processor and the task that issued
the log message wait until the device is available. When you assign the system log
to an EDX device, the device should be one that is used only briefly (or not at all)
by other EDX tasks.

Log messages issued by the command processor in response to a command entered
at a terminal are displayed at that terminal and sent to the system log. All log
messages issued by the program dispatcher are displayed at the terminal where the
program dispatcher was started and sent to the system log.

You can process log messages however you want by writing a program that assigns
the system log to its station and then receives and processes all log messages. The
Programmer’s Guide explains how you can use this technique to provide a central
system log for a multinode configuration.

When you assign the system log to a Communications Facility station, you should
assign a disk queue to that station. If the log station doesn’t have a disk queue, the .’

system message pool can be flooded with log messages, and a deadlock can occur.
For example, if the log device is one of several 3270 terminals, the system message
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pool may fill up with log messages that aren’t being received. This happens
because the program that manages the terminal is waiting for space to send a
message to some other terminal. The disk queue that you assign to a log station
should be large enough to avoid losing log messages during periods of high activity.

Message Buffer Pool (CFBUF) Usage

CFBUF Usage Classes

CFBUF Usage Levels

The Communications Facility monitors the use of storage in the message buffer
pool (CFBUF). It allows you to regulate the flow of messages from a station,
depending on how much storage in CFBUF is in use.

When you define a Communications Facility station, the station is automatically
assigned to one of two CFBUF usage level classes, class 1 or class 2. Class 1
stations can use CFBUF up to level 1 and class 2 stations can use CFBUF up to
level 2. Class 1 is the default class for all Communications Facility stations.
Messages can be sent from the station as long as usage of CFBUF has not
exceeded the level allowed for the station’s usage class. Messages with unknown
origins are treated as messages coming from usage class 1 stations.

You can use the CP Q NET command to display a station’s usage class. You can
use the CP F CLASS command to change the station’s usage class. These
commands are described in the Operator’s Guide.

The total amount of storage available in the message buffer pool (CFBUF) is
divided into three levels of usage, as shown in Figure 8 on page 18. When you
first start the Communications Facility, CFBUF is below level 2. A small amount
of storage in CFBUF is used for two system buffers and a control block, but most
of the storage is available. As messages are sent and more storage is used but no
storage is freed, CFBUF usage moves above level 2. If storage is still not freed,
CFBUF usage level moves above level 1.

When CFBUF usage is below level 2, messages can be sent from stations with
usage class 2 or class 1. When CFBUF usage exceeds level 2 but is below level 1,
only messages from usage class 1 stations can be sent. When usage exceeds level 1,
only CP commands can be issued. You should issue commands to free message
storage when usage exceeds level 1. For example, you can stop stations that have
accumulated messages on their queue.

The default value for level 1 is set by the system to prevent the last 512 bytes of
CFBUF storage from being used up. You can not modify level 1.

The default value for level 2 is 85% of CFBUF in use. You can use the CP SET
CFBUF command to set the value for level 2. You can not set level 2 to allow
more CFBUF to be in use than allowed by level 1. The CP SET CFBUF command
is described in the Operator’s Guide.

Communications Facility Components 17



Warning Level

Displaying Current Usage

CFBUF \Im}j

100 L Reserved (512 Bytes) ‘
" TReserved (System Use) -
% p——- Level 1= — — — —1<¢
90 |— — — - Warning Level - — —
s F——— - Level2- — — — -
%
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use A B ]
0 -+ - -
(A Auvailable for data, transaction, or status messages

when origin station has usage class 2.
E Available for data, transaction, or status messages AN
when origin station has usage class 1, IW., y/

or when origin station is not known.

Available for command messages, regardless of origin.

Figure 8. CFBUF Usage Levels

The Communications Facility can log an error message as a warning when more
than a certain percentage of the CFBUF is full. The warning processor of $.CF
issues an error message when the usage of CFBUF exceeds the warning level. The
default warning level at which a system log message is issued is set at 90%. You
can use the CP SET CFBUF command to specify a warning level. After a warning
message is issued, another warning message is not issued until CFBUF usage level
falls 10% below the warning level and then exceeds it again.

You can use the CP Q CFBUF command to display the current usage level
thresholds and the current usage of CFBUF. This command also displays the
highest percentage of CFBUF in use since the Communications Facility was
loaded. The command is described in the Operator’s Guide.

@
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I/0 Control Programs

The Communications Facility includes several device-support programs, called I/0
control programs or IOCPs.

Functions of an I/O Control Program

An IOCP manages devices and the Communications Facility stations that represent
those devices. Each IOCP manages devices of a particular type, such as a terminal,
printer, or communication line. An IOCP can handle multiple devices. It consists
of a main task and one or more subtasks for each individual device.

The main task receives and processes commands to start, stop, and halt the stations
that the IOCP manages. The main task attaches at least one subtask when a device
is started. The subtask(s) manages all communication with the device. It reads
data from the device and sends that data into the system in the form of
Communications Facility messages. It receives messages from its station’s queue
and writes them to the device.

A subtask consists of reentrant code and a task control block. The task control
block or a pointer to it is contained in the station block that represents the device.

Summary of Supplied I/O Control Programs

Figure 9 on page 20 shows the IOCPs that manage host system connections,
terminals, printers, and emulated PC disks.

The IOCPs that manage host system connections are:

-  $.JO0ADO manages communication over a System/370 channel attachment.
The Series/1 appears to the host as a locally attached 3272 control unit with
attached display stations and printers. There is a station to represent each
emulated display station or printer.

+ $.JO0AEO manages communication over a BSC multipoint line. The Series/1
appears to the host as a 3271 control unit with attached display stations and
printers. There is a station to represent each emulated control unit, display
station, or printer.

+ $.IO14E8 manages a Systems Network Architecture (SNA) connection over an
SDLC line. The Series/1 appears to the host as a 3274-SDLC control unit
with attached display stations and printers. In SNA terminology, it appears as
a physical unit (PU) with logical units (LUs): LU-2s (display stations) and
LU-1s or LU-3s (printers). There is a station to represent the PU and each
LU.

The IOCPs that manage terminals, printers, and emulated PC disks are:

» $.IO0ACO manages communication with a 3270 system over a BSC multipoint
line.

« $.I00670 manages 4978 display stations with the data stream RPQ (D02428)
and 4980 display stations so they appear as 3277 display stations. This IOCP
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BSC
Multipoint
271 27T
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~ — e - d
Series/1
Printers

Devices

Figure 9. IOCPs that Manage Host System Connections, Terminals, Printers, and Emulated PC Disks
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used to be called $.I00678 in the previous edition (Version 2.0) of
Communications Facility.

« $.IO06F0 manages 3101 terminals on a feature programmable communications
adapter, a multifunction attachment, or a 4950/5170-495 terminal/host
adapter so they appear as 3277 display stations.

« $.100674 manages 4973, 4974, 4975, 5219, 5224, 5225, or 5262 printers so
they appear as 3286 or 3287 printers.

¢« $.J00680 manages 7485 terminals on a feature programmable communications
adapter, a multifunction attachment, or a 4950/5170-495 terminal/host
adapter so they appear as 3277 display stations.

+ $.I0O1CCS8 allows you to use a Series/1 data set so that it appears to the
gateway PC as a local disk device. The gateway PC is a Personal Computer
connected to the Series/1 by Series/1-PC Connect Attachment and its
software support. The IOCP can control multiple volumes for multiple LANs.
It handles one volume for each gateway PC.

The messages sent to and received from all these IOCPs are 3270/BSC data
streams. (The channel attach and SNA IOCPs remove BSC control characters
before sending data to the host and append BSC control characters to data
received from the host.) You can use the Communications Facility for
communication between host application programs and any of the terminals or
printers over any of the three types of connection. This type of communication,
called 3270 pass-through, requires no user programming. You need only define
stations to represent the real devices, define stations to represent corresponding
emulated devices, and link each pair of stations to each other. You can also write
application programs that are independent of the type of terminal they
communicate with or the type of connection to the host program they communicate
with.

Figure 10 on page 22 shows the IOCPs that manage connections between
Series/1s:

« $IO0ABO manages communication between Series/1s on a Local
Communications Controller ring. The messages it transmits may or may not be
3270 data streams. It transmits entire messages, including their headers,
whatever their content. Some of the Series/1s on the ring can be
Communications Manager systems. The IOCP converts message headers from
the format used by one system to that used by the other.

« $.JO0AB8 manages communication between Series/1s over an HDLC line,
using CCITT Recommendation X.25 packet level procedures. The connection
between the Series/1s may or may not have an an intervening X.25
packet-switching network. $.IO0ABS transmits data and X.25 control
information. The data may or may not include Communications Facility
message headers, depending on how stations are defined. When
communications is through an X.25 network, some of the Series/1s can be
Communications Manager systems.

+«  $.JO0ACO and $.IO0AEOQ can be used for communication between Series/1s

over a BSC multipoint line. $.I00ACO manages 3270 systems, and $.JIO0AEQ
makes the Series/1 appear to be a 3270 system.
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« $.IO0A10 manages communication between two Series/1s over a BSC

point-to-point line. It transmits entire messages, including their headers,
whatever their content.

O

$.100AB0O $.100AB0O
Local Communications Controller
HDLC $.100ABS8

o $.I00ABS8 / ﬂ( A

switching \\m _))
$.100ACO $.I00A10 Network
BSC Multipoint % BSC Point-to-Point
$.I00AEQ $.I00AEOQ $.100A10
Figure 10. IOCPs that Manage Connections between Series/1s

Figure 11 on page 24 shows the IOCPs that manage communication with other
systems and devices:

« $.JO0AAS manages communication between a Series/1 and a Personal
Computer (PC) connected by a Series/1-PC Connect Attachment. It allows
all the PCs in the IBM PC Network to communicate with a Series/1 through a
gateway PC (PC connected to the Series/1 by Series/1-PC Connect
Attachment and its software support). It also allows all the PCs on a non-IBM
network to communicate with a Series/ 1, but the PCs on your network must
meet the hardware and software requirements for the type of network you use.
When the gateway PC is part of a local area network (LAN), the Series/1
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resources are available to all the PCs on the LAN. A LAN is created when
PCs are interconnected by hardware and provided with software support to
enable the PCs to communicate with each other. $.I0O0AAS8 can manage
multiple attachments to different PCs.

+ $I0O0ABS8 manages communication between a Series/1 and other computers
or devices that function as X.25 data terminal equipment (DTE). The Series/1
is connected by an HDLC line using LAPB protocol and X.25 packet-level
procedures, with or without an intervening X.25 packet-switching network.

o $.I00A20 manages communication between a Series/1 and a variety of other
systems over a BSC point-to-point line. $.I00A20 uses a 2770- and 3741-like
protocol. The format of the messages it transmits is whatever is required by
the other system.

The chapter “Using the Supplied Input/Output Control Programs” on page 71
gives detailed information about each of the IOCPs. It explains the requirements
and restrictions you need to take into account when you use them.

Writing an I/O Control Program

You can extend the Communications Facility to support other devices by writing
IOCPs. The Programmer’s Guide explains how to write an I/O control program
and includes an example program.

Intercepting Messages from an I/0O Control Program

You can write a program that intercepts all the messages that an IOCP sends into
the system from the stations it manages. You may want to do this, for example, to
provide an audit trail of messages by writing them to a data set before sending
them on to their destination. The Programmer’s Guide explains how to intercept
messages from an IOCP.

I/O Control Program Station Definitions

You should make an entry in $.SYSNET for each of the IOCPs you plan to use.
Define them as having type “USER” and a station name the same as the program
name.

IOCPs that are not defined in $.SYSNET can be started, but they can’t be shut
down.

Starting I/O Control Programs

You don’t need to explicitly start IOCPs with a CP start command or a $L, unless
you wish to control which partition the IOCP runs in. An IOCP is started
automatically by the control program when the first station of the type it manages
is started. The start command processor uses a station’s type and subtype to
determine which IOCP manages the station. For example, the type/subtype of a
station that represents a 3101F on a feature programmable communications
adapter is device/3101F, which is recorded as a hexadecimal code in the station
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Figure 11. IOCPs that Manage Connections to Non-Series/1 Devices

definition in $.SYSNET. The code for device/3101F is X‘06F3’, and the IOCP
that manages such stations is $.I006FO0.

If the required IOCP is not already started, the start command processor creates a
station block to represent the IOCP and loads the program. O
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Shutting Down I/O Control Programs

You shut down an IOCP by stopping or halting its station. When you do so, the
IOCP halts all the stations that it manages, deletes its station block, and terminates
execution.

You can’t stop or halt an IOCP if it isn’t defined in $.SYSNET.

Program Dispatcher

Transaction Messages

The program dispatcher is that part of the Communications Facility that handles
transaction processing. It routes transactions and manages the programs that
process them.

The program dispatcher is an optional part of the Communications Facility. It is
required only to support transaction-processing programs—those provided with the
Communications Facility and those written by users.

The term transaction-processing program is used throughout this book to refer to
programs that are executed in response to transactions. Note that the program may
or may not—at your option—receive the text of the transaction itself. You can
define transactions that just cause a program to be loaded and executed, without
receiving the transaction as a message.

To the message dispatcher, the program dispatcher is simply a station that
represents a program. The name of the station and the program is $.PD. The
program dispatcher receives transaction messages from its message queue and
performs its transaction-routing function by sending them to other stations.

The program dispatcher’s actions are governed by information in the transaction
messages, in a path table, and in a transaction table. The path table and
transaction table contain information you specify in the $.SYSPD data set, as
explained in the chapter “Creating $.SYSPD” on page 187. There is a $.SYSPD
data set and, therefore, a path table and a transaction table for each Series/1
where the program dispatcher runs.

The first part of a transaction message is a fixed-format header that identifies the
transaction and the cell where it is to be processed. A cell is a Series/1 where the
program dispatcher runs or a non-Series/ 1 host system where transactions are
processed.

The format of a transaction message is:

1-4 5-6 7-10 11-12  13-n

tidl cl tid2 c2 transaction data
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Path Table

Transaction Table

where:

tidl
is the primary transaction identifier, a 4-character code that identifies the
transaction.

cl
is the primary cell identifier, a 2-character code that identifies the cell where the
transaction is to be processed. Two blanks or 00 means that the transaction is to
be processed in the cell where it originated. Two asterisks mean that the
transaction is a broadcast transaction, which is to be processed in all cells known
to the program dispatcher.

tid2
is the secondary transaction identifier, whose meaning is defined by the program
that processes the transaction.

c2
is the secondary cell identifier, whose meaning is defined by the program that
processes the transaction. When c2 is ??, the program dispatcher replaces it with
the ID of the cell where the transaction originated.

transaction data
is whatever data is sent to the program that processes the transaction.

The minimum length of a transaction message is 6 bytes. The data portion is
optional. If a transaction contains no data, the secondary transaction identifier and
secondary cell identifier are optional.

Transactions are usually originated by programs, perhaps in response to input from
a terminal operator. They can also be read from a data set or entered from a
terminal with the PD TRAN command.

A path table has an entry for each remote cell known to the local program
dispatcher. Each entry contains a cell identifier, the name of the station that
represents the path to and from that cell, and optional path attributes. Program
dispatchers use this information to route transactions from cell to cell, as explained
in the section ‘“Transaction Routing” on page 27.

A transaction table has an entry for each transaction to be processed in the local
cell. Each entry contains a transaction identifier, the name of the program that is
to process the transaction, program attributes, and transaction attributes. The
program dispatcher uses this information to route transactions to the programs that
process them and to manage the programs, as explained in the section “Program
Management” on page 31.
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Transaction Routing

The initial destination of every transaction is a program dispatcher, which routes
the transaction to its ultimate destination—a transaction-processing program. The
routing may require that a program dispatcher in one cell send the transaction to a
program dispatcher in another cell or to a non-Series/1 host transaction-processing
system. Transactions can be routed between Series/1 cells over any of the
connections the Communications Facility supports. Transactions can be routed to
a non-Series/ 1 host over a BSC multipoint line or an SDLC line (an SNA
connection). They can also be routed over a channel attachment, but there are
restrictions. These restrictions are explained in the Series/1-to-System/370
Channel Attach IOCP description, “Restrictions” on page 106.

A program dispatcher routes a transaction to another cell by sending it to the
station that represents the path to that cell, as defined in the path table. To the
message dispatcher, a transaction is a data message; it places the message on the
destination station’s queue just as if it were an ordinary data message.

A path station doesn’t represent the physical connection (the communication line)
between two cells. It represents the logical path from one program dispatcher to
another or from a program dispatcher to a non-Series/1 host system. The chapter
“Sample Configurations” on page 269 contains examples of configurations that
include the program dispatcher. Those examples show how to define path stations
and the stations that represent physical connections.

Figure 12 on page 28 is an example of a multicell configuration with path stations
defined. Paths are defined between cells:

C1 and HT
C1 and C2
Cl and C3
C1 and C4, through C2
C2 and C4

The program dispatcher can route messages to PC programs on a local area
network (LLAN) connected through a Series/1-PC Connect Attachment. The
program dispatcher routes the transaction through a path station which is a remote
station representing the PC program. The PC program will receive the message
with the program dispatcher header included in the message.

Because some of the paths are defined as preferred paths, there is a path from any
cell to any other cell. A preferred path is a path over which transactions for
unknown cells are routed.

A transaction that originates in cell C2 and that has C3 as its primary cell identifier
is routed as follows:

1. The program dispatcher in cell C2 receives the transaction from its message
queue and examines the primary cell identifier to determine whether or not the
transaction is to be processed in cell C2. If the primary cell identifier were C2,
00, or two blanks, the transaction would be processed in cell C2. The primary
cell identifier isn’t any of those, so the program dispatcher examines its path
table to determine whether or not the path to C3 is defined. It isn’t, so the
program dispatcher sends the transaction to the preferred path station, which
represents the path to the program dispatcher in cell C1.
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Broadcast Transactions

2. The program dispatcher in cell C1 receives the transaction and examines the
primary cell identifier. The transaction is not to be processed in cell C1, so the
program dispatcher examines its path table. The path to C3 is defined, so the
program dispatcher sends the transaction to the station that represents the path
to the program dispatcher in cell C3.

3. The program dispatcher in cell C3 receives the transaction and examines the
primary cell identifier. The transaction is to be processed in this cell, as
described in the section ‘“‘Program Management” on page 31.

A broadcast transaction is one whose primary cell identifier is **. When a program

dispatcher receives a broadcast transaction, it processes the transaction in the local
cell; sends it unchanged to the preferred path station, if one is defined; and sends it
to each other path station with the ** replaced by the remote cell identifier.

Any transaction can be a broadcast transaction. Some of the PD commands and
system transactions use the broadcast facility. For example, the PD M (send
message) command and the SYST MS transaction processor use it to send a
message to all EDX terminals in all cells.

3270 Data Stream Transactions

Transactions are usually character strings built by a program, read from a data set,
or entered from an EDX terminal with a PD TRAN command. Transactions can
also be 3270 data streams. These are most likely to originate from a
Communications Facility terminal (3277, 4978, 4980, 3101) that is linked to the
program dispatcher. The programs that process such transactions may need to
receive the entire data stream; the 3270 control information at the beginning shows
which key was pressed to terminate the input and the position of the cursor. The
program may also need to know the origin station name so that it can direct its
response back to that terminal.

To make routing of a data stream transaction possible, you must define it as a data
stream transaction. If the transaction is processed in a cell other than the one in
which the transaction originated, you must also define the paths over which it is
routed as data stream paths. Then when the program dispatcher sends the
transaction to a path station or to the transaction-processing program, it sends the
entire data stream and specifies the origin station name it received. If you don’t
define a transaction or path as data stream and the program dispatcher receives a
data stream, it removes the BSC and 3270 control information before sending the
transaction and specifies itself (the station named $.PD) as the origin. The
information removed is whatever precedes the first data field and the BSC control
character (ETX) at the end.

There is another data stream consideration—IOCPs that manage a BSC multipoint
line, a channel attachment, or an SNA connection send and receive 3270/BSC
data streams. You don’t define these types of paths as data stream paths. The
program dispatcher identifies them as such by the path station’s type. It appends
the required 3270/BSC control information to transactions before sending them to
the path station. It removes 3270/BSC control information from transactions
received from the path station.
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Transaction Prefix

Some host transaction-processing programs require an 8-character transaction
identifier, rather than the 4-character one used by the Communications Facility.
When you define the path to such a host system, you define a 4-character prefix.
The program dispatcher appends the prefix to each transaction sent to that path
station.

Binary Transactions

The data portion of transactions may be binary (any value from X‘00’ to X‘FF’)
rather than characters. You may, for example, transmit object programs or storage
dumps as transactions. Binary data can be transmitted between Series/1s and
between a Series/1 and a host system connected through a channel attachment or
an SNA connection. Host systems accessed through a multipoint BSC line may or
may not support transmission of binary data.

Binary data sent over a BSC line must begin with the control characters DLE/STX
(X‘1002’), which signal start of transparent text. When you define a path as a data
stream path, and the connection is a multipoint BSC line (either between Series/1s
or between a Series/1 and a host system), binary transactions must begin with
DLE/STX. In all other cases, either the program dispatcher or the IOCP that
manages the connection provides the required control characters.

If a host system does not support transmission of binary data, you must specify
when you define the path that data conversion is required.

When you specify data conversion, the program dispatcher converts the data
portion of transactions sent to the path station. It doesn’t convert the transaction
header, the preceding 3270/BSC control information, or the ETX at the end.

The transaction data is converted as follows:
« Bit O of each byte that has a value less than X‘40’ is set to 1.
« Bit 0 of each byte that has a value of X‘FF is set to 0.

« A control byte is inserted after each group of 7 data bytes and after the last
group of 7 or fewer data bytes. Bits 1-7 of a control byte correspond to the
preceding 7 data bytes; the control bit is set to 1 if the data byte was modified.
Bit 0 is set to 1 if the control byte has a value less than X‘40°.

The following example shows the hexadecimal value of transaction data before and
after conversion. The underscored bytes are control bytes.

Received: 4F F3 32 18 92 61 40 00 C2 96 FF 01 72 49 61 20 19

Sent: 4F F3 B2 98 92 61 40 98 80 C2 96 7F 81 72 49 4C 61 A0 99 83

Notice the last control byte, which is for a group of 3 data bytes. The control bits
are right-justified. They correspond to the last 3 bytes of the group, not the first 3
bytes.
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Program Management

Creating a Station Block

When the program dispatcher receives a transaction from the path station, it
removes the control bytes and restores the modified data bytes. The host
transaction-processing program must perform corresponding conversions of the
data it receives and sends.

The program management functions of the program dispatcher make it possible to
optimize the use of processor storage. A transaction-processing program is loaded
on demand; that is, when a transaction that it processes is entered. You can write
the program to terminate when it has completed its work or when it is told to
terminate because another program needs storage. The program dispatcher uses a
high-speed loader to load programs, so it is feasible to segment
transaction-processing applications into small programs that occupy storage only
while they have work to do.

When the program dispatcher receives a transaction in the cell where it is to be
processed, it finds the primary transaction identifier in its transaction table and
proceeds according to the specifications in that entry. The entry includes the name
of the program that is to process the transaction and its type. The type indicates
whether or not the program dispatcher is to create a station block to represent the
program, send the transaction to the station created, or load the program.

You can define a transaction that simply causes a program to be loaded, and that
program may or may not send and receive messages. Alternatively, the program
can receive the transaction itself as a message and process the transaction.

If the program does process its transactions, or if it sends and receives messages, it
must have an associated station block and message queue. The program name
specified in the transaction table entry is also the station name.

When the program dispatcher is to create a station block and the station block
doesn’t already exist, it is created in one of two ways. If the station is defined in
$.SYSNET (the network configuration data set), the program dispatcher issues a
start command for the station. The start command processor creates a station
block; opens the station’s disk queue, if it has one; and loads the program, if the
station type is user (the type generally used to represent a program). If the station
is not defined in $.SYSNET, the program dispatcher creates a station block with
station type “message’ and station name the same as the name of the program.

Sending the Transaction Message

The program dispatcher sends the transaction to the transaction-processing
program if the transaction table entry so specified. The send causes the transaction
to be placed on the message queue of the station that represents the program.
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Loading the Transaction-Processing Program

You can define transactions that cause a program to be loaded each time a
transaction is entered. You should do this only for programs that terminate
execution after doing the work required for one transaction.

You can define transactions that don’t cause a program to be loaded. You might
do this, for example, to accumulate a queue of transactions to be processed later by
a program that you load yourself.

What you will usually specify is that the program is to be loaded if it is not already
in storage. It may have been loaded for a previous transaction and still be in
storage, or it may have been loaded for this transaction by the start command, as
discussed in the section “Creating a Station Block” on page 31.

The program dispatcher does not use the EDX loader (SLOADER). It uses a
high-speed loader distributed with the Communications Facility, which resides in
the system storage pool (SSPOOL). When the program dispatcher is started, it
determines the location and size of each transaction-processing program, and saves
that information in the transaction table. Therefore, the high-speed loader doesn’t
need to search directories for the programs it loads.

If the programs the high-speed loader loads have overlays or data sets, they must
be prefound. You can specify that the program dispatcher is to do this when it is
started, or you can use the EDX utility $PREFIND to do it. Because the
high-speed loader is resident, the amount of storage required to load a program is
just the storage the program itself occupies.

The program dispatcher uses the high-speed loader to load the
transaction-processing program into the partition you specify. If the load fails
because there isn’t enough storage, the program dispatcher tells an active
transaction-processing program to terminate execution, waits 200 milliseconds, and
retries the load. It performs this retry procedure 30 times or until the load
succeeds. After each ten attempts, it receives and processes any transactions on its
message queue before retrying the load. You can use the PD RC (set retry counts)
command to alter the number of load attempts. You can also specify, for individual
transactions, that the load is to be retried until it succeeds or until the program
dispatcher is shut down.

When there is not enough storage to load a program, only those programs that you
have designated as purgable are told to stop.

Rerouting Transactions

A transaction table can contain reroute entries, as well as transaction definition
entries. A reroute entry contains a transaction identifier and the identifier of the
cell where the transaction is to be processed. You can use reroute entries to
change the routing of transactions without changing their content.

Suppose, for example, that you have a multicell configuration and an application
where transaction PRT1 is processed in cell C1. The transaction’s primary cell
identifier is C1, and the transaction table in cell C1 has an entry that defines
transaction PRT1. To cause PRT1 transactions to be processed in cell C3, replace
the PRT1 definition with an entry that reroutes PRT1 to cell C3, and add a PRT1
definition to the transaction table in cell C3.
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Controlling Transaction Flow

0 Transactions flow according to the transaction, path, and reroute entries you
define. While the program dispatcher is active, you can issue PD commands that
change the flow. You can insert or delete path and transaction table entries, and
hold transactions. All of these actions affect only the path table and transaction
table in processor storage. To make permanent changes, you must modify the
$.SYSPD data set from which these tables are built.

You use the PD I (insert) command to add an entry to a path or transaction table
and the PD R (remove) command to delete an entry. You can’t add entries to a
table unless you reserved space for them with your $.SYSPD definitions.

You use the PD P (stop) command to inactivate a path or transaction table entry
and the PD S (start) command to activate an entry. A transaction is undeliverable
if its transaction definition is inactive or if a path over which it is to be routed is
inactive.

Holding transactions is the most useful method of controlling transaction flow. If
there is a problem with a transaction-processing program or with a communication
path, you can hold transactions until the problem is corrected, and then release
them for processing. You use the PD F (modify) command to set or release a hold
on a path or transaction.

When the program dispatcher finds that a path to a cell is on hold, it creates a
station named $.PHxx (where xx is the cell identifier) and sends the transaction
C and all subsequent transactions for that path to station $.PHxx.

When the program dispatcher finds that a transaction is on hold, it creates a station
named $.PHxxxx (where xxxx is the transaction identifier) and sends the
transaction and all subsequent transactions with that identifier to station $.PHxxxx.

When you release a held path or transaction, the program dispatcher receives
transactions from the appropriate $.PH station’s message queue, processes them,
and deletes the station block.

Undeliverable Transactions

For various reasons, the program dispatcher may be unable to deliver a transaction.
It handles undeliverable transactions in various ways, depending on why it can’t
deliver the transaction. The program dispatcher may dispose of an undeliverable
transaction in these ways:

Alternate: The transaction is sent to the origin station’s alternate link, if it has one
and the alternate link station is started. You use $.CONFIG or the CP LINK
command to define alternate links. This type of connection between stations is
called an alternate link vector.

$.UP: The program dispatcher issues an EDX LOAD instruction for program
$.UPxxxx, where xxxx is the transaction identifier. It doesn’t send the transaction
to the program; rather, it discards the transaction. Neither does it create a station
to represent the program. This facility simply makes it possible for you to load
programs in response to transactions without having defined the transactions. If
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you don’t need this capability, you can use the PD UP (user program) command to
disable it.

$.WASTE: The transaction is sent to $.WASTE (the station for undeliverable
messages), if $.WASTE exists.

Discard: The transaction is discarded.

The rest of this section lists reasons why transactions are undeliverable, and tells
which dispositions are attempted, in chronological order.

« The transaction is not a 3270 data stream, and is less than 6 bytes long.
Disposition is alternate, $.WASTE, discard.

+ The transaction is a 3270 data stream that contains only 3270/BSC control
information; it contains no data. These short data streams result from a
terminal operator’s pressing the CLEAR key or a PA key. Disposition is
alternate, $.WASTE, discard.

« The program dispatcher can’t route the transaction to the cell where it is
intended to be processed. Either the path is not defined and there is no
preferred path, or the path is defined but the path table entry is inactive.
Disposition is alternate, $.WASTE, discard.

« The path is known and active, but the path station isn’t started. Disposition is
discard.

« The transaction is in the cell where it is to be processed, but its transaction
identifier is not defined in the transaction table. Disposition is alternate, $.UP,
$.WASTE, discard.

« The transaction is defined in the transaction table, but the entry is inactive; or
the transaction-processing program can’t be loaded. Disposition is $.WASTE,
discard.

Tracing and Testing Transactions

During application program development or problem analysis, you may need a
record of all transactions processed by the program dispatcher. You may also need
to execute transaction-processing programs under control of the EDX $DEBUG
program. The program dispatcher includes these facilities; they’re described in the
Programmer’s Guide.

Program Dispatcher Station Definitions

You must define some stations for the program dispatcher’s use in $.SYSNET, the
network configuration data set. The stations you must define are the path stations
and the station that represents the program dispatcher itself. Define the program
dispatcher station with name $.PD and type “user.”

You need to define a station to represent a transaction-processing program only if

you want the station to have a disk queue or you want its type to be other than
“message.” If you define the station in $.SYSNET because it has a disk queue, give
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it type “message.” Then the start command processor will create the station block
and open the disk queue, and the program dispatcher will load the program. If you
define the station as type ‘“‘user” (the type generally used to represent a program),
then the start command processor will load the program; it may or may not be
loaded into the partition you specified in the transaction definition, and you lose
the benefits of the high-speed loader.

The transaction-processing program does not always have to be a program. The
“program” name you specify in the transaction definition can be the name of a
station of any type; for example, it might be the name of a station that represents a
terminal. If you define transactions so that they are routed to terminals, be sure to
specify a transaction type that doesn’t cause the program dispatcher to try to load a
program.

If you plan to hold transactions and you want a hold station to have a disk queue,
define it in $.SYSNET as having type “message.” Hold stations are those whose
names begin with $.PH, as discussed under “Controlling Transaction Flow”’ on
page 33.

If you define transaction-processing program stations or hold stations in
$.SYSNET, do it before you start the program dispatcher. The program dispatcher
determines whether or not these stations are defined in $.SYSNET when it is
started, not when it needs to use the stations.

Starting the Program Dispatcher

You start the program dispatcher by starting the station that represents it, $.PD.
When the program dispatcher is started, it loads the high-speed loader into the
system storage pool and reads and processes its data set, $.SYSPD. The data set
can contain commands, path table definitions, transaction table definitions, and
transactions.

In the first part of $.SYSPD, you can place any commands you want to be executed
when the program dispatcher is started—for example, commands to start the
stations that represent physical connections between cells. The program dispatcher
sends the commands to the command processor.

The program dispatcher builds its path table from the definitions in the second part
of the data set. It issues a start command for each path station and sets a link for
it, if one is required. If the path station represents an SNA logical unit or an
emulated or real 3277 terminal, messages it sends are undeliverable unless it has a
direct link. The program dispatcher links these types of path stations to its own
station, $.PD.

The program dispatcher builds its transaction table from the definitions in the third
part of the data set. It determines the location and size of each
transaction-processing program and, if you so specified, prefinds the program’s
data sets and overlays.

In the fourth part of the data set, you can place any transactions that you want
issued when the program dispatcher is started.
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Shutting Down the Program Dispatcher

You can shut down the program dispatcher and the programs it manages by halting
station $.PD. The program dispatcher tells each of the programs defined in its
transaction table to halt, frees the storage occupied by the high-speed loader,
deletes its own station block, and terminates execution.

If you stop station $.PD, the same actions occur except that the program dispatcher
doesn’t tell the programs it manages to stop.

Communications Facility Transaction-Processing Programs

System Transaction

Transaction-processing programs provide some of the services available with the
Communications Facility. Those programs run under control of the program
dispatcher.

The system transaction (SYST) performs a variety of functions, which are
summarized in Figure 13. The program dispatcher uses some of these transactions
to process PD commands. You can use any of them.

Transaction Activity

SYST CP Send a command to a cell

SYST HL. Load a program

SYST ID Check whether a cell is active

SYST MS Send a message to an EDX terminal
SYST RC Set retry counts for program load
SYST RH Release a held transaction or path
SYST SP Start a remote disk

SYST ST Check whether a station exists

SYST TI Set the system time and date in a cell
SYST TR Start or stop a trace of transactions
SYST WH Check whether a program is loaded
SYST UP Set user program ($.UPxxxx) load mode

Figure 13. Summary of SYST Transactions

The program dispatcher itself ($.PD), rather than a separate program, processes
the SYST transactions. The Operator’s Guide gives the syntax and an example of
each SYST transaction.
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Transaction Scheduler

The scheduler transaction (SCHD) schedules transactions for later processing.
You can schedule a transaction to be processed once or repeatedly, at a specific
time of day or at a specific time interval.

The program $.PDSCHD provides transaction scheduling. The Operator’s Guide
gives the syntax and an example of the SCHD transaction.

Remote Management Functions

Remote IPL

The Communications Facility includes a set of functions that help you manage
remote Series/1s in your configuration. You can allocate and delete data sets, send
and receive data sets, execute programs, dump storage to disk, and use a local
terminal as if it were connected to a remote Series/1.

These functions are provided by a pair of programs that exchange transactions.
The program that runs in the remote Series/1 is $.RMU (remote management
utility). The program that runs in the system from which the functions are
requested can be either $. HMU (host management utility) or Communications
Facility/Host.

$.HMU runs on a Series/1. It can communicate with $.RMU in another Series/1
over any of the connections the Communications Facility supports—BSC
multipoint, BSC point-to-point, L.ocal Communications Controller, and HDLC.
$.HMU and $.RMU are provided as part of the Communications Facility. They
are described in the Operator’s Guide.

Communications Facility/Host runs in a System/370, a 30xx, or a 4300. It can
communicate with $.RMU only over a BSC multipoint line or an SDLC line (an
SNA connection). Communications Facility/Host is a licensed program
(5668-979). It is described in Communications Facility/Host: General Information
Manual.

The path between the remote Series/1 and either type of host system can be used
by application programs while remote management functions are going on.

The IPL transaction IPLs an EDX supervisor at a remote Series/1. The
connection between the Series/1 where the IPL transaction is processed and the
Series/ 1 to be IPLed can be BSC multipoint, BSC point-to-point, or Local
Communications Controller. It cannot be an HDLC line.

There are two restrictions:
o When the connection is a BSC line, the attachment at the Series/1 to be IPLed
must be a BSC single-line control (feature number 2074 or 2075) or a

multifunction attachment (feature number 1310).

»  When the connection is a BSC multipoint line, the Series/1 to be IPLed must
be the tributary.
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There are several types of remote IPL.. One type sends a bootstrap and then a

nucleus to the Series/1 to be IPLed. The nucleus (the EDX supervisor) must

contain support for the Communications Facility language extensions. Two @
restrictions apply to this type of remote IPL:

« The segment of the nucleus that resides in partition 1 must not exceed X‘FE0Q’
in size. Use the EDX utility, $DISKUT?2, to determine the size of the nucleus.

e When the connection is a BSC point-to-point line, you must not send any
messages (including broadcast transactions) to the remote Series/1 before
doing the IPL, unless there is already an operating IOCP ($.I00A10) to
receive the messages.

The other types of remote IPL send just a bootstrap to the Series/1 to be IPLed.
The bootstrap causes the Series/1 to be IPLed from one of these devices:

e 4950 disk at address X‘03’

« 4956 IDSK disk at address X‘60’

e 4962 disk at address X‘03’

« 4963 disk at address X‘48’

¢ 4964 diskette at address X‘02’

o« 4965 diskette at address X‘45’

+ 4966 diskette at address X‘22’

e 4967 disk at address X‘CO’

e 5170-495 disk at address X‘03’

« DDSK-30 and DDSK-60 disk at address X‘44’.

There are two ways of initiating a remote IPL. One is to issue an IPL transaction \/{ \\
at a Series/1 where the program dispatcher is running. The other (called a
hardware IPL request) is to press the load button at the Series/1 to be IPLed.

A hardware IPL request can be used only at a Series/1 with a Local
Communications Controller attachment that is strapped as the IPL device. The
hardware IPL request is transmitted to all other Series/1s on the Local
Communications Controller ring. The Series/ 1 that is enabled to respond to the
IPL request issues an IPL transaction (any of the types described earlier) that
causes the Series/1 where the load button was pressed to be IPLed.

A Series/ 1 is enabled to respond to a hardware IPL request when all these
conditions hold:

« The Communications Facility, the IOCP that manages the Local
Communications Controller ($.I00ABO0), and the program dispatcher are all

active.

» The station representing the Series/1 where the load button was pressed is
active.

« The program dispatcher transaction table contains an entry for transaction
identifier IPL.

o The IPL transaction data set ($.SYSLCC) contains an entry for the Series/ 1

that requested the IPL. ()
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Remote Disk Support

Each entry in data set $.SYSLCC contains the name of a station that represents a
remote Series/1 and the IPL transaction used to IPL that Series/1. When you
create $.SYSLCC data sets, be careful to enable one and only one Series/1 to IPL
each Series/1 that will issue hardware IPL requests. If there is none, the hardware
IPL request is ignored. If there is more than one, the results are unpredictable.

The program $.PDIPL provides remote IPL. The Operator’s Guide gives the syntax
and an example of the IPL transaction. In this book, the chapter “Communications
Facility Data Sets” on page 179 explains how to create $.SYSLCC, and the
chapter “Sample Configurations” on page 269 contains an example of a
$.SYSLCC data set.

Remote disk support allows programs to access disk volumes attached to remote
Series/ 1s just as if they were attached to the local Series/1. The volumes must be
performance volumes. No special programming is required to use remote disk. The
EDX I/0 instructions to access remote disks are the same as those used to access
local disks. Two programs, CSPDIO and $.PD<IO>, provide remote disk support.

CSPDIO is a module included in the EDX supervisor for Series/ 1s that access
remote disks. CSPDIO must be placed between CSXSYS and $EDXDEFO in the
static section of the supervisor. You must define remote disk volumes and the
communication path used to access them to the EDX supervisor, as explained in
the chapter “Installing the Communications Facility” on page 251. CSPDIO
intercepts any I/O request to a remote disk, builds a transaction, and sends it to the
Series/1 where the disk is located.

$.PD<IO> is a transaction-processing program that runs in Series/1s where
remote disks are located. It receives the transactions that CSPDIO issues, performs
the requested I/0, and sends back a transaction that contains the result. CSPDIO
passes the result to the program that issued the 1/0 request, just as EDX disk I/O
support does.

The connection between the Series/ 1 that accesses remote disks and the Series/1
where the disks are located can be BSC multipoint, BSC point-to-point, or Local
Communications Controller. It cannot be an HDLC line.

You can’t access remote disks until the program dispatcher is running in the
Series/ 1s where the disks are located. Neither the Communications Facility nor
the program dispatcher has to be running in Series/1s that access remote disks.
CSPDIO uses two different ways of sending disk I/0 transactions, depending on
whether or not the program dispatcher is running. When the program dispatcher
isn’t running, CSPDIO sends transactions over the path you define to the EDX
supervisor.

There are three restrictions:

« You can define only one path to remote disks.

« When the path is a BSC multipoint line, the Series/1 that accesses remote disks
must be the tributary.
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e The BSC line or the Local Communications Controller connection can be used
only by CSPDIO. You can start the IOCP that manages the line, but it can’t
access the line.

These restrictions are removed when you start the program dispatcher and issue a
SYST SP (start remote disk) transaction. You can include the SYST SP transaction
in the program dispatcher’s data set ($.SYSPD). The transaction causes CSPDIO
to release control of the BSC line or Local Communications Controlier connection
and to send disk I/O transactions to the program dispatcher. Thereafter, access to
remote disks is by the paths defined in the program dispatcher’s path table.

Remote disk support provides no protection against concurrent update of a data
set. You should use it only to retrieve data sets or to create or update data sets that
are used exclusively by one program. If you have an application that requires
shared data sets, you should write it so that programs send their disk I/O requests
to a single program that performs the requested 1/0.

Work Session Controller

The work session controller ($.WSC) provides a high-level terminal access method

that you can use to write interactive application programs that communicate with

EDX terminals. The work session controller supports communication with 4978,

4979, 4980, and 3101 terminals and with 4973, 4974, 4975, 5219, 5224, 5225,

and 5262 printers. The terminals and printers must be defined to EDX; they need

not be defined as Communications Facility stations. An application program can

communicate with multiple terminals, which can be attached to any Series/1 in the

network. A

L

i

The work session controller provides many terminal I/O and control services. It
provides several techniques for transferring control from one program to another,
which makes it easy to segment an application into muitiple small programs. It
enables programs to retrieve screen images from disk, save data associated with a
particular terminal on disk, and retrieve saved data. '

An application program gets services from the work session controller by
exchanging transactions with it. The program sends a WSC transaction that
requests a particular service for a particular terminal. The work session controller
receives the WSC transaction, performs the requested service, and sends an
acknowledgment transaction. The acknowledgment transaction shows which
service was performed for which terminal, and may (depending on the service)
contain data or a return code. The program that issues a WSC transaction specifies
where the acknowledgment is to be sent—it can be routed back to the same
program or to some other transaction-processing program.

The Programmer’s Guide shows the format of all the WSC transactions and
explains how to use them.
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Utility Programs

The Communications Facility includes several utility programs. Some are used to
install and maintain a Communications Facility system. Others are aids for
application development.

$.CFMENU, Sample Program

$.CFMENU is a sample application program that serves two purposes. You can
run the program to verify that you have installed the Communications Facility
correctly, as explained in the chapter “Installing the Communications Facility”” on
page 251. $.CFMENU communicates with operators at Communications Facility
terminals and illustrates many of the programming techniques that you may use in
your application programs. The Programmer’s Guide contains a discussion and
listing of the program.

$.CONFIG, Configuration Processor
You may use $.CONFIG to define stations in $.SYSNET (the network
configuration data set), to modify and display existing station definitions, and to

maintain $.SYSMSG (the log message data set). $.CONFIG is described in the
Operator’s Guide.

$.DSFORM, Emulated PC Disk Management Utility

You use $.DSFORM to create, delete, or rename data sets used as emulated
Personal Computer (PC) disks. $.DSFORM is described in the Operator’s Guide.

$.DSINIT, Disk-Queue Data Set Initialization
You use $.DSINIT to initialize data sets that are to be used as disk queues.

$.DSINIT is described in the Operator’s Guide and in this book, in the chapter
“Creating Disk-Queue Data Sets” on page 207.

$.PANEL, Panel Design Aid
You use $.PANEL to create panels that your application programs display. A
panel is a screen image for a Communications Facility terminal, either a 3277 or a

4978, 4980, 3101, or 7485 being managed as if it were a 3277. The Programmer’s
Guide describes $.PANEL.

$.PNLUT1, Panel Utility

You use $.PNLUT1 to print the descriptions of panels created by $.PANEL. The
Programmer’s Guide describes $.PNLUT1.
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$.PDBSTS, Volume Protection

$.PDBSTS allows you to gain exclusive control of a disk-volume directory in a @
remote Series/1 before executing a program that would update that directory. You

might use it, for example, before running EDX utility $DISKUT1 to allocate a data

set on a remote disk volume. $.PDBSTS is described in the Operator’s Guide.

$.SETSTG, Set $.CFD Storage Size

$.UT1, Diagnostic Aid

You use $.SETSTG to alter the size of the message buffer pool and the file control
block pool for $.CFD, the disk-queuing version of the Communications Facility
control program, $.SETSTG is described in the Operator’s Guide.

You use the EDX utility $DISKUT?2 to alter the size of the message buffer pool for
$.CFS, the storage-queuing version of the control program.

You can use $.UT1 to diagnose Communications Facility problems and to test your
application programs. You can use it to manage stations, send and receive
messages, display the system storage pool and message buffer pool, and get the
addresses of various system control blocks. $.UT1 is described in the Operator’s
Guide.

$.UT2, Message Queue Management AN

You can use $.UT2 to obtain a report of messages in a disk queue or to purge
messages from a disk or storage queue. When you purge messages, you can also
get a report of them, and you can send each message on to the destination you
specify. You can use most $.UT2 functions with any station’s message queue. A
few can be used only with the undeliverable message queue, $. WASTE. $.UT2 is
described in the Operator’s Guide.

$.WSCUT1, Image Library Management

Screen images displayed by the work session controller are stored in data set
$.WSCIMG. You use the EDX utility SIMAGE to create screen images. You use
$.WSCUT1 to convert the images to the format required by the work session
controller and to store them in $. WSCIMG. You can also use $.WSCUT1 to
display stored images. $.WSCUT'1 is described in the Programmer’s Guide.

$.WSMENU, Work Session Controller Sample Program

You can use $.WSMENU to start communication between an EDX terminal and
work session controller application programs. $.WSMENU is described in the
Programmer’s Guide.
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User-Written Programs

C

You may want to supplement the Communications Facility’s functions by adding
your own programs to:

o Process undeliverable messages

e Process system log messages

« Intercept messages sent by IOCPs

« Provide support for devices

+ Provide new commands

+ Communicate with operators at terminals.

Language and Assembler Considerations

Regardless of what function a program provides, you can code it in EDL or in
assembler language, using the language extension instructions to obtain
Communications Facility services. The instructions are provided in two forms—as
overlays for the EDL compiler (SEDXASM) and as macros for the Series/1 macro
assembler ($S1ASM).

Coding Interactive Programs

There are two ways of writing programs to communicate with terminal operators:

Y « Exchanging 3270 data streams with an IOCP that manages Communications
' i Facility terminals.
+ Exchanging WSC transactions with the work session controller, which manages
EDX terminals.

You can write almost any interactive program either way. Here are some factors
that you need to consider when you decide which method to use. We’ll refer to the
first method as 3270DS and the second as WSC.

In support of 3270DS, the Communications Facility provides utility program
$.PANEL for building screen images and language extension instructions for
building 3270 data streams and extracting information from them.

It’s important to consider the type of terminal you’ll be communicating with. Only
3270DS allows communication with 3277 and 7485 terminals, and only WSC
allows communication with 4979 terminals. Both methods support printers, 4978s,
4980s, and 3101s. WSC supports 3101s in both character and block mode;
3270DS supports them only in character mode.

The processor storage required for EDX control blocks, station blocks, and
programs may be a consideration. If you’re using 3101 terminals with WSC, you
have to define them to EDX; if you’re using them with 3270DS, you don’t.

The work session controller creates station blocks for the terminals it manages.
These station blocks are larger than those for terminals managed by IOCPs. (The
. sizes of all types of station blocks are given in the chapter ‘Planning Storage
w Requirements” on page 213.)
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The size of the work session controller is approximately 12K, and the size of the
program dispatcher (which is required for WSC) is approximately 11K. The
various IOCPs that manage terminals range in size from 10K to 25K. (See the
chapter “Planning Storage Requirements” on page 213 for exact sizes.) You can
use the program dispatcher with 3270DS, but you don’t have to; if you have a
multinode configuration, you probably will.

If your application includes communication with a host system, and if the host
system requires 3270 data streams, you may find it easier to communicate with
terminals the same way.

Managing a Multinode Configuration

If your configuration consists of more than one node, you may want to designate
one of the nodes as a central site from which you manage the operation of the
other nodes. Although the Communications Facility is a peer-to-peer system, it
does provide many facilities that you can use for centralized management. This
section summarizes those facilities; most of them have already been discussed in
this chapter.

You can IPL a remote node, sending either a bootstrap or a bootstrap and a
nucleus. You can set up a node so that the Communications Facility is started
automatically at IPL, and so that startup commands (commands to set the log
device, start stations, etc.) are issued automatically. The chapter “Operating the
Communications Facility” in the Operator’s Guide explains how to set up a node
this way.

The remote management utility programs ($.HMU and $.RMU) allow you to
allocate and delete data sets, send and receive data sets, execute programs, dump

storage to disk, and use a local terminal as if it were connected to a remote
Series/1.

The program dispatcher allows you to send commands to a remote node. The
operator at the central site can issue commands to start and stop stations in remote
nodes.

Although the Communications Facility doesn’t provide a central system log, it’s not
difficult to write a program that receives log messages at remote nodes and sends
them to the central site. The Programmer’s Guide explains how to code such a
program.

Remote disk support allows programs running in remote nodes to access disks at
the central node. The remote nodes can be diskless systems. It is recommended,
but not required, that each node have a diskette drive.

You can use the remote command and transaction scheduling functions of the
program dispatcher to shut down nodes (including the central node) when no
operator is present. The chapter “Operating the Communications Facility” in the
Operator’s Guide explains how to do this.
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Defining Stations

For each node in your Communications Facility system, you must define all the
local stations (stations in that node) and remote stations (stations in other nodes)
to which local stations will send messages. When you define a station, the
information is recorded in $.SYSNET, the network configuration data set. There is
one $.SYSNET data set for each node.

A Communications Facility configuration is dynamic; you can add new station
definitions and change existing ones at any time.

To define stations, you can use either the utility program $.CONFIG or the CP
DEF command, which are described in the Operator’s Guide. This chapter
describes the various types of stations and the information you specify to define
them. The chapter “Sample Configurations” on page 269 shows the station
definitions for several Communications Facility configurations.

Station Types

| The following sections describe the various types of stations supported by the
| Communications Facility.

Line Station

A line station represents a Series/1 communication link. The link may be a Local
Communications Controller ring, a Series/1-PC Connect Attachment, a channel
attachment to a host computer, a binary synchronous communication (BSC) line,
or an HDLC line. A BSC line may connect to a 3270 system, a host computer that
views the Series/1 as if it were a 3270 system, another Series/1, or some system
that uses point-to-point protocol.

IOCPs manage communication over lines. A line station block contains or points
to its associated task control block. The TCB is used with reentrant code in the
I0CP.

Circuit Station

A circuit station represents an X.25 virtual circuit (channel)—either permanent or
switched. Circuit stations are used for sending and receiving messages over HDLC
lines to another Series/1 or through an X.25 network.
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When you define a circuit station, you specify the name of its associated line
station. The line station task, which is part of an IOCP, manages communication
with the circuit station.

SNA Physical Unit (PU) and Logical Unit (LU) Stations

Node Station

SNA stations are used for communication with a host computer over a synchronous
data link control (SDLC) line. The host computer views the Series/1 as if it were a
3274-SDLC control unit with attached display stations and printers.

An SNA LU station represents an emulated display station or printer. When you
define an SNA LU station, you specify the name of an SNA PU station, which is
used to hold information common to all its SNA LU stations. You can define up to
four PU stations in a node. EDX Secondary SNA1 allows you to define only one
PU station in a node. EDX Secondary SNA2 allows you to define up to four PU
stations in a node.

An IOCP manages communication with SNA stations. An SNA LU staticn block
contains or points to a task control block that is associated with reentrant code in
the IOCP.

A node station represents a remote node accessible from a Local Communications
Controller ring, a Series/1-PC Connect Attachment, a BSC point-to-point line, or
an HDLC line. The local and remote nodes may be connected to each other, or

there may be intermediate nodes or an X.25 packet-switching network between
them.

When you define a remote node that is connected to the same Local
Communications Controller ring as the local node, you specify the name of the
Local Communications Controller line station. The line station task, which is part
of an IOCP, manages the node station. The node station is used to hold messages
being sent to the remote node, and should be defined with subtype CF or CM.

When you define a remote node that is connected to the same Series/1-PC
Connect Attachment as the local node, you specify the name of the Series/1-PC
Connect Attachment line station, and the name of the associated volume station, if
needed. The PCC line station task, which is part of the IOCP, manages the node
station. The name of the volume station is used to route messages to the PC
Connect disk-server IOCP, $.101CC8. The node station is used to hold messages
being sent to the gateway PC and should be defined with subtype PC.

When you define a remote node that is accessible in some other way, you do not
specify the name of any associated station. Instead, you must link the node station
to the station that represents the path to the remote node, as explained in section
“Linking Stations” on page 65. The station you link to receives the messages
being sent to the remote node.

46 Communications Facility Design and Installation Guide

=



,\

.

m Device Station

Volume Station

O User Station

Message Station

TNL SN23-8600 (27 March 1987) to SL23-0104-2

A device station represents a device attached to a Series/1. The device can be an
IBM:

4978 terminal

4980 terminal

3101 terminal

3161 or 3163 in 3101 emulation mode
7485 terminal

Personal Computer emulating a 3101
Series/1 printer.

IOCPs manage communication with device stations. A device station block
contains or points to its associated task control block. The TCB is used with
reentrant code in the IOCP.

A volume station represents an EDX volume that contains data sets representing
emulated PC disks. An IOCP, $.101CC8, manages communication with volume
stations. Each volume station has a task control block that is associated with a
reentrant task in the IOCP.

A user station represents a program. It may represent a user application program
or a Communications Facility program, such as an IOCP or the program
dispatcher.

Not every program that uses Communications Facility functions needs a station. A
station is required if any of these conditions holds:

e Messages are sent to the program.
o The program requests acknowledgment of the messages it sends.
e You want to use a CP command to stop the program.

A message station is just a station block with a message queue; it doesn’t
necessarily represent anything. The station that receives undeliverable messages,
$.WASTE, may be a message station. The program dispatcher creates message
stations for transaction-processing programs. Your application programs can
create message stations to be used however you want.

Message stations can serve the same purpose as user stations by supplying a station
block and a message queue for a program. The difference between the message
station and the user station is what happens when they are started. Starting a user
station causes the program with the same name as the station to be loaded.
Starting a message station doesn’t cause a program to be loaded.
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Terminal Station

A terminal station represents either a real 3270 terminal connected to a Series/1
with a BSC line, or an emulated 3270 terminal. Emulated 3270 terminals are just
station blocks with message queues that are used for communication with a host
computer over a BSC line or a channel.

When you define a terminal station, you specify the name of its associated line
station. The line station task, which is part of an IOCP, manages communication
with the terminal station.

Remote (Vector) Station

Alias Station

System Station

| Other Stations

A remote station represents a station in another node. “Remote” is not a station
type in the sense of other station types described in this section. A station is
identified as remote by its network address, not by its type. You can specify
whatever type you want when you define a remote station.

When a station is started and its network address shows that it is a remote station,
a vector station block is created. A vector station block contains only the station’s
name, network address, link, and status. Any other information in the station
definition is ignored.

An alias station defines an alias name for another station. You can, for example,
define XYZ as an alias for station ABC. Each time you refer to XYZ, you are
actually referring to station ABC.

There is only one system station. Its name is $.DISP. It is used by various
Communications Facility tasks.

You don’t define the system station. The $.DISP station block is created when you
IPL an EDX supervisor that supports the Communications Facility.

There are additional types of stations supported by the Manufacturing Automation
Protocol Application Server (program number 5719-XT1): a link-level service
access point (LSAP) station and a line station that represents a link to a network
interface unit (NIU).
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w Identifying Nodes

You identify a node by a 2-digit hexadecimal value called a node assignment.

If you have a single-node configuration or a multinode configuration where the
only connections between nodes are BSC multipoint lmes, the node assignment can
be any value from X‘00’ to X‘FF".

If you have a multinode configuration where the coimection between nodes is a
Local Communications Controller ring, a BSC point-to-point line, or an HDLC
line, each node must have a unique node assignment in the range X‘01’ to X‘FF’.

The program dispatcher creates station blocks for stations that are not defined in
$.SYSNET. Other programs, including those you write, may also do this. The
network address of these stations is the address of the station block in SSPOOL.
To avoid having duplicate network addresses, do not use node assignments that fall
within the range of SSPOOL addresses. For example, if you have a 6000-byte
S$POOL that extends from address X‘057E’ through X‘1CEE’, do not use X‘05’
through X‘1C’ as node assignments.

-
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If your configuration includes Communications Manager or gateway PC nodes,
there are special requirements for identifying nodes to both systems. The
Communications Manager and the PC Connect use a 2-character alphabetic name
to identify nodes instead of a hexadecimal node assignment. Specify a repeated
letter (for example, AA) as the Communications Manager or the gateway PC node
name. Specify the hexadecimal representation of the letter as the Communications
Facility node assignment—for example, X‘C1°.

Identifying Stations

A station has two identifiers—a name and a network address.

The station name consists of 1 to 8 alphanumeric characters. If your configuration
includes Communications Manager or gateway PC nodes, stations that will send
messages to or receive messages from the Communications Manager or the PC
Connect must have names no longer than four characters. If your configuration
includes a volume station, the volume station name must be no longer than six
characters and must be the same as the EDX volume that it represents. If your
configuration includes an HDLC line, the line station name must be no longer than
six characters and must match the name of the line you defined to XHCS. Each
station in a node must have a unique name. Stations are referred to by their names
in commands, utility programs, and language extension instructions.

The network address consists of four hexadecimal digits. The leftmost two digits are
the node assignment of the node in which the station exists. The rightmost two
digits, called the station address, identify the station within the node. Each station
in a node must have a unique station address. The required value, which varies
according to the station type, is explained in the later sections of this chapter. The
message dispatcher and other parts of the Communications Facility refer to stations
by their network addresses.

Configuration Worksheets

This chapter includes five configuration worksheets that you can use to record the
information that you will specify when you define stations.

Figure 14 on page 51 is a worksheet for user, message, alias, and volume stations.
Figure 15 on page 52 is a worksheet for device stations.

Figure 16 on page 53 is a worksheet for line, terminal, and node stations.

Figure 17 on page 54 is a worksheet for SNA stations.

Figure 18 on page 55 is a worksheet for circuit stations.

At the top of each configuration worksheet, fill in a description of the Series/1 (for
your own documentation) and its node assignment.
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For each station, fill in its description (for your own documentation) and its station
name. The rest of the information, which varies according to station type, is f
explained in the following sections. .

The bottom of each worksheet includes space to record the amount of SSPOOL
storage that will be required for station blocks. Fill in the number of stations you
defined and the total storage requirement. You can use this information when you
determine the amount of processor storage your Communications Facility system
will require, as explained in the chapter ‘“Planning Storage Requirements” on

page 213.

If you use the disk-queuing version of the control program, you also need the
disk-queue data set worksheet, which is in the chapter “Creating Disk-Queue Data
Sets” on page 207. That worksheet includes information that you will specify
when you define a station that has a disk queue.

The disk-queue information you supply when you define a station is the name and
volume of the station’s disk-queue data set and whether or not disk queuing is to be
active when the station is started. If you use $.CONFIG to define stations, the
default volume is the one where $.CONFIG resides. If you use CP DEF, the
default volume is the one where the Communications Facility control program
resides.

Specifying Station Definitions

This section explains how to fill in the station definition worksheets for each station (1:)
type. It shows the headings on the worksheet and explains what to enter under

each heading. Having completed the worksheets, you can use them as input when

you use the $.CONFIG, CP DEF, or CP F command to define your stations.
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User/Message/Alias/Volume Configuration Worksheet

System:
Node Assignment:
Description Name NA Type Alias'
Specify only for alias station
S$POOL Storage
User/Msg Stations X 88 = bytes
——Alias Stations x 40 = bytes
——Remote Stations X32= bytes
Volume Stations X 104 = bytes

Figure 14. User/Message/Alias/Volume Configuration Worksheet

C
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System:

Device Configuration Worksheet

Node Assignment:

Description

Name

NA

Type

Device Type

Buffer
Size

PDS!

Polling
CUDA

Selection
CUDAY/
HDCPY?

Bit Rate*

Auto
Ans*

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

DEVICE

R

Specify only for printer device station
Specify only for printer or 4978 device station
Specify only for 3101 or 3101F device station
Specify only for 3101F device station

For 7485s, bit rate must be 9600 and AUTO ANS=NO.

Figure 15. Device Configuration Worksheet

S$POOL Storage

—— 3101F Devices
4978 /Printer Devices
— 3101 Devices

Remote Stations

X 160 =
X 264 =
x 304 =
X32=

bytes
bytes
bytes
bytes
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Line/Terminal/ Node Configuration Worksheet

System:
Node Assignment:
Line Definitions
Description Name NA Type Line Type |Buffer Size |Device Packet Size* | Window*
Address'
LINE
LINE
LINE
Terminal and Node Definitions
Description Name NA Type Term/ |Ring Line Name Volume Polling | Select
Node Address® Name*® CUDA?/ |CUDA?
Type Port#*
! Specify only for Local Communications Controller or
Series/1-PC Connect Attachment line stations
2 Specify only for Local Communications Controller node station
3 Specify only for 3271, 3277, or 3286 terminal station
* Specify only for port terminal station
* Specify only for DCE or DTE line station
¢ Specify only for PC node station
S$POOL Storage
__ _HDLC Lines x112= bytes
Other Lines X 264 = bytes
Terminals/Nodes X 88 = bytes
Remote Stations X 32= bytes

Figure 16. Line/Terminal/Node Configuration Worksheet
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SNA Configuration Worksheet

System:

Node Assignment:

PU Definition
Description Name NA Type |Buffer Size [PU |Host Application Host Mode
#

PU #1:

#2:

#3:

LU Definitions
Description Name NA Type Term PU Name Local Logon ID User Data
Type Address
LU
LY
LU
LU
LU
LU
LU
LU
LU
LU
LU
LU
LU
' Valid only for EDX Secondary SNA2
S$POOL Storage
1 Physical Unit X 128 = 128 bytes
Logical Units X 280 = bytes
Remote Stations xX32= bytes

Figure 17. SNA Configuration Worksheet
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Circuit Configuration Worksheet

System:
Node Assignment:
PVC Circuit Definition
Description Name NA Type Circuit Type Line Usage LCI
CIRC PVC
CIRC PVC
CIRC PVC
CIRC PVC
CIRC PVC
SVC Circuit Definition
Description Name NA Type Circuit Type Usage Contact |CallID Packet Size Window Protocol ID! Facilities User Data?
CIRC SvC
CIRC SvC
CIRC SvC
CIRC SvC
CIRC SvC
CIRC SvC
CIRC SvC
CIRC SVC
CIRC SvVC
CIRC SvC
' Specify only for contact type INIT or WAIT
*  Specify only for contact type INIT
S$SPOOL Storage
Circuits X128 = bytes
Figure 18. Circuit Configuration Worksheet
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Defining Line Stations

NA

is the 4-digit hexadecimal network address. The leftmost two digits are the node
assignment. For a Local Communications Controller or Series/1-PC Connect
Attachment line station, the rightmost two digits may be any value from 01 to
FE that is unique within the node. For other types of line stations, the rightmost
two digits must be the device address pinned on the attachment card that
controls the device. It can’t be 00; for a device with hardware address 00,
specify FF.

Type

is LINE.

Line Type

is one of the following:

PTPT, to define a BSC point-to-point line that connects the Series/1 to some
other system.

CPU, to define a BSC point-to-point line that connects two Series/1s.

3271C, to define a BSC multipoint line that connects the Series/1 to a 3270
system (or to a Series/1 that emulates a 3270 system).

3271E, to define a BSC multipoint line that connects a Series/1 that emulates a
3270 system to a host computer.

LCC, to define a Local Communications Controller ring.

PCC, to define a Series/1-PC Connect Attachment.

CA, to define a channel attachment.

DCE, to define an HDLC line where the Series/1 acts as data
circuit-terminating equipment. This type must match the XHCS definition for

the line.

DTE, to define an HDLC line where the Series/1 acts as data terminating
equipment. This type must match the XHCS definition for the line.

Buffer Size

is the size of the buffer required for the station, as explained in the chapter
“Planning Storage Requirements” on page 213. If you use $.CONFIG to define
stations, specify a decimal value. If you use CP DEF, specify a hexadecimal
value.

Device Address

is required only for a Local Communications Controller or a Series/1-PC
Connect Attachment line station. Specify the Local Communications Controller
or PC Connect device subchannel 0 address, as two hexadecimal digits. The
value must be from 00 to FC and a multiple of 4.
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Packet Size

is required only for DTE and DCE lines. Specify the size of the largest user data
area you intend to send on a data packet. The packet size must be one of the
standard X.25 sizes and must agree with the IMAX parameter on the lines
XHCS DDM. Packet size can be no larger than IMAX-4. If you are using an
X.25 packet-switching network, the size must equal the size you subscribed to
from the network. The line packet size is the default for all circuits on the line.

Window Size

is required only for DTE and DCE lines. The line window size is the default for
all the circuit stations on the line. If you are using an X.25 packet-switching
network, the window size must equal the size you subscribed to from the
network.

X.25 Network Address

Defining Circuit Stations

is valid only for DTE and DCE lines. If you are using an X.25 packet-switching
network that requires the calling address on the call request packet, use
$.CONFIG or the CP F ADDR command to specify the X.25 network address
in the line station definition.

NA

is the 4-digit hexadecimal network address. The leftmost two digits are the node
assignment. The rightmost two digits may be any value from 01 to FF that is
unique within the node.

i
0 Type

is CIRCUIT.

Circuit Type

is one of the following:
PVC, to define a permanent virtual circuit.

SVC, to define a switched virtual circuit. You may specify SVC only if the
associated line station type is DTE.

Line Name

is the name of the associated DCE or DTE line station. You must define the line
station before you can define the circuit stations.

Usage

is one of the following:

CF, if the circuit is used to route messages with their Communications Facility
headers between Series/ 1s.

STD, if the circuit is used just for passing data.

STD+, if the circuit is used for passing both data and X.25 control information.
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Packet Size
is the 1- to 4-digit decimal size of the maximum user data field required for a (
data packet. If the circuit is used to send messages through an X.25 network, @
the packet size must be the one subscribed to from the X.25 network. Specify
16, 32, 64, 128, 256, 512, or 1024.

You must use CP F PKTSIZ command to add the packet size to the circuit
definition. If you do not specify this parameter, the controlling line station’s
packet size is used.

Window Size
is the number of packets that can be sent before an acknowledgment is expected.
- Specify a decimal number from 1 to 127. You must use CP F WINDOW
command to add the window size to the circuit definition. If you do not specify
this parameter, the controlling line station’s window size is used.

The following parameter is for PVC circuits only.

LCI
is the logical channel identifier for a PVC circuit. Specify a decimal number
from 1 to 4095. This logical channel must be defined to XHCS for use as a
PVC. If you are using an X.25 packet-switching network, the channel must be
subscribed for use as a PVC.

The following parameters are for SVC circuits only.

Contact P
describes the action the IOCP is to take when the circuit station is started. W j
Specify one of the following:

WAIT, if the circuit is to wait for a call.

INIT, if the IOCP is to send a call request to initiate the call.

USERINIT, if the station linked to the circuit provides the call request control
message to initiate the call.

CallID
is the 2-digit ID of the X.25 network address to be called (INIT) or waited on a
call from (WAIT) when the station is started. The call ID and its associated
X.25 network address must be defined in the $.SYSX25 data set. You may
specify O to accept any call when the contact type is WAIT. You may also
specify 0 if the address has to be obtained from the other facilities.

Protocol ID
is an optional 8-digit hexadecimal protocol identifier. If specified, it is sent with
the call request packet when the contact type is INIT, or used to screen incoming
calls when the contact type is WAIT. Only incoming call packets with a
matching protocol ID are accepted. The first two bits of the protocol ID have
special significance to X.25 packet-switching networks.

Facilities
is one or more of the following facilities. (D
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CUG nn Closed user group. nn is the 2-digit decimal ID of the group.

BCUG nnnn  Bilateral closed user group. nnnn is the 4-digit decimal ID of the
group.

RPOA nnnn  This facility allows you to specify a particular RPOA transit
network through which the call is to be routed internationally,
when more than one RPOA transit network exists at an
international gateway. nnnn is the 4-digit decimal data network
identification code for the requested RPOA transit network.

FS Fast select. Fast select allows from 1 to 128 bytes of user data to
be carried on a call request, call accept, or call clear packet.

FSR Fast select restricted. This allows from 1 to 128 bytes of user
data to be carried on a call request or a call clear packet; call
accept is not allowed.

REV Reverse charging. The DTE accepting the call is charged for the
call instead of the DTE that places the call.

These are the facilities that the Communications Facility allows you to include in
your station definition. The IOCP sends them on the call request control
message for contact types INIT and USERINIT. Facilities are invalid for circuits
with usage of CF or STD.

You may choose only those facilities to which you have subscribed from your
X.25 network. If you subscribe to facilities other than the ones allowed in the
station definition, you can initiate the call (contact type USERINIT) and specify
additional facilities in the call request control message.

If you use CP DEF to define your circuit station, you don’t define facilities when
you define the circuit station. Instead, use the CP F FAC command after you
have defined the circuit station.

User Data

is an optional 1- to 12-character user data field to be sent with the call request
packet when the contact type is INIT.

If you use CP DEF to define your circuit station, you don’t define the user data
field when you define the circuit station. Instead, use the CP F USER command
after you have defined the circuit station.

Defining SNA PU Stations

NA

is the 4-digit hexadecimal network address. The leftmost two digits are the node
assignment. The rightmost two digits may be any value from 01 to FF that is
unique within the node.

Type

is PU.
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Buffer Size
| is the size of the buffer required for the LU stations associated with this PU ,
| station, as explained in the chapter “Planning Storage Requirements™ on @
| page 213. If you use $.CONFIG to define stations, specify a decimal value. If
you use CP DEF, specify a hexadecimal value.

PU Number
| is the number of the PU defined to the EDX Secondary SNA2 for this PU

| station. If $NETx is the PU definition associated with this PU station, x is the
| PU number.

Host Application and Host Mode
are the name and mode of an SNA application that users can select or to which
they can be automatically connected. (Users may also specify SNA applications
that are not defined in the PU station.) The name and mode are each one to
eight characters, and must be defined in the SNA host system. You can define
from zero to three SNA applications in the PU station.

If you use CP DEEF to define stations, you don’t specify SNA applications when
you define the PU station. Instead, use the CP F APPLn and CP F MODEn
commands after you have defined the station.

Note that:
e You can’t assign a disk queue to a PU station.

« If you use CP DEF to define stations, you must also specify the subtype of the

PU station. It is always 3274ES. /( \m\

Wy
Defining SNA LU Stations

NA
is the 4-digit hexadecimal network address. The leftmost two digits are the node
assignment. The rightmost two digits may be any value from 01 to FF that is
unique within the node.

Type
isLU.

Term Type
is the type of emulated terminal the LU represents. Specify 3277, 3278, 3279,
3286, 3287, or 3289.

PU Name

| is the name of the associated PU station. You must define the PU station before
you can define LU stations.

Local Address
is either a logical unit number from 1 to 32 defined in the EDX-SNA
configuration or 0. If you specify 0, EDX-SNA will assign the next available
logical unit number when the station is started.

O

60 Communications Facility Design and Installation Guide



Logon ID
0 is the identification of an SNA application. If you want the user of this station
/ to be automatically connected to one of the SNA applications defined in the PU
station, specify its number—1, 2, or 3. If you want the user to be prompted for
an SNA application, specify 0. If you want the host to initiate sessions with this
station, specify HOST.

User Data
is an optional 1- to 16-character user data field to be passed to the SNA
application when communication with it is established. Omit this field if you
supply a logon ID of 0 or HOST.

Defining Node Stations

NA
is the 4-digit hexadecimal network address. The leftmost two digits are the node
assignment. The rightmost two digits must be 00.

For a PC or CM node, the first two digits must be the hexadecimal
representation of the alphabetic characters that the PC Connect or the
Communications Manager uses to address this PC or CM node. For example, if
this node is known to the PC Connect or Communications Manager as BB, the
node address must be C200.

Type
is NODE.

")
C Node Type

is CF for a Communications Facility system; CM for a Communications
Manager system; and PC for a Personal Computer system.

Ring Address
is required only for Communications Facility or Communications Manager
nodes. The ring address is the 2-digit hexadecimal Local Communications
Controller ring address of the remote node. The address must have odd parity
and a value, without the parity bit, from 16 to 125. Specify this parameter only
if the remote node is connected to the same L.ocal Communications Controller
ring as the local node.

Line Name
is the name of the associated Local Communications Controller or Series/1-PC
Connect Attachment line station. Specify this parameter only if the remote node
is connected to the same Local Communications Controller ring or Series/1-PC
Connect Attachment as the local node. You must define the line station before
you can define the node stations.

Volume name
is required only for a PC node. It is the name of the associated volume station
vsed for disk-server request. Specify the parameter only if the remote node is
connected to the same Series/1-PC Connect Attachment as the local node. You
must define the volume station before you can define the associated node

0 station.
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Defining Device Stations

1//‘ h
A 3
is the 4-digit hexadecimal network address. The leftmost two digits are the node
assignment. The rightmost two digits must be the device address pinned on the

attachment card that controls the device. It can’t be 00; for a device with
hardware address 00, specify FF.

Type
is DEVICE.

Device Type
is one of the following:

4978, to define a 4978 or 4980 terminal.
PRINTER, to define a 4973, 4974, 4975, 5219, 5224, 5225, or 5262 printer.

3101F, to define a 3101 terminal, a 3161 or 3163 terminal, a 7485 terminal, or a
Personal Computer emulating a 3101 attached to a Series/1 through an
asynchronous adapter.

Buffer Size
is the size of the buffer required for the station, as explained in the chapter
‘“Planning Storage Requirements’ on page 213. If you use $.CONFIG to define
stations, specify a decimal value. If you use CP DEF, specify a hexadecimal
value. AN
PDS s

is required only for a printer device station. Specify Y or N to indicate whether
or not you want a member in partitioned data set $.SYSPRT allocated for the
station. The member is used to support the printer as a buffered device, as
explained in the description of $.100674 in the chapter “Using the Supplied
Input/Output Control Programs” on page 71.

Polling CUDA
is a 3270 polling address that the Communications Facility doesn’t use. You
may specify any 4-digit hexadecimal value except 0000. If you link this station
to an emulated terminal station for 3270 pass-through operations, you might
specify the same polling address for both of them, although this is not required.

Selection CUDA
is a 3270 selection address, specified only for printer and 4978 device stations,
that the Communications Facility doesn’t use. You may specify any 4-digit
hexadecimal value. If you link this station to an emulated terminal station for
3270 pass-through operations, you might specify the same selection address for
both of them, although this is not required.

HDCPY
is required only for a 3101 or 3101F device station. Specify the name of the
EDX terminal to be used as the hardcopy device—the device on which the
screen display is printed when an operator presses the PA6 key.

O
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Bit Rate
0 is required only for a 3101F device station. Specify the bit rate of the feature
programmable communications adapter (300, 600, 1200, 2400, 4800, or 9600)
or the multifunction attachment (1200, 2400, 4800, or 9600). You must specify
9600 for 7485s.

Auto Ans
is required only for a 3101F device station. If you use $.CONFIG to define
stations, specify YES or NO to indicate whether or not the modem attached to
the asynchronous adapter. supports auto answer. If you use CP DEF, specify
ON or OFF instead. You must specify NO or OFF for 7485s.

Defining Volume Stations

NA
is the 4-digit hexadecimal network address. The leftmost two digits are the node
assignment. The rightmost two digits may be any value from 01 to FF that is
unique within the node.

Type
is VOL.

The station name must be the same as the EDX volume name that it represents.

Defining User Stations

C
S NA

is the 4-digit hexadecimal network address. The leftmost two digits are the node
assignment. The rightmost two digits may be any value from 01 to FF that is
unique within the node.

Type
is USER.

The station name must be the same name as the program it represents.

Defining Message Stations

NA
is the 4-digit hexadecimal network address. The leftmost two digits are the node
assignment. The rightmost two digits may be any value from 01 to FF that is
unique within the node.

Type
is MSG.
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Defining Terminal Stations

NA
is the 4-digit hexadecimal network address. The leftmost two digits are the node
assignment. The rightmost two digits may be any value from 01 to FF that is
unique within the node.

Type
is TERM.

Term Type
is one of the following:

3271, to define a control unit associated with a 3271C or 3271E line station.
3277, to define a display station associated with a 3271C or 3271E line station.
3286, to define a printer associated with a 3271C or 3271E line station.

PORT, to define an emulated display station or printer associated with a CA line
station.

Line Name
is the name of the associated 3271C, 3271E, or CA line station. You must
define the line station before you can define the terminal stations.

Polling CUDA
is required only for 3271, 3277, and 3286 terminal stations. Specify the 3270
polling address, as described later in this chapter.

Select CUDA
is required only for 3271, 3277, and 3286 terminal stations. Specify the 3270
selection address, as described later in this chapter.

Port #

is required only for PORT terminal stations. Specify the port number, a decimal
value from O to 31.

Defining Remote Stations

You can assign a remote station any type you choose. Suppose, for example, you
are defining a station to represent a 4978 in a remote node. You can define it as a
device station, but it’s simpler to define it as a message station. The latter
definition provides all the information needed to build a remote station block.

The only requirement is that the network address of the remote station must be the

same as that of the corresponding real station in the remote node. The station
names need not be the same.
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Defining Alias Stations

Linking Stations

NA
is the 4-digit hexadecimal network address. The leftmost two digits are the node
assignment. The rightmost two digits may be any value from 01 to FF that is
unique within the node.

Type
is ALIAS.

Alias
is the 1- to 8-character name of the station for which this is an alias.

Note that you can’t assign a disk queue to an alias station.

Having defined your stations, you will need to define links for some of them.
Recall that there are two kinds of links. A direct link defines the default
destination of messages sent by a station. An alternate link defines a station to
which the program dispatcher sends undeliverable transactions or to which the
X.25 TIOCP sends X.25 control messages.

You can use the $.CONFIG LINK or CP LINK command to define both kinds of
links.

This section offers some general guidelines for defining direct links. You should
also study the chapter ‘“‘Sample Configurations” on page 269, which shows the
links required for various configurations.

Some stations must have a direct link, because otherwise the messages they send
are undeliverable.

A device station, an SNA LU station, and any terminal station except one that
represents a 3271 control unit require a direct link. To do 3270 pass-through, link
pairs of stations to each other. One station of each pair is a device or real 3270
terminal station; the other is an emulated 3270 terminal or SNA LU station.

If you write application programs that communicate with terminal users, link the
device or real 3270 terminal stations to the program (that is, to its user station). If
you write application programs that communicate with host systems, link the
emulated 3270 terminal or SNA LU stations to the program. Interactive
application programs are usually written to communicate with multiple users,
obtaining the origin of each message they receive and sending the response back to
that station. If your program communicates with only one station, you can also
define a link from the program to that station.

When you define an emulated terminal or SNA LU station, take care that the
station’s subtype is consistent with the type of station with which it will be linked:

o Link 3277 emulated terminal stations or 3277 LU stations with stations that

represent 4978s, 4980s, 3101s, 7485s, real 3277 displays, or programs that
process 3270 data streams.
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« Link 3286 emulated terminal stations or 3286 LU stations with stations that
represent 4973, 4974, 4975, 5219, 5224, 5225, or 5262.

» Link 3287 LU stations with stations that represent 3287 printers or Series/1
printers managed by $.100674 which includes LU-1 support.

» Link 3278 and 3279 LU stations with stations that represent the corresponding
real 3270 displays.

A circuit station with usage STD or STD+ requires a direct link. Link the station
to the station that is to receive data from the circuit. If usage is STD+, you can
also define an alternate link; the direct link will receive data messages from the
circuit; the alternate link will receive X.25 control messages.

A node station requires a direct link unless it represents a remote node that is
connected to the same Local Communications Controller ring or Series/1-PC
Connect Attachment as the local node. If the remote node is accessed through a
BSC point-to-point line, link the node station to the CPU line station (see sample
configuration 5). If the remote node is accessed through an HDLC line, link the
node station to a circuit station with usage CF (see sample configuration 11). If
the remote node is accessed through a Local Communications Controller ring or a
Series/ 1-PC Connect Attachment, but it is not physically connected to the local
node, link the node station to the node station that represents the intermediate
node (see example 11).

A PTPT line station (one that represents a point-to-point connection between a
Series/1 and some other system) requires a direct link. Link the station to the
program or device that is to receive data sent by the other system.

A volume station (one that represents emulated PC disks on a LAN) requires a
direct link. Link the volume station to the PC node station that represents the
gateway PC on the LAN which uses the emulated PC disks as LAN-shared disks.

Some stations don’t ever need a direct link, because they are never the origin of
messages. These stations are:

« Node station for remote nodes that are connected to the same Local
Communications Controller ring or Series/1-PC Connect Attachment as a
local node

» Circuit stations with usage CF

¢ Terminal stations that represent 3271 control units

« Line stations except PTPT

e« An SNA PU station

« Remote stations.

You can define direct links for such stations, but the definition will have no effect.

\
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Defining Modes of Operation

Some of the IOCPs support alternative modes of operation for the stations they
manage, as described in the chapter “Using the Supplied Input/Output Control
Programs” on page 71. When you define stations, you establish default modes of
operation. Having defined a station, you can use the CP F MODE command to
specify some other mode.

3270 Polling and Selection Addresses

The polling and selection addresses for a real or emulated 3270 terminal station
depend on the terminal’s control unit number and device number. Each control
unit has a number from 0 to 31. Each device (display station or printer) is attached
to a control unit and has a number from 0 to 31 that represents its position on the
control unit. For real 3270 terminals, these numbers are assigned when the
terminals are installed. For emulated 3270 terminals, the numbers are defined by
the host program with which the Series/1 communicates. If you use CP DEF to
define stations, you must specify the polling and selection addresses. If you use
$.CONFIG, you can instead specify the control unit number and device number,
and $.CONFIG will generate the appropriate polling and selection addresses.

Each address is a 4-digit hexadecimal value. The first two digits are referred to as
CU (control unit) and the last two as DA (device address). Use Figure 19 on
page 68 and the following rules to determine the polling and selection addresses
for a terminal station:

« The polling address for a control unit is the value from column 2 for the
corresponding control unit number followed by 7F.

+ The selection address for a control unit is 0000.

« The polling address for a device is the value from column 2 for the
corresponding control unit number followed by the value from column 2 for
the corresponding device number.

« The selection address for a device is the value from column 3 for the

corresponding control unit number, followed by the value from column 2 for
the corresponding device number.
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For example, the polling and selection addresses for control unit 5 and its devices

0, 1, and 2 are:
Station Polling Address Selection Address
Control Unit 5 C57F 0000
Device 0 on CUS C540 E540
Device 1 on CU5 C5C1 E5C1
Device 2 on CUS5 Cs5C2 E5C2

Remote IPL Note: The strapping for remote IPL on a BSC adapter card is also the
high-order bit of the polling address. With IPL enabled, polling addresses must

begin with ‘C’ or ‘D’ and selection addresses with ‘E’ or ‘F’.

Control Unit Polling CU Selection CU
or Polling DA

Device Number Selection DA

0 40 60

1 C1 61 (E1)!

2 C2 E2

3 C3 E3

4 C4 E4

5 Cs ES5

6 Cé E6

7 C7 E7

8 C8 E8

9 C9 E9

10 4A 6A

11 4B 6B

12 4C 6C

13 4D 6D N
14 4E 6E

15 4F 6F

Figure 19 (Part 1 of 2).

1 For 3270 emulation, the Series/1 communication hardware doesn’t honor selection
CU values 61 and FO. Use the values E1 and 70 instead in your station definitions and

3270 Polling and Selection Addresses

in host system definitions.
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Control Unit Polling CU Selection CU
or Polling DA

Device Number Selection DA

16 50 FO (70)!
17 D1 F1

18 D2 F2

19 D3 F3

20 D4 F4

21 D5 F5

22 D6 F6

23 D7 F1

24 D8 F8

25 D9 F9

26 5A TA

217 5B 7B

28 5C 7C

29 5D 7D

30 5E 7E

31 SF TF

Figure 19 (Part 2 of 2).

3270 Polling and Selection Addresses

Defining Stations
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Using the Supplied Input/Output Control Programs

This chapter explains the requirements and restrictions you need to take into
account if you’re going to use the IOCPs that are supplied as part of the
Communications Facility. For each IOCP, it explains hardware requirements;
EDX requirements; station definition requirements; and detailed information about
the particular IOCP.

The IOCPs that are described in this chapter are:

PC Connect IOCP, $.I00AA8

Series/ 1-to-Series/ 1 Local Communications Controller IOCP, $.I0O0AB0O
X.25 10CP, $.I00ABS8

3270 control IOCP, $.100ACO

Series/ 1-to-System/370 channel attachment IOCP, $.I00AD0
Series/ 1-to-host 3270 emulation IOCP, $.IO0AEQ

Series/ 1-to-Series/1 BSC IOCP, $.I00A10

Point-to-point BSC IOCP, $.I00A20

3101 terminal IOCP, $.I006F0

4978/4980 data stream IOCP, $.100670

Printer IOCP, $.100674

7485 terminal IOCP, $.100680

PC Connect disk-server IOCP, $.I01CC8

Series/ 1-to-host SNA IOCP, $.I014ES.

L] L] L] [} [ ] L] [ ] L] * L] L] L] L] L]

Buffer Requirements

Each IOCP has a buffer pool from which it obtains buffers to process messages for
the stations it manages. The sizes of the buffer pools, as distributed, may not be
suitable for your installation. The chapter ‘Planning Storage Requirements” on
page 213 explains how to determine the buffer size required for stations and the
buffer pool size required for each IOCP.

Modes of Operation

Some of the IOCPs supplied with the Communications Facility allow you to select
between different modes of operation.

Figure 20 on page 72 summarizes these modes of operation. It shows the types of

0 stations to which modes of operation apply, the IOCPs that support the modes, the
; default modes, and the alternatives.
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Default modes of operation are established when you define stations. You can use
the CP F MODE command to specify alternative modes for stations.

The following sections describe the various modes of operation. For more
information about how a particular IOCP supports a mode of operation, see the
description of that IOCP.

Station Type I0CP Default Mode Alternative Modes CP F MODE
Parameters
Terminal $.I00ACO Basic Record BAS, REC
Non-display Text NON-D, TEX
Terminal $.IO0AEQ Basic Record BAS, REC
Terminal $.I00ADO Basic Record BAS, REC
SNA LU $.I014E8 Basic Record BAS, REC
Unbind stop Unbind retry UBSTOP, UBRETRY
NETINIT wait No NETINIT wait WAIT, NOWAIT
No Personal Computer Personal Computer NOPC, PC
Circuit (INIT) $.JO0ABS Stop Retry STOP, RETRY
4978 device $.100670 Upper/lower Lower/upper UL, LU, UU
Upper/upper
Printer device $.100674 Basic —_ —_
Non-display Text NON-D, TEX
3270 data stream SNA character string 3270, SCS
Upper case Mixed case UC, MC
3101 $.I006F0 Basic —_ —_
or 7485 device $.100680 Non-display Text NON-D, TEX
—_ —_— BIT rate
Auto-answer off Auto-answer on AUT ON, AUT OFF
PTPT line $.100A20 Basic Record BAS, REC
Secondary Primary SEC, PRI
Nontransparent write Transparent write XOFF, XON
User $.100670 Non-remove Remove NON-R, REM
$.100674
$.100680
$.I006F0
$.I00ACO
$.I00ADO
$.I00AEO
User $.JO14E8 Remove Non-remove3 REM, NON-R
Figure 20. IOCP Modes of Operation

2 Terminal operator can use keyboard to select mode.

3 Must be specified after IOCP is started.
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Basic and Record Modes

The terms basic mode and record mode are used to describe data as well as modes
of operation. Basic mode data is data that contains device-dependent information,
such as BSC and 3270 control characters. Record mode data does not contain
device-dependent information.

When an IOCP receives record mode data to be transmitted out of the Series/1 (to
a terminal, a device, or a communication line), it appends the required
device-dependent information. It does so whether or not the station is in record
mode.

Data transmitted into the Series/1 is always basic mode data. When a terminal
station (real or emulated) or an SNA LU station is in record mode, the IOCP
removes the device-dependent information before sending the data on to the
station’s direct link. When a PTPT line station is in record mode, the IOCP
removes the first character (STX) and the last character (ETB or ETX) from the
data before sending it to its destination. When a PTPT line station is in record
mode and the data is transparent, the IOCP sends the data without modification to
its destination. The IOCP also issues a warning log message to report that it
received transparent data for a station in record mode. When a station is in basic
mode, the IOCP sends the data without modification. Note that record mode is not
supported for device stations.

Two 3270 terminals can communicate directly with each other (not through an
application program) only if they are in record mode. They can’t communicate
directly if they’re in basic mode because the device-dependent information in input
data is not the same as that required for output. A 3270 terminal in record mode
can also send messages to a device station, but the reverse is not true.

Basic and record modes of operation don’t apply to the Series/1-to-Series/1
IOCPs, ($.I00A10, $.I00ABO, and $.I00AB8), and they don’t apply to the PC
Connect IOCP, $.100AA8. These IOCPs don’t modify the content of messages
they transmit between Series/ 1s or between Series/1 and Personal Computers.
$.I00A10, $.I00AAS8, and $.I00ABO do append the required line protocol
characters to output messages and remove them from input messages.

Non-Display and Text Modes

Non-display and text modes apply to 3270 terminals, 3101 and 7485 devices, and
printers. For these stations, non-display means uppercase only, and text means
uppercase and lowercase. When such a station is in non-display mode, the IOCP
translates lowercase characters to uppercase in input from a 3270 terminal or a
7485 device, and in output to a printer or a 3101 or 7485 hardcopy device. When
the station is in text mode, the IOCP doesn’t translate data.

UBSTOP and UBRETRY Modes

An SNA logical unit (LU) station is in either UBSTOP or UBRETRY mode. These
modes affect what happens when the host sends an unbind request to terminate a
session that was established automatically. If the station is in UBSTOP mode, the
TOCP stops the station. If the station is in UBRETRY mode, the IOCP tries to
rebind the session until it is successfully reconnected. You must stop the LU station
to end the session.
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STOP and RETRY Modes

An SVC circuit station that was defined with a contact type of INIT is either in @
STOP or RETRY mode. These modes affect what happens when the virtual call

that the station initiated is cleared. If the station is in STOP mode, the IOCP stops

the station. If the station is in RETRY mode, the IOCP tries to reinitiate the call.

If it is in RETRY mode, you must stop the circuit station to end the session.

| WAIT and NOWAIT Modes

] An SNA logical unit (LU) station is either in WAIT mode or NOWAIT mode.
| These modes affect what happens when the IOCP issues a NETINIT and the

| LU-to-SSCP session is not available. If you specify WAIT mode, EDX-SNA
| support waits until the session is established. If you choose NOWAIT mode,

| EDX-SNA support completes the NETINIT with a negative return code.

| Personal Computer or No Personal Computer Modes

An SNA logical unit (LU) station is either in PC or NOPC mode. When the
station is in PC mode, the SNA IOCP assumes that messages sent to and from the
LU station are through a Series/1-PC Connect Attachment. When the station is in
NOPC mode, the IOCP assumes that the LU station is not connected through a
Series/1-PC Connect Attachment. Specify PC mode when the LU station sends or
receives messages through a Series/1-PC Connect Attachment.

| Note: You must specify PC or NOPC mode for the SNA IOCP to function @
| correctly. .

Upper/Lower, Lower/Upper, and Upper/Upper Modes

For a 4978 device, these modes of operation define the relationship between the
keyboard shift and the lowercase and uppercase alphabets. Only the 26 letters of
the alphabet are affected by these modes.

When a station is in upper/lower mode, downshift (shift key not depressed)
produces uppercase letters, and upshift (shift key depressed) produces lowercase
letters. When a station is in lower/upper mode, downshift produces lowercase
letters, and upshift produces uppercase letters. When a station is in upper/upper
mode, either downshift or upshift produces uppercase letters.

Alphanumeric and Numeric Modes

When a station is in numeric mode, the IOCP validates data entered into fields that
have the numeric attribute. The only valid characters are digits, periods, and minus
signs. When a station is in alphanumeric mode, the operator can enter any data in
any field, whatever its attribute.
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3270 and SCS Modes

The alphanumeric/numeric support is provided as follows:

o For a 3270 terminal, numeric mode is supported by optional hardware, the
Numeric Lock special feature. The operator may or may not be able to disable
numeric field validation, depending on the type of keyboard.

« Fora3101 or a 7485 device, the IOCPs support numeric mode; it is always in
effect.

» For a 4978 or 4980 device, the control store supports numeric mode. The
operator can disable numeric field validation.

A printer station is in either 3270 data stream or SNA character string (SCS)
mode. If the printer station is in 3270 mode, data received by the IOCP for
transmission to the printer is interpreted as 3270 data stream. If the printer station
is in SCS mode, data received by the IOCP for transmission to the printer is
interpreted as an SCS data stream.

| Upper Case and Mixed Case Modes

These modes determine whether printer devices print in all uppercase or mixed
case.

i
0 Primary and Secondary Modes

A PTPT line station managed by the point-to-point BSC IOCP is in either primary
or secondary mode. If both a primary and a secondary station try to seize control of
the line at the same time, the primary station goes first. The secondary station can
transmit messages only when the primary station has left the line idle.

A PTPT line station normally operates as the secondary station, because the
2770-like devices with which it exchanges data normally operate as primary
stations. If you use the point-to-point BSC IOCP for communication between
Series/ 1s, set one of the PTPT line stations to primary mode and the other to
secondary mode.

XON and XOFF Modes

Bit Mode

A PTPT line station managed by the point-to-point BSC IOCP is in either XON or
XOFF mode. If it is in XON mode, the IOCP writes its data using transparent
write. If it is in XOFF mode, the IOCP writes its data using nontransparent write.

This mode determines the bit rate for 3101s and 7485s defined as 3101F stations.
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Auto-Answer On and Auto-Answer Off Modes

e

These modes determine whether the IOCP controlling a 3101, defined as a 3101F A
station, needs to support auto-answer.

Remove and Non-Remove Modes

Remove and non-remove modes apply to the user stations for IOCPs that manage
devices, terminals (real or emulated), and SNA LUs. A real 3270 system operates
in certain ways because its devices are buffered. When an IOCP is in remove mode,
it simulates these buffered operations; when it’s in non-remove mode, it doesn’t.

When a 3270 terminal operator presses a program attention key (for example,
ENTER), data is transferred to the device buffer, where it remains until the host
program solicits input. If response time is slow, an impatient operator may press
RESET and then ENTER again. This affects only the device buffer. When the
host program solicits input, it receives the last message the operator entered.

In a 3270 pass-through operation, where a device or 3270 terminal station is linked
with an SNA LU or emulated terminal station, pressing RESET and then ENTER
has a different effect. Each time the operator presses RESET and then ENTER,
another message is sent to the emulated terminal station. When the host program
solicits input, it may receive duplicate messages.

When an IOCP that manages devices or 3270 terminals receives an input message,

it sends the message on to the station’s direct link. If the IOCP is in remove mode P
and if the direct link station is an SNA LU or emulated terminal station, the IOCP ( )V
purges the direct link station’s message queue before sending it the latest message. L

If the IOCP is in non-remove mode or the direct link station is of some other type,

the IOCP just sends the message.

Device buffers also affect the results of a host program sending output to a 3270
terminal. The output data is transferred to the device buffer, and may overwrite
pending input data.

When an IOCP that manages SNA LUs or emulated terminals receives data from
the host, it sends the data on to the station’s direct link. If the IOCP is in remove
mode, it first purges pending input data; that is, it purges the message queue of the
SNA LU or emulated terminal station. If the IOCP is in non-remove mode, it
doesn’t purge pending input.
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PC Connect IOCP, $.100AAS8

The PC Connect IOCP manages communication between a Series/1 and a
Personal Computer (PC) connected by a Series/ 1-PC Connect Attachment. The
IOCP allows all the Personal Computers in an IBM PC local area network (LAN)
to communicate with the Series/1 through a PC, called the gateway PC. The
gateway PC is directly linked to the Series/1 and performs all the message handling
and program-to-program communications between the PCs on the LAN (user PCs)
and the Series/1. The IOCP can manage multiple attachments to various LANS.

You can use the IOCP in these ways:

« To allow a PC user to pass through to one or more hosts as a 3278. See
example 15 in the chapter “Sample Configurations” on page 269.

e« To allow a PC user to transfer files to and from any host over SDLC

o To use a Series/1 data set as a LAN-shared PC disk

« To allow a PC user to use a Series/1 printer as a LAN-shared printer

+ To extend the current message function of the IBM PC network and to allow
your computer to communicate with other computers on another LAN
(inter-LAN messaging). See example 16 in the chapter “Sample
Configurations” on page 269.

« To allow communication between PC programs on separate IBM PC networks

« To allow communication between Series/1 programs and PC programs

« To allow a PC program to issue user error log messages to an EDX error log
file on the Series/1.

Hardware Requirements

EDX Requirements

Use of this IOCP requires the Series/1-PC Connect Attachment (feature number
4000) and the cable (feature number 4001).

Include Communications Facility PC Connect support modules in the EDX
supervisor. The required modules are:

¢ CSPCCINT, the PC Connect initialization routine

« CSPCCIPL, the PC Connect initialization call routine

¢« CSPCCOPN, the PC Connect microcode data set(s) open routine
¢« CSPCCPTC, the PC Connect microcode patch load routine.

Include EDX Local Communications Controller support (LCCAM) in the EDX
supervisor. EDX unmapped storage support must be included.
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Personal Computer Requirements

Station Definitions

Use of this IOCP requires Series/1-PC Connect (5719-CN1). For information on (a{ :D
hardware and software requirements for the PC and Series/1-PC Connect, see the L
IBM Series/1-PC Connect for the Event Driven Executive Communications Facility.

Define stations to represent:

¢ The IOCP. Name=$.I00AAS, type=USER.

o Each Series/1-PC Connect Attachment. Type=LINE, subtype=PCC.

« Each gateway PC as a remote node station. Type=NODE, subtype=PC.

e Each PC on the LAN as a remote station. This definition is required only if
host communication is requested.

o Each Series/1 printer used by the LAN as a printer running in SCS mode.
Type=DEVICE, subtype=printer.

« Each volume to be used by the LAN to hold emulated PC disks.
Type=VOLUME.

A link between the printer station and the node station is required. A link between

the remote station representing the PC and the host emulated terminal is required i

to pass through and transfer files to and from the host. A link between the volume @
station and the node station is required.

The gateway PC appears to the Series/1 as a PC node connected through a
Series/1-PC Connect Attachment. The gateway PC uses a 2-character alphabetic
name to identify nodes instead of a hexadecimal node assignment. Specify a
repeated letter (for example, AA) as the LAN name on the gateway PC. Specify a
hexadecimal representation of the letter as the node assignment for the PC node
(for example, X‘C1’).

IOCP Operation Overview

The PC Connect IOCP consists of a main task and three subtasks for each started
line station—a device task, a read task, and a request task. The main task
processes commands to stop or halt the IOCP and commands to start, stop, halt or
vary off-line stations. The device task controls the other two subtasks and
transmits all outgoing messages and control messages on subchannel 2 of the
device. The read task receives all incoming data messages on subchannel 1 and
routes them through the message dispatcher to the appropriate station. The request
task receives all incoming control messages on subchannel 0.

Once the line station is started, you can start the node station and remote stations
representing the PCs on the network. Message transmission cannot occur until the
IOCP has established communication between the Series/1 and the gateway PC.

G
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Establishing Communication

Sending Messages

Receiving Messages

To establish communication between the Series/1 and the gateway PC, start the
PCC line station and the node station that represents the gateway PC. When the
PC Connect in the gateway PC is operational, the two systems exchange a
sequence of control messages (on-line broadcast and on-line response) to establish
communication.

Once communication has been established, message transmission between the
Series/1 and PCs can begin.

When a message is placed on a PC node station’s queue, the IOCP retrieves it and
transmits it over the Series/1-PC Connect Attachment. A 20-byte Personal
Computer message header precedes each outgoing message. If the flag bit in the
Communications Facility message header indicates that the message includes a
Personal Computer message header, the Communications Facility header is
removed and the message is transmitted. Otherwise, the IOCP converts a
Communications Facility message header to a Personal Computer message header
before transmitting the message. For more information on the Personal Computer
message header, see the Series/1-PC Connect for the Event Driven Executive
Communications Facility.

When the IOCP receives a message from the PC Connect, it identifies the function
request by a byte in the Personal Computer message header. The function
identifiers are:

e Print-server request

e Host communication request

¢ Inter-LAN message request

e Program-to-program communication request
« Disk-server request

« Error log request

e User defined function request.

If the IOCP has a direct link vector, it sends the message to the direct link vector
station, with the Communications Facility message header in the first 20 bytes of
the message data area. For inter-LAN messaging or PC program-to-PC program
communication, there will be a Communications Facility and a Personal Computer
message header in the first 40 bytes of the message data area.

Print-server Request: The IOCP converts the Personal Computer header to a
Communications Facility header and sends the message to the printer. The printer
is represented by a printer station running in SNA character string (SCS) mode
with the same name as the PC printer that is being emulated (such as LPT1, LPT2,
LPT3, COM1, COM2, PRN, and AUX). The printer stations should be linked to
the node station for the LAN which they are serving.
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Control Messages

Host Communication Request: The IOCP converts the Personal Computer header to
a Communications Facility header using the origin station’s direct link as the
destination station. W,

The IOCP handles segmented messages also. When the IOCP receives the first
message in a chain of segmented messages, it obtains a 2K mapped or unmapped
storage block. It stores all the messages from the same origin station in the 2K
block until the last message in a chain of messages is received. After storing the
last message in the chain or the only message in a chain, the IOCP sends the
message to the origin station’s direct link vector.

Inter-LAN Message Request: In this case the IOCP does not convert the Personal
Computer header to a Communications Facility header. It prefixes a
Communications Facility message header to the Personal Computer message
header. The Communications Facility header specifies the destination station of
the remote node station representing other PCs on another LAN. The
Communications Facility header has a flag bit turned on to indicate a PC-to-PC
message.

Program-to-program Communication Request: The IOCP tries to locate, by name,
the destination station in the local Series/1. If the IOCP finds a station with the
same name as the destination station specified, the IOCP assumes that the
destination is a Series/1 program. It converts the Personal Computer header to a
Communications Facility header and sends the message to the dispatcher for
routing. On the other hand, if the IOCP does not find a station with the same
name as specified by the destination station name, the IOCP assumes that the
destination is a PC program. In that case it processes the message by prefixing the
Communications Facility header as it does for inter-LAN messaging.

( .
Disk-server Request: The IOCP converts the Personal Computer header to a L
Communications Facility header and sends the message to the volume station
defined at station definition time. The volume station should be linked to the node
station for the LAN which it is serving. It is important to note that for each node
station representing a gateway PC, there is only one volume station associated with
it.

Error Log Request: 1f the destination station is LOGO, the IOCP writes the data to
the log data set in EDX as a user error with the permanent error indicator on.

User Defined Function Request: The IOCP processes this request in the same way as
it handles a request for program-to-program communication. See
“Program-to-program Communication Request” for more information.

This section describes the control messages that the IOCP sends or receives. These
messages are all received on subchannel 0 of the PC Connect.

80 Communications Facility Design and Installation Guide



On-line Broadcast

On-line Response

Off-line Notification

Restrictions

The IOCP uses the PC Connect broadcast command to send an on-line broadcast
message to the gateway PC when it receives a command to start a node station.

The IOCP sends an on-line response when it receives an on-line broadcast
message, or when it receives an on-line response message and the Series/1 and the
PC are not in communication. When the IOCP receives the on-line response and
recognizes the PC node station that sent the message, communication is
established.

The buffer size of the line station is included in this message. If the Series/1 and
the PC have different line buffer sizes, the smaller size determines the amount of
data they can send to each other.

This message is used to stop communications. The IOCP sends an off-line
notification message to each gateway PC with which it has established
communication, when the line station on the Series/1 is stopped or halted.

The Communications Facility does not have an end-to-end protocol between
Series/1 and PC nodes, therefore there is no message integrity. If you require
message integrity, you must implement it within the application programs in the
Series/1 or the PC.

Do not cancel $.I00AAS using the EDX $C command. If you do, the mapped and

the unmapped storage obtained by the IOCP is not returned to the system. Use CP
H $.I00AAS to terminate the IOCP user station and its device stations.
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Series/1-to-Series/1 Local Communications Controller IOCP,
0 $.100AB0

The Series/ 1-to-Series/1 Local Communications Controller IOCP manages
communication between Series/ 1s attached to a Local Communications Controller
ring. The IOCP can manage multiple attachments to different rings.

You can use the IOCP in these ways:

» To send messages from stations in one Series/1 to stations in another Series/ 1
where $.I00ABO is running. See example 5 in the chapter “Sample
Configurations” on page 269. The example explains how a message is routed
from its origin in one node to its destination in another node.

» To send messages from stations in one Series/1 to stations in another Series/1
where the Communications Manager Local Communications Controller
message path program is running. In such a configuration, you can also receive
messages and commands from the Communications Manager system.

» To send messages from stations in one Series/1 to stations in another Series/ 1
that is not attached to the ring, but that is connected to a Series/1 on the ring.

See example 11 in the chapter ‘“‘Sample Configurations’ on page 269.

« To IPL a remote Series/ 1 that is attached to the ring and strapped for remote

IPL.
" « To enable a remote Series/1 that is attached to the ring to access disks
/ attached to the local Series/1. The remote Series/1 must have remote disk

support in the EDX supervisor, but the Communications Facility need not be
running.

Hardware Requirements

Use of this IOCP requires the Local Communications Controller (feature number
1400).

To aliow a node to be IPLed by another node on the ring, install the ring remote

IPL jumper. If the IPL is to be initiated manually (through the LOAD button on
the console), also install the primary IPL source or alternate IPL source jumper.

EDX Requirements
Include the EDX Local Communications Controller support modules in the EDX

supervisor. See the EDX Installation and System Generation Guide for all the
information needed.
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Station Definitions

Define stations to represent:

&

« The IOCP. Name=$.I00ABO, type=USER.

« Each Local Communications Controller attachment. Type=LINE,
subtype=LCC.

« Each remote node to which local stations will send messages. Type=NODE,
subtype=CF (Communications Facility system) or CM (Communications
Manager system).

« Each remote station to which local stations will send messages.

No links are required for the line or node stations. Link the other remote stations
as required for the communication you want. Be sure that each node has a unique
node assignment and that the network address of each remote station is the same
as the network address of the corresponding real station in the remote node.

IOCP Operation Overview

Establishing Communication

The Local Communications Controller IOCP consists of a main task and four
subtasks for each started line station—a device task, a read task, a request task,
and an attention task. The main task processes commands to stop or halt the IOCP
and commands to start, stop, halt, or vary off line stations. The device task
controls the other three subtasks and transmits all outgoing data messages and
control messages on subchannel 2 of the device. The read task receives all [ﬂ b
incoming data messages on subchannel 1 and routes them through the message \
dispatcher to the appropriate station. The request task receives all incoming

control messages on subchannel 0. The attention task handles all attention

interrupts that the Local Communications Controller device generates.

Once the line station is started, you can start node stations representing other
Series/1s on the Local Communications Controller ring. You can then IPL a
remote node. Message transmission between stations can’t occur until the IOCP
has established communication with the remote node.

To establish communication between two nodes, start the line station and the node
station that represents the remote Series/1 in each node. The two nodes exchange
a sequence of control messages (on-line broadcast and on-line response) to
establish communication. The IOCP tries to establish communications whenever a
node station is started or whenever a stopped line station is restarted.

Once communication has been established, message transmission between stations
on the two nodes can begin.

84  Communications Facility Design and Installation Guide



Sending Messages

Receiving Messages

Control Messages

On-Line Broadcast

On-Line Response

When a message is placed on a node station’s queue, the IOCP retrieves it and
transmits it over the Local Communications Controller. A 20-byte message header
precedes each outgoing message. If the node station’s subtype is CF, the header is
the Communications Facility message header, minus the first 4 bytes (words
MS$NIQ and M$PIQ). If the node station’s subtype is CM, the IOCP converts the
Communications Facility message header to a Communications Manager message
header. See the Debugging Guide for a description of the Communications Facility
message header, and the Communications Manager Assembler-Language
Programmer’s Guide for a description of the Communications Manager message
header.

The IOCP blocks outgoing messages when it can. It transmits one or several
messages when the buffer is full or when there are no more messages on the node
station’s queue.

When the IOCP receives a message from the Local Communications Controller, it
uses the ring address to identify the sending node. If the subtype of the node
station is CF and the IOCP has no direct link vector, the IOCP sends the message,
with its header, to the message dispatcher. The message dispatcher dispatches the
message according to the destination information in the message header. If the
IOCP has a direct link vector, it sends the message to that station, with the message
header in the first 20 bytes of the message data area.

If the subtype of the sending node station is CM, the IOCP converts the
Communications Manager message header to a Communications Facility message
header. If the message is a data message, the IOCP then handles it as if it were a
message from a Communications Facility node. If the message is a command, the
TIOCP sends it to the command processor, which calls on module $.CPCMCEF to
process it. See the Communications Manager Operator’s Guide for a description of
the commands that a Communications Manager node can send to a
Communications Facility node.

This section describes the control messages that the IOCP sends and/or receives.
These messages are all received on subchannel 0 of the Local Communications
Controller.

The IOCP uses the Local Communications Controller broadcast command to send
an on-line broadcast message when it receives a command to start a node station or
a command to start or restart a line station.

The IOCP sends an on-line response message when it receives an on-line broadcast
message, or when it receives an on-line response message and the two nodes are
not in communication. When the IOCP receives the on-line response and
recognizes the node station that represents the Series/1 that sent the message,
communication is established.
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The buffer size of the line station is included in this message. If the two nodes
have different line buffer sizes, the smaller size governs the amount of data they

can send to each other. U
AN

This message is used to stop communications. The IOCP sends an off-line
notification message to each node with which it has established communication
when the line station is stopped or halted.

Off-Line Notification

Traffic Control

The IOCP receives this message when a Communications Manager operator issues
a traffic control command. The IOCP issues a CP command to stop or start the
specified node station.

IPL Request
The IOCP receives this message when the Communications Manager issues a
conditional IPL command. The IOCP issues a WRITE IPL REQUEST command
enabling the Communications Manager to perform the remote IPL.

IPL Response

An IPL bootstrap sends this message; the IOCP uses it to control the remote IPL
process.

Remote Disk On-Line

I
Remote disk support sends this message during EDX initialization. It notifies the
IOCP that remote disk support is available.

Null Message

The IOCP sends a null message when it detects that the attachment has lost an
acknowledgment. The message resets hardware sequence counts.

Positive Response

The IOCP sends a positive response whenever it successfully receives a message
block greater than 1K bytes on subchannel 1.

Negative Response

The IOCP sends a negative response whenever it receives an incomplete message
block on subchannel 1.

Restrictions

Between two Series/ 1s, you can have only one active Local Communications

Controller connection, BSC point-to-point connection, or X.25 connection through

circuit stations with a usage type of CF. You can define and start more than one

such connection, but only the one you start first is used. @
A}
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When you’re communicating with a Communications Manager node, there are
restrictions on node assignment and station names, as described in the chapter.
“Defining Stations” on page 45.

The Communications Manager supports segmented messages, but the
Communications Facility doesn’t. The Communications Manager accumulates
segments of a message and sends the entire message as one data block to the
Communications Facility. The buffers you define for the Communications Facility
line station and the Communications Manager message path program must be large
enough to handle the largest block that will be transmitted.

The Communications Facility has no end-to-end protocol between nodes. If you

require message integrity, you must implement it within the application programs in
communicating nodes.
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X.25 I0CP, $.100ABS8

The X.25 IOCP allows communication between a Series/1 and X.25 data terminal
equipment (DTE) through a high-level data link control (HDLC) line, with or
without an intervening X.25 packet-switching network. The DTEs may be other
Series/ 1s, other computers, or devices. The X.25 IOCP communicates over the
HDLC line through the EDX X.25/HDLC Communications Support XHCS
licensed program (Program Number 5719-HD?2), using LAPB procedures and X.25
packet level protocol. The IOCP can manage multiple HDLC lines. There may be
multiple circuits (logical channels) on each line.

You can use the IOCP in these ways:

« To route messages over an HDLC line between stations in one Series/ 1 and
stations in another Series/1 where the X.25 IOCP is running. See ‘“Example
12: X.25 Connection between Series/1s” on page 382. The example explains
how a message is routed from its origin in the local Series/1 to its destination
in the remote Series/1.

» To route messages through an X.25 packet-switching network between stations
in one Series/1 and stations in another Series/1 where the X.25 IOCP is
running. See “Example 13: X.25 Connection Between Series/ 1s through an
X.25 Network™ on page 392.

» For communication between Series/1 application programs and computers or
devices that function as X.25 DTEs. See “Example 14: X.25 Connection
between a Series/1 and DTEs” on page 406.

Refer to the CCITT Recommendation X.25 if you need more detailed information
on the procedures and terms used to describe the X.25 IOCP. Terms not defined
by Recommendation X.25 that are used in this section are:

X.25 control packet
An X.25-defined packet other than a data packet; for example, a call
request packet or a reset indication packet.

X.25 control message
A fixed format message used within a Communications Facility node
that contains information corresponding to an X.25 control packet.

X.25 control message link
A station that receives X.25 control messages. It may be a circuit
station’s direct or alternate link, as explained in “Station Definitions”
on page 91. '

X.25 header
A header prefixed to messages sent and received by the X.25 IOCP
(both data and control) that identifies the message type. It is present
only within a Communications Facility node.

The chapter “Writing an X.25 Application Program” in the Programmer’s Guide

gives the format of the X.25 header and X.25 control messages and guidelines for
writing a program that communicates with X.25 DTE:s.
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Hardware Requirements

N

The X.25 IOCP has no hardware requirements other than those of the
Communications Facility and XHCS.

EDX Requirements -
XHCS is a prerequisite for the X.25 IOCP. The requirements it imposes on EDX
are described in the XHCS Programming and Operating Reference.

XHCS Definitions
You must define the XHCS protocol descriptor and vector table (PDVT) and the
device descriptor modules (DDMs) for the Communication Facility’s use. You
define the PDVT with XHCPROT statements. You define DDMs with the
$XHCUTI utility. The XHCPROT statement and the $XHCUT1 utility are
described in the XHCS Programming and Operating Reference.

PDVT Definitions

The PDVT describes the link and packet protocol characteristics. You define these
characteristics to XHCS by editing the XHCS data set ($XHCPROT), assembling
it, and link-editing the object module with the XHCS object modules to create
$XHCS. The protocol characteristics cannot be changed dynamically.

You must specify the following parameters in the XHCPROT statements for lines _
used by the Communications Facility: O
¥

o The first positional parameter must be PACKET.
o« LNKPROT must be LAPB.

+ PKTPROT and NODTYP depend on whether or not the X.25 connection has
an intervening X.25 packet-switching network.

— If you are connecting two Series/1s without an intervening X.25
packet-switching network, one of the Series/1s must have PKTPROT of
DCE and NODTYP of X25DCE and the other Series/1 must have
PKTPROT of DTE and NODTYP of X25DTE.

— If you are connecting a Series/1 to an X.25 DTE without an intervening
X.25 packet-switching network, PKTPROT must be DCE and NODTYP
must be X25DCE.

— If you are connecting a Series/1 to an X.25 packet-switching network,
PKTPROT must be DTE and NODTYP must be X25DTE.
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DDM Definitions

Station Definitions

You must use the XHCS utility $XHCUT! to create a DDM for each line. The
name you give the line will be the name of your Communications Facility line
station.

For a line used by the Communications Facility, you must define:
o LEVEL as PACKET

« TIMEOUT as 0
« RDGRPSas 1.

Define stations to represent:
o The IOCP. Name=$.I00ABS, type=USER.

e Each HDLC line. Name=ddmname, as defined to XHCS in the device
descriptor module (DDM). Type=LINE; subtype=DCE or DTE.

« Each logical channel to be used.
Type=CIRCUIT; subtype=PVC or SVC. Usage is one of the following:

— CFif you are using the circuit to route messages 'between Series/1s.

— STD if you are using the circuit to exchange data messages with an X.25
DTE. ‘

— STD+ if you are using the circuit to exchange data and X.25 control
messages with an X.25 DTE.

If you are using circuit stations with usage CF to route messages between
Series/1s, define stations to represent:

o Each remote node to which local stations will send messages. Type=NODE;
subtype=CF.

» Each remote station to which local stations will send messages.

Link the node station to the circuit station. Link the other remote stations as
required for the communication you want. Be sure that each node has a unique
node assignment and that the network address of the remote station is the same as
the network address of the corresponding real station in the remote node.

If you are using circuit stations with usage STD or STD+ for communication
between application programs and X.25 DTEs, define stations to represent the
application programs. Link the stations as follows, according to the circuit station’s
usage type:

e STD: Link the circuit station to the station that is to receive data messages
through this logical channel.

e STD+: If you have one station that is to receive both data and control

messages, link the circuit station to that station, using the direct link vector. If
you have one station that is to receive only data messages and another station
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that is to receive only control messages, link the circuit station to the first
station (data only) using the direct link vector; link the circuit station to the
second station (control only) using the alternate link vector.

IOCP Operation Overview

The X.25 IOCP consists of orie main task and three subtasks for each started line
station. The main task processes commands to stop or halt the IOCP and
commands to start, stop, or halt the line stations. The three subtasks are:

e The open subtask, which processes commands to start and stop circuit stations;
opens and closes the circuits; and establishes and terminates virtual calls.

o The read task, which processes messages that are read from the line and sends
them to the appropriate destination.

o The write task, which processes messages sent to the circuit station associated
with the line.

XHCS handles all transmission over the HDLC line. It manages X.25 protocol,
pacing, and error recovery.

Establishing Communication

Permanent Virtual Circuits

To establish communication through a logical channel, start the line station and the
circuit station that represents the logical channel. If the circuit station has usage
CF, set the node assignment and start the node station that represents the remote
node to be accessed through the logical channel. If the circuit station has usage
STD or STD+, start the circuit station’s direct link. If the circuit station has usage
STD+, start the circuit station’s alternate link, if it has one.

When the X.25 IOCP or a DTE or DCE line station is started, the main task of the
IOCP loads $XHCS, if it is not already loaded. When a DTE or DCE line station
is started, $XHCS loads the associated device descriptor module (DDM) into its
partition. If you let the X.25 IOCP load $XHCS, it may be loaded into a partition
that has insufficient space for all the DDMs to be loaded. You can avoid this
problem by loading $XHCS yourself into the partition you want before you start
the X.25 IOCP or any DTE or DCE line station. The partition into which you load
$XHCS must be static.

When you define a permanent virtual circuit (a circuit station with subtype PVC),
you specify the ID of the logical channel through which messages will be
transmitted. If you are connecting two Series/1s without an intervening X.25
packet-switching network, you must specify the same logical channel ID in both
Series/1s. If you are connecting two Series/1s through an intervening X.25
packet-switching network, you must specify a logical channel ID that the X.25

packet-switching network will connect to the Series/1 you want to communicate
with.

When a circuit station with subtype PVC is started, the IOCP opens the logical
channel specified in the station definition. If the other end of the logical channel is
also open, data can flow through the logical channel. If the other end of the logical
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Switched Virtual Circuits

channel is not open and an attempt is made to transmit data, the IOCP receives a
reset indication packet. If the circuit station has usage STD+, the IOCP sends a
reset indication control message to the circuit station’s X.25 control message link.

When a switched virtual circuit (a circuit station with subtype SVC) is started, a
virtual call must be established before data can flow. A virtual call is a logical
connection through the X.25 packet-switching network. Unlike permanent virtual
circuits, circuit stations with subtype SVC do not have logical channels specified in
the station definition. During virtual call establishment, a logical channel is
assigned to the circuit station by $XHCS. The connection between logical
channels is done by the X.25 packet-switching network.

Virtual call establishment depends on the contact parameter defined in the circuit
station:

« WAIT: When the circuit station is started, the IOCP opens the circuit and
waits for an incoming call packet from the network. When an incoming call
packet arrives, $XHCS determines if the calling address and protocol ID match
those defined for the circuit station. If they do, it passes the incoming call
packet to the IOCP.

If the circuit station has usage CF or STD, the IOCP transmits a call accept
packet to the network, and the virtual call is established.

If the circuit station has usage STD+, the IOCP sends an incoming call control
message to the circuit station’s X.25 control message link and waits for a
response to be sent to the circuit station. If the response is a call accept
control message, the IOCP transmits a call accept packet to the network, and
the virtual call is established. If the response is a clear request control message,
the IOCP transmits a clear request packet to the network. When a clear
confirmation packet arrives from the network, the IOCP closes the circuit and
sends a clear confirmation control message to the circuit station’s X.25 control
message link.

« INIT: When the circuit station is started, the IOCP uses the station’s call ID to
obtain an X.25 network address from data set $.SYSX25. It transmits the
X.25 network address and the protocol ID and user data defined in the circuit
station to the network in a call request packet. When the network responds
with a call connected packet, the virtual call is established. If the circuit station
has usage STD+, the IOCP sends a call connected control message to the
circuit station’s X.25 control message link. If there is no CALLID specified for
the station, the network must be able to obtain the X.25 network address to
call by using other facilities.

If the network does not respond with a call connected packet within the time
specified in Recommendation X.25, or if the network responds with a clear
indication packet, the IOCP closes the circuit. If the circuit station has usage
STD+, the IOCP sends a clear indication control message to the circuit
station’s X.25 control message link.

« USERINIT: When the circuit station is started, the IOCP takes no action until

a call request control message is sent to the circuit station. The IOCP uses the
information in the call request control message to build a call request packet
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Sending Messages

Receiving Messages

and transmits it to the network. From this point on, call establishment occurs
in the same way as for circuit stations with contact INIT.

@

You cannot define contact USERINIT for a circuit station with usage CF.

When a message is placed on a circuit station’s queue, the IOCP retrieves it and
passes it on to $XHCS for transmission over the HDLC line.
How the IOCP handles the data varies according to the circuit station usage:

« CF: the IOCP obtains the 24-byte Communications Facility message header

and appends the message data to it. $XHCS transmits the message header and
data as X.25 data packets.

e« STD or STD+: the IOCP determines whether the message is data or control
information from its Communications Facility message type:

— A Communications Facility data message (one received with return code
-1) is data information.

— A Communications Facility status message (one received with return code
+6) is control information.

In either case, the message must begin with an X.25 header, which the IOCP uses
to determine the type of control information. The IOCP removes the X.25 header
before passing the message on to $XHCS. $XHCS transmits data information as

X.25 data packets and control information as X.25 control packets. [ﬂf )

A |

$XHCS reads data from the HDLC line and passes it on to the IOCP. $XHCS
provides a pointer to the circuit station associated with the logical channel over
which the data was read. (The pointer is defined by the IOCP when it opens a
circuit.) $XHCS also provides an indication of the X.25 packet type—whether it is
data or control information.

The IOCP processes the data according to its type and the circuit station usage.

« If usage is CF or STD and the data is control information, the IOCP logs its
receipt and responds as required, but it does not send the data on.

o If usage is STD+ and the data is control information, the IOCP logs its receipt,
prefixes it with an X.25 header, and sends it as a Communications Facility
status message. The destination is the circuit station’s alternate link, if it has
one; otherwise the destination is the circuit station’s direct link.

o If usage is CF and the data is data information, the IOCP assumes that first 24
bytes are a Communications Facility message header. It sends the message
header and data to the message dispatcher. The message dispatcher dispatches
the message according to the destination information in the message header.

o If usage is STD or STD+ and the data is data information, the IOCP prefixes it @
with an X.25 header and sends it as a Communications Facility data message
to the circuit station’s direct link.

94 Communications Facility Design and Installation Guide



C

If the IOCP’s user station has a direct link or an alternate link (user intercept
processing is in effect), then, after determining the message destination, the IOCP:

» Builds a Communications Facility message header that includes the message
destination and appends the data or control information to the message header.

« Sends the message header and data information as a Communications Facility
data message to its direct link.

« Sends the message header and control information as a Communications
Facility status message to its alternate link, if it has one; otherwise, sends them
to its direct link.

Terminating Communication

Restrictions

Data flow through a permanent virtual circuit stops when the circuit station is
stopped.

A virtual call is terminated in the following ways:

« An SVC circuit station is stopped. The IOCP transmits a clear request packet
to the network and waits for a clear confirmation packet. When the clear
confirmation packet arrives, the IOCP closes the circuit.

» A clear request control message is sent to an SVC circuit station with usage
STD+. The same actions occur as when the station is stopped. In addition,
the IOCP sends a clear confirmation control message to the circuit station’s
X.25 control message link.

« The IOCP receives a clear indication packet from the network for a switched
virtual circuit. If the circuit station usage is STD+, the IOCP sends a clear
indication control message to the circuit station’s X.25 control message link.

If the virtual call is terminated by a clear request control message or a clear
indication packet, the circuit station may remain active depending on its contact
type and mode. If the circuit station contact type is INIT and the station is in
STOP mode (which is the default), the IOCP stops the station. In all other cases
(contact type WAIT, contact type USERINIT, or contact type INIT with RETRY
mode), the station remains active. Another virtual call can then be established, as
explained in “Establishing Communication” on page 92.

You can have only one active LL.ocal Communications Controller connection, BSC
point-to-point connection, or X.25 connection through circuit stations with usage
CF between two Series/ 1s.
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The X.25 IOCP has the same restrictions as XHCS. Some of these are:

o Conformance to CCITT Recommendation X.25 as amended in 1980 ATy
« No datagram support O
« No reject packet support.

The X.25 IOCP does not support diagnostic packets.

The X.25 IOCP provides limited data circuit-terminating equipment (DCE)
support. Only permanent virtual circuits are supported for DCE lines. A Series/1
where the X.25 IOCP is running cannot be used as an X.25 packet-switching
network, nor can it be part of an X.25 packet-switching network.

The X.25 IOCP provides limited D-bit support. Because the Communications
Facility has no end-to-end protocol between nodes, the X.25 IOCP sends the
delivery confirmation packet after successful completion of the Communications
Facility SEND instruction. Communications Facility application programs cannot
send D-bit data messages. If you require message integrity, you must implement it
within the application programs in the communicating nodes.

Remote IPL and remote disk are not supported over an X.25 connection.
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3270 Control IOCP, $.1I00AC0

The 3270 control IOCP manages communication with physical 3270 control units,
Series/ 1s emulating 3271 control units, 5280 Distributed Data Systems running in
3270 emulation mode, or System/38s running in 3270 emulation mode. The
connection is a leased or switched binary synchronous communications (BSC) line,
operating in multipoint mode. The IOCP can manage multiple lines. There may be
up to 32 control units, each with up to 32 terminals and printers, associated with
each line.

Data passing between the IOCP and the real or emulated 3270 system is in 3270
data stream format. The IOCP uses standard BSC multipoint protocol, as
described in An Introduction to the IBM 3270 Information Display System,
GA27-2739.

You can use the IOCP in these ways:

+ For communication between host programs and 3270 printers or terminals
attached to the Series/1. See example 3 in the chapter “Sample
Configurations” on page 269.

» For communication between Series/1 programs and 3270 printers or terminals.

« For communication between Series/ 1s, when this IOCP is running in one
Series/ 1 and the 3270 emulation IOCP ($.IO0AEQO) is running in the other
Series/1. See example 7 in the chapter “Sample Configurations” on page 269.
The example explains how a message is routed from its origin in one node to its
destination in another node.

o To IPL a remote Series/1 that is connected to the BSC line and strapped as a
multipoint tributary station that can be IPLed.

» To enable a remote Series/1 that is connected to the BSC line to access disks
attached to the local Series/1. The remote Series/1 must have remote disk
support in the EDX supervisor, but the Communications Facility need not be
running.

The IOCP can manage these control units:

e 3271 model 1 or 2

e 3276 model 1, 2,3, o0r4

¢ 3274 model 1C, 21C, 31C, 41C, 51C, or 61C

+ Series/1 emulating a 3271 control unit

« 5280 Distributed Data System running in 3270 emulation mode
o System/38 running in 3270 emulation mode.

The terminals and printers that can be attached to these control units are described
in the 3270 Introduction. The Communications Facility does not support the 3270
extended color or extended highlighting features. Restrictions on the support of
screens larger than 1920 characters (24 rows of 80 columns) are explained in the
section ‘“‘Restrictions” on page 101.
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Hardware Requirements

EDX Requirements

Station Definitions

Use of this IOCP requires a Series/1 BSC adapter (feature number 2074, 2075, or A H
2093/2094), or a multifunction attachment (feature number 1310). '

Strap the BSC adapter (jumpers on or off) as follows, according to the type of
connection:

DTR No Ring Switched Line Multipoint
Inhibit (MP address bit 7)  Tributary
Leased Line on on off off
Switched Manual on on off off
Switched Auto-Answer off  off on off

You may need to install other jumpers, depending on the type of modem, as
explained in the Binary Synchronous Features Description.

Include EDX BSC support in the EDX supervisor. Use the BSCLINE statement to
define each BSC line. Specify TYPE=MC if the line is leased, TYPE=SM if the
line is switched manual, or TYPE=SA if the line is switched auto-answer.

Define stations to represent:

O

¢ The IOCP. Name=$.I00ACO, type=user.
o Each BSC line. Type=line, subtype=3271C.
e« From 1 to 32 control units for each line. Type=terminal, subtype=3271.

e From 1 to 32 terminals or printers for each control unit. Type=terminal,
subtype=3277 (terminal) or 3286 (printer).

Link each station that represents a terminal or printer with a station that represents
an emulated terminal or printer or an application program. No links are required
for the line stations or the stations that represent control units.

IOCP Operation Overview

The 3270 control IOCP consists of one main task and a subtask for each started
line station. The main task processes commands to stop or halt the IOCP and
commands to start, stop, or halt line stations. Each line subtask processes data
received from the terminals on the line and messages sent to the terminal stations
associated with the line station.

The IOCP acts as a multipoint control station. It issues general polls to solicit data
from terminals. It issues a specific poll only to receive 3270 status information
when a control unit indicates that there is status pending for a terminal or printer. 0
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Input from Terminals

Basic Mode Input

Record Mode Input

Input data and 3270 status messages contain the polling address of the device from
which the data originated. The IOCP sends data as a Communications Facility
message, specifying the terminal station with the indicated polling address as the
origin. If the IOCP has a direct link vector, it specifies that station as the
destination; otherwise, it specifies a null destination.

When the IOCP has polled all control units, it processes pending output for each
terminal station associated with the line station. It retrieves a message from a
terminal station’s queue, issues a selection sequence using the station’s selection
address, and sends the data. It continues sending data until the station’s message
queue is empty, then proceeds to the next terminal station. When it has processed
all pending output, the IOCP resumes polling.

If the maximum retry value has not been set in the control unit station with the CP
F RETRY command, the control unit will continue to be polled and performance
may be affected. If the retry maximum has been set and the maximum number of
retries has been reached, the control unit station will be set inactive. The control
unit will not be polled until the control unit station is restarted.

Input from terminals may be one or more blocks of data. The IOCP accumulates
the input data until it receives a block that ends with ETX. If the data begins with
X*‘1002’ (DLE/STX), the IOCP removes the DLE before processing the data.

If the terminal station that represents the device from which the data originated is
in non-display mode and the data does not begin with DLE/STX, the IOCP

translates lowercase characters to uppercase. If the station is in text mode, or the
data begins with DLE/STX, the IOCP doesn’t translate the data.

If the terminal station is in basic mode, the IOCP processes input data as described
in the preceding paragraphs and then sends the message to its destination.

If the terminal station is in record mode, the IOCP processes input data according
to its content.

If the data is a 3270 status message, the IOCP discards it.

If the data is a short read (one ended by the CLEAR key or a PA key), the IOCP
sends the terminal a data stream that clears the screen, displays “READY” in row
22, and unlocks the keyboard.

In all other cases, the IOCP removes the following bytes from the input data:

o The last byte (ETX)

« The first 6 bytes (STX, polling address, attention ID, cursor address)

« The seventh through ninth bytes, if the seventh byte is SBA (set buffer
address).
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Entering Commands

Output to Terminals

Binary Output

Remote IPL Output

Basic Mode Qutput

If there is any data left, the IOCP sends it to its destination and sends the terminal
a data stream that makes rows 23 and 24 an unprotected field, positions the cursor
at row 23, and unlocks the keyboard.

You can enter CP or PD commands from a 3277 terminal, as follows:

1. Press the CLEAR and RESET keys at the same time. This places the terminal
in unformatted mode without sending data to the Series/1.

2. Type the command in uppercase. If you enter a PD command, include the
prefix CP. If you enter a command that displays information (such as CP Q)
and you want the display to appear at your terminal, specify the terminal’s
station name as the destination parameter. The destination does not default to
the terminal where the command was entered, as it does when you enter
commands at an EDX terminal.

3. Press the TEST REQ key. The IOCP will receive the data, remove the test
request header, and send the command to the command processor.

You can’t enter commands from 3276, 3278, or 3279 terminals, because they don’t

have the RESET/CLEAR capability.

When the IOCP receives a message destined for a terminal station, it sends the
message on to the terminal or printer that the station represents. The messages
may contain binary data, remote IPL data, basic mode data, or record mode data.

If a message begins with DLE/STX (X‘1002’), the IOCP removes ETX (X‘03’), if

there is one, from the end and sends the data with a BSC transparent write
command. You can transmit binary data only to an emulated terminal. A real
3270 system rejects data that starts with DLE.

If a message begins with DC1/DC1 (X‘1111°), the IOCP assumes the message is
an IPL bootstrap. It inserts the terminal station’s 3270 control unit address and
sends the data. This causes an IPL of the remote Series/1 whose BSC adapter is
strapped with that control unit address.

If a message begins with STX/ESC (X0227’), the IOCP assumes the message is a
3270 data stream. It checks that the third byte is a valid, supported 3270
command code. The supported commands are: erase all unprotected, read
modified, read buffer, write, erase write, and erase write alternate. If the last byte
of the message is an ETB (X‘26’), the IOCP replaces it with ETX. If the last byte
is neither ETB nor ETX, the IOCP appends an ETX.
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Record Mode Output

Restrictions

If a message doesn’t begin with DLE, DC1, or STX, the IOCP formats it as a 3270
data stream before sending it. If the data is for a printer, the IOCP appends an
ETX to the end of the message and the following 4 bytes to the beginning of the
message:

X‘02’ STX

X2Tr ESC

X‘F§’ Erase/write command

X‘F& Write control character for 80-character print line

If the data is for a terminal, the IOCP appends 9 bytes to the beginning of the
message:

X002’ STX

X2Tr ESC

XFr’ Write command

X‘C3 Write control character that unlocks the keyboard and resets

modified data tags

X1 1xxxx’ A set buffer address sequence, such that the first output message
appears on row 1 of the screen, the second on row 2, and so on,
wrapping around from row 21 to row 1. If the operator enters data,
it is processed as described in “Input from Terminals” on page 99,
and output resumes at row 1.

X‘1D40’ Start field order for an unprotected field

The IOCP also appends 4 bytes to the end of the message:

X‘125BSE’  Erase unprotected to row 22, column 80

X03’ ETX

The IOCP does not support the 3270 copy command.
The IOCP does not support the 3270 write structured field command.

The IOCP does not support the sending of multiblock messages to terminals. It
handies each message sent to a terminal station as a single complete message.

The IOCP does not support the TEST REQ key, except as described in “Entering
Commands” on page 100.

Neither the IOCP nor the Communications Facility language extensions support
the 3270 extended color or extended highlighting features.
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The IOCP supports screens larger than 1920 characters (24 rows of 80 characters),
but other components of the Communications Facility do not. The panel design
aid, $.PANEL, supports only 1920-character screens. The language extensions
support larger screens to a limited extent—the GET and PUT instructions assume
that a field starting at screen location 1919 wraps around to location 0.
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Series/ 1-to-System /370 Channel Attach IOCP, $.100AD0

The Series/ 1-to-System/370 channel attach IOCP allows you to connect a
Series/1 and a host processor in such a way that the Series/1 appears to the host
as a local 3272 control unit with terminals and printers. The IOCP can manage
multiple channel attachments to the same or different host processors. There may
be up to 32 emulated terminals and printers associated with each channel
attachment.

Applications running in the host communicate with the Series/1 the same way they
communicate with an actual local 3270 system, as described in the 3271 Guide.
Although the IOCP operates as a local system, it sends and receives 3270/BSC
data stream messages. It removes BSC and 3270 control characters from messages
before sending them to the host. It appends BSC and 3270 control characters to
messages received from the host before sending them to their destination.

You can use the IOCP in these ways:
o For communication between host programs and terminals or printers attached
to the Series/1. See example 2 in the chapter “Sample Configurations” on

page 269.

+ For communication between host programs and Series/1 programs.

Hardware Requirements

EDX Requirements

Station Definitions

Use of this IOCP requires the IBM Series/ 1-System/370 channel attachment,
which consists of:

« IBM Series/1-System/370 Channel Attachment (feature number 1200)
+ IBM 4993 model 1 Series/1-System/370 Termination Enclosure.

Include EDX EXIO support in the EDX supervisor. Use the EXIODEV statement
to define each channel attachment.

Define stations to represent:
o The IOCP. Name=3$.I00ADO, type=user.
« Each channel attachment. Type=line, subtype=CA.

e From 1 to 32 emulated devices for each channel attachment. Type=terminal,
subtype=port.

Link each station that represents an emulated device with a station that represents

a real terminal or printer or an application program. No link is required for line
stations.
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IOCP Operation Overview

The channel attach IOCP consists of one main task and two subtasks for each ‘
started line station—a message task and an attention task. The main task \‘k }w
processes commands to stop or halt the IOCP and commands to start, stop, or halt

line stations. Each attention task processes commands and data received from the

host. Each message task processes messages sent to the terminal stations

associated with the line station.

When a message is available at one of the terminal stations, the message task issues
a set attention command to notify the host that data is available. When the host
program is ready to receive the data, it issues a read modified command, specifying
the appropriate port number. The attention task responds by receiving a message
from the queue of the station with that port number and writing it to the host.

The host transmits data to the Series/1 by issuing an erase/write, an erase/write
alternate, or a write command for a particular port. The attention task locates the
terminal station with the specified port number. It receives the data and sends it as
a Communications Facility message, specifying the terminal station as the origin. If
the IOCP has a direct link vector, it specifies that station as the destination;
otherwise, it specifies a null destination. If the host selects an undefined port or
one whose terminal station is stopped, the IOCP returns an intervention required
indication to the host.

Because of hardware timing constraints, the IOCP doesn’t process a read buffer
command or an unsolicited read modified command as a real 3272 control unit
does. (An unsolicited read modified command is one sent by the host without the
host’s having received an attention interrupt indicating that data is available.)

A
When the terminal station is in basic mode, the IOCP sends the command to its (’k}
destination and waits for a response. The hardware will time-out if a response is
not received within 480 milliseconds. If a hardware time-out occurs, the host may
retry the command or issue a new command. If the host issues a new command, it
will ignore any response to the previous read. The IOCP’s processing of the
terminal’s message queue after the time-out depends on the host command
received:

o If the host reissues the read buffer or read modified command, the port has an
additional 480 milliseconds in which to respond. (This is considered a retry.)

« If the host issues a command to a different port, the late response to the
original read command is saved on the queue. It will be sent as the response if
the host retries the original command.

o If the host issues a second command to the original port, and the command is
different from the first (other than SELECT), the IOCP purges the response to
the first command. (This action is considered a give-up.)

When the terminal station is in record mode, the IOCP responds to read buffer and
unsolicited read modified commands by sending the data stream stream X‘7D4040’
to the host. This data stream is what results when a 3277 operator presses the
ENTER key with a blank screen and the cursor at row 1, column 1.
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Messages from the Host

Basic Mode Input

Record Mode Input

Printer Operation

The IOCP modifies data received from the host before sending it on to its
destination.

If the terminal station is in basic mode, the IOCP builds a data stream that looks
like those sent by the 3270 emulation IOCP. The data stream begins with
STX/ESC (X‘0227’) and one of the following command codes:

XF1’ Write

X‘F2’ Read Buffer

X‘F5’ Erase/Write

X‘F6’ Read Modified

X‘6F’ Erase All Unprotected

This is followed by the data received from the host for a write or an erase/write
command. The first byte of the data is a write control character.

In all cases, ETX (X‘03’) is appended to the end of the message.

You can use the IOCP to transmit binary data between a host program and a
Series/_ 1 program. The Series/1 program should be written to ignore the control
information that the IOCP appends.

If the terminal station is in record mode, the IOCP ignores an erase all unprotected
command. It removes the following control information from the data for a write
or an erase/write command:

o The first byte (write control character)

e The second through fourth bytes, if the second byte is SBA (set buffer
address)

« The fifth and sixth bytes, if the second byte is SBA and the fifth byte is SF
(start field)

Host programs can send messages to a printer through a terminal station that is
linked to a station that represents a printer. The IOCP may notify the host that the
message has been received before the message has a chance to be printed. As a
result, the host may send printer messages at a higher rate than the printer can
handle. To avoid this problem, you should define disk queuing for any printer that
will be receiving messages from a host system over a channel attachment.
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Messages to the Host

Basic Mode Output

Non-BSC Output

Restrictions

The IOCP sends the host data messages that were sent to terminal stations. It AW
modifies messages before sending them, according to whether they contain basic Wm‘ﬂ
mode or record mode data.

The IOCP discards 3270 status messages, messages that begin SOH/ % /R /STX
(X‘016CD902’). It issues a log message to report the status information, except
when the status is device end.

If a message begins with DLE/STX (X‘1002’) or STX (X‘02’), the IOCP assumes
that it is a correctly formatted 3270 data stream. It removes the DLE (if any), the
STX, and the next 2 bytes (the 3270 polling address). The IOCP removes the last
byte of the message if it is ETB (X‘26’) or ETX (X‘03’).

If a message doesn’t begin with DLE or STX, the IOCP appends 3 bytes to the
beginning of the message:

XD’ ENTER key attention ID I

X‘4040’ Cursor location (row 1, column 1) i

The IOCP supports remove mode, which is described in the section “Remove and (4( )
Non-Remove Modes” on page 76, but only for ports operating in basic mode. ‘{ j

Host programs should issue read buffer commands and unsolicited read modified
commands only to a port operating in basic mode. Because of timing
considerations, the host should issue these commands only when the destination is
on a Series/ 1 that is attached to the host. If the port is not in basic mode, the host
receives the message X7D4040’.

The IOCP does not support the diagnostic read command.

The IOCP does not support the sending of multiblock messages to the host. It
handles each message sent to an emulated terminal station as a single complete
message.

The IOCP does not provide any message mapping services except as described for
record mode output. If the data going to the host is to be processed by any host
mapping services, the appropriate 3270 orders must appear in the data stream.
Messages created by real 3270 devices or by 4978/4980/3101/7485 devices as
supported by the Communications Facility are formatted correctly. If a user
program creates messages, it must format those messages correctly.

106 Communications Facility Design and Installation Guide



2

The IOCP does not save the last message sent to the host. Therefore, if a read by
the host fails, any retry is the responsibility of the program that manages the station
that is communicating with the host:

o If the host is communicating with is a local Series/1 terminal, input data is
available for retry until a write command is received or until the terminal user
presses RESET and enters new data.

« If the host is communicating with a real 3270 device, input data is available for
retry in the device’s hardware buffer. The time that it takes to retransmit the
data will probably cause the channel to time-out. It it does, a user application
between the channel attach and 3270 control IOCPs is required.

« If the host is communicating with an application program, the user application
must provide the function of saving the message.

« If the host is communicating with a terminal on a downstream Series/1, a user
application between the channel attach IOCP and the downstream Series/1
can be written if message saving is required.

» If the host is communicating with the program dispatcher, a user application
between the host and the channel attach IOCP is required, because the
program dispatcher does not save transactions for retransmission. If the
program dispatcher receives a read buffer or read modified command, it
discards the command because the command isn’t a transaction.

Performance Considerations

When a host application sends data too rapidly to the Series/1 through the channel
attachment, the attachment may time out. To avoid this, the Series/1 should pace

the host program. Any convenient pacing technique may be used; such as, sending

an acknowledgement from a Series/ 1 application to the host.

Defining the channel attach terminal station as disk-queued or linking the station to
a disk-queued station is a good method to avoid filling the Communications Facility
buffer pools during large and high-speed transmissions of data. However, the
additional overhead of disk I/O may cause time-outs during those transmissions.
To avoid this problem, position $.SYSNET and the disk-queue data sets to promote
the quickest retrieval. The following suggestions are listed in order of
effectiveness:

« Locate $.SYSNET on a fixed-head disk.
« Locate $.SYSNET and the disk-queue data sets on different devices.
» Locate $.SYSNET and the disk-queue data sets close together on one device.

If you still have time-out problems, try pacing the host transmission.

When possible, the channel attachment feature card should be located adjacent (or
as close as possible) to the processor card or cards. This technique minimizes time
delays in processing channel attachment 1/0.

If most of your messages are short ones, it may seem to you that the channel is
busy for an excessive amount of time. This is because the Series/1 channel
attachment card, unlike the real 3272 control unit, is an unbuffered device. This
requires the channel to stay in a busy state from the time the host issues an I/O
command until the data transfer is complete and the attachment presents
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channel-end and device-end to both the host and the Series/ 1. The same sequence
is required for short as well as long messages; therefore, you might notice its effect
more when the messages are short. A

Unsolicited read commands may cause time-outs unless you provide a program to
handle them, as discussed in the section ‘“Restrictions’ on page 106. Some host
systems issue an unsolicited read command because their buffer is shorter than the
message sent from the Series/1. If you experience time-outs on long messages, and
your host system allows you to control the size of its buffers, increase the buffer
size to that of the longest message sent from the Series/1 (plus the size of any host
access method headers).

O
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3270 Emulation IOCP, $.I00AE0

@ The 3270 emulation IOCP allows you to connect a Series/1 and a host processor in
such a way that the Series/1 appears to the host as a 3271 model 2 control unit
with terminals and printers. The connection is a leased or switched binary
synchronous communications (BSC) line, operating in multipoint mode. The IOCP
can manage multiple connections to the same or different host processors. There
may be one emulated control unit and up to 32 emulated terminals and printers
associated with each communication line.

Data passing between the Series/1 and the host is in 3270 data stream format,
using standard BSC multipoint protocol.

Applications running in the host communicate with the Series/ 1 the same way that
they communicate with an actual 3270/BSC remote system, as described in the
3271 Guide.

You can use the IOCP in these ways:

¢ For communication between host programs and terminals or printers attached
to the Series/1. See example 1 in the chapter “Sample Configurations” on
page 269.

« For communication between host programs and Series/1 programs.

« For communication between Series/1s, when the 3270 emulation IOCP is
running in one Series/1 and the 3270 control IOCP ($.I00ACO0) is running in
Y another Series/1. See example 7 in the chapter “Sample Configurations” on
C’ page 269. The example explains how a message is routed from its origin in
one node to its destination in another node.

The host computers with which the Series/1 may be connected are IBM:

o Series/1

« System/370
e  30xx series
e 4300 series
« 8100 series

e System/3
« System/34
« System/7

Hardware Requirements

Use of this IOCP requires a Series/1 BSC adapter (feature number 2074, 2075, or
2093/2094), or a multifunction attachment (feature number 1310).
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Strap the BSC adapter (jumpers on or off) as follows, according to the type of

connection:
DTR NoRing Multipoint
Inhibit Tributary
Leased Line on on on
Switched Manual on on on
Switched Auto-Answer off off on

You must also strap the multipoint address with the host polling address for this
tributary. If you want the adapter to respond to a remote IPL, bit O of the address
must be strapped on, so the host polling address must be ‘Cn’ or ‘Dn’.

You may need to install other jumpers, depending on the type of modem, as
explained in the Binary Synchronous Features Description.

A multifunction attachment does not require strapping. Instead you specify the

polling address in the POLL operand of the EDX BSCLINE statement. For
example:

POLL=(C2).

EDX Requirements
Include EDX BSC support in the EDX supervisor. Use the BSCLINE statement to

define each BSC line. Specify TYPE=MT if the line is leased, TYPE=SM if the
line is switched manual, or TYPE=SA if the line is switched auto-answer.

Station Definitions
Define stations to represent:
« The IOCP. Name=3$.IO0AEQ, type=user.
« Each BSC line. Type=line, subtype=3271E.
« One emulated control unit for each line. Type=terminal, subtype=3271.

« From 1 to 32 emulated terminals or printers for each line. Type=terminal,
subtype=3277 (terminal) or 3286 (printer).

Link each station that represents an emulated terminal or printer with a station that
represents a real terminal or printer or an application program. No links are
required for the line stations or the stations that represent control units.

IOCP Operation Overview

The 3270 emulation IOCP consists of one main task and a subtask for each started
line station. The main task processes commands to stop or halt the IOCP and
commands to start, stop, or halt line stations. Each line subtask processes data
received from the host and messages sent to the terminal stations associated with
the line station.
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The IOCP acts as a multipoint tributary station, responding to polling and selection
sequences received from the host. It can operate in a general poll or specific poll
environment. When the IOCP receives a general poll, it processes pending output
for each terminal station associated with the line station. It retrieves messages
from the terminal stations’ queues and sends them to the host. When the IOCP
receives a specific poll, it processes pending output only for the terminal station
with the specified polling address.

If the host issues only specific polls, you shouldn’t start terminal stations that won’t
be polled. If messages are sent to terminal stations that are never polled and the
messages are queued in storage, the message buffer pool can fill up, leaving no
room for messages for other stations.

When the IOCP receives a selection sequence, it locates the terminal station with
the specified selection address. It then receives one or more blocks of data from
the host and sends each one as a Communications Facility message, specifying the
terminal station as the origin. If the IOCP has a direct link vector, it specifies that
station as the destination; otherwise, it specifies a null destination.

Messages from the Host

3270 Commands

Basic Mode Input

Each block of data received from the host must begin with X‘0227° (STX/ESC) or
X‘100227’ (DLE/STX/ESC) followed by a 3270 command code. If a block
begins with DLE, the IOCP removes the DLE before processing the data.

The only control command accepted is the erase all unprotected command.

Three write commands are accepted: write, erase write, and erase write alternate.
These commands require that a write control character immediately follow the
command code.

Two read commands are accepted for terminal stations in basic mode: read
modified and read buffer. Both of these commands solicit terminal input. The
IOCP sends the read command to its destination, receives the next message from
the emulated terminal station’s queue, and sends this message on to the host as a
response to the read command.

If the response does not arrive within a certain period of time, the IOCP terminates
the request by sending an EOT to the host. The IOCP waits for a maximum of ten
intervals of 500 milliseconds each, for a total time of five seconds. You can use the
CP F TIMEOUT command to set a different interval for a 3271E line station.

If the selected terminal station is in basic mode, the IOCP sends the message
unchanged to its destination (except for removing an initial DLE).
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Record Mode Input

Printer Operation

If the selected terminal station is in record mode, the. IOCP reformats the data A
received from the host before sending it to its destination. The IOCP removes the
following control information from the data:

e The last byte (ETX)
e The first 4 bytes (STX, ESC, command code, write control character)
o The fifth through seventh bytes, if the fifth byte is SBA (set buffer address)

o The eighth and ninth bytes, if the fifth byte is SBA and the eighth byte is SF
(start field).

When the IOCP receives data for an emulated printer station, with the start printer
bit on in the write control character, it sends the message to its destination and
then sends a WACK to the host, which indicates that the printer is busy. The host
will not send more data for the printer until it receives a device end status message,
which indicates that the printer is again ready. (If the host does select the printer
again before receiving device end, it will receive a device busy status message.)

The program that manages the real printer to which the emulated printer is linked is

responsible for sending a device end status message to the emulated printer station

when the print operation is complete. When the IOCP retrieves the device end

status message from the printer station’s queue, it turns off its indicator that the —
printer is busy and sends the status message on to the host. (})

The program that manages the real printer is also responsible for retrying a print
operation when the printer is not ready. The IOCP assumes that a print operation
will complete successfully once it has sent the data to its destination. If the
program that manages the real printer sends back an intervention required status
message, the IOCP ignores it.

The IOCPs that manage printers retry print operations, when necessary, and send
the required device end status message. If you write an IOCP to manage printers
or an application program that processes data for emulated printers, you must do

the same. The format of a status message is:

« A 4-byte heading: SOH (X‘01’)/%/R/STX (X‘02’)

o 2 bytes for the control unit and device address, which the 3270 emulation
IOCP fills in :

+ The 2-byte status/sense code; X‘C240’ for device end

« ETX (X‘03).

112  Communications Facility Design and Installation Guide



C

Messages to the Host

Binary Output

Basic Mode Output

Record Mode Output

3270 Status Messages

The IOCP sends the host data messages that were sent to terminal stations. The
messages may contain binary data, basic mode data, or record mode data. The
IOCP also sends 3270 status messages to the host.

If a message begins with DLE (X‘10’), the IOCP inserts the terminal station’s
polling address in the third and fourth bytes, removes ETX (X‘03), if there is one,
from the end, and sends the message to the host with a BSC transparent write
command. The host program is responsible for handling the data, deblocking it if
necessary.

If a message begins with STX (X‘02’), the IOCP assumes that it is a correctly
formatted 3270 data stream. The IOCP inserts the terminal station’s polling
address in the second and third bytes. If the last byte of the message is ETB
(X*26), it replaces the ETB with ETX. If the last byte is neither ETB nor ETX, it
appends an ETX. If the message is longer than 256 bytes, the IOCP sends it to the
host in multiple blocks.

If a message doesn’t begin with DLE or STX, the IOCP formats it as a 3270 data
stream before sending it to the host. It appends an ETX to the end of the message
and the following 6 bytes to the beginning of the message:

X‘02’ STX

X‘4040’ Control unit and device address
XD’ ENTER key attention ID

X‘4040’ Cursor location (row 1, column 1)

The IOCP then handles the reformatted message as described for basic mode
output.

The IOCP sends 3270 status messages to the host to report error and exception
conditions, as a real 3271 control unit does. The IOCP sends status messages to
report conditions it detects. It also sends status messages that it retrieves from
terminal stations’ message queues. It detects status messages by the fact that they
begin with SOH (X‘01”). It sends status messages in response to a general or
specific poll, according to the status condition.

The 3270 status/sense codes for conditions detected by the IOCP are:
Command Reject (X‘4060’): The IOCP received an invalid or unsupported 3270
command from the host, or it received a read command for a terminal station in
record mode.

Device Busy (X‘C840’): The IOCP received and processed a message for an

emulated printer, with the start printer bit on in the write control character. It has
not yet received device end status from the corresponding real printer.
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Restrictions

Device End (X‘C240°): The status of a terminal station has changed from inactive
to active. That is, the station has just been started or was stopped and then
restarted.

Intervention Required (X‘4050°): The IOCP received a specific poll with an
undefined polling address, or it received a selection sequence for a terminal station
that is stopped (its status is inactive), or it received a 3270 read command for a
terminal station that has no active direct link.

Operation Check (X‘40C1’): The IOCP received data from the host that did not
begin with X‘0227’ or X‘100227".

The IOCP does not support the 3270 copy command.

The IOCP supports the chaining of write-type commands to a limited extent. Each
chained write command that includes data should have an SBA (set buffer address)
order immediately following the write control character. This restriction applies
because the IOCPs that manage real terminals and printers don’t keep track of the
current buffer address between write commands.

The IOCP does not accept multiblock messages for the host. It handles each
message sent to an emulated terminal station as a single complete message.

The IOCP does not provide any message mapping services except as described for

record mode output. If the data going to the host is to be processed by any host

mapping services, the appropriate 3270 orders must appear in the data stream.

Messages created by real 3270 devices or by 4978/4980/3101/7485 devices as U
supported by the Communications Facility are formatted correctly. If a user

program creates messages, it must format those messages correctly.

The IOCP can be used only in a normal (EBCDIC) data mode, except when the
host system supports transmission of binary data. Only EBCDIC data can be
transmitted to or from the Series/1 when you’re using IMS or CICS 3270 terminal
support.

The IOCP does not save the last message sent to the host. It expects that the host
will solicit input by polling, as is recommended for remote 3270 configurations. If
the host issues read commands (read modified or read buffer) to request
retransmission of the prior message, the response to those commands is the
responsibility of the program that manages the station that is communicating with
the host:

« If the host is communicating with a Series/1 terminal or a real 3270 device,
input data is available for retransmission until a write command is received or
until the terminal user presses RESET and enters new commands.

« If the host is communicating with an application program, the user application
must be prepared to retransmit the prior message if a read command is
received.

« If the host is communicating with a program dispatcher, a user application
between it and the IOCP is required. The program dispatcher discards a read @
buffer or read modified command because it is not a transaction.
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Series/1-to-Series/1 BSC I0CP, $.100A10

The Series/ 1-to-Series/1 BSC IOCP manages communication between two
Series/ 1s connected by a leased or switched binary synchronous communications
(BSC) line, operating in point-to-point mode. The IOCP can manage multiple
connections to different Series/ 1s.

You can use the IOCP in these ways:

« To send messages from stations in one Series/ 1 to stations in another Series/1
where $.I0O0A10 is running. See example 6 in the chapter “Sample
Configurations” on page 269. The example explains how a message is routed
from its origin in one node to its destination in another node.

« To IPL a remote Series/1 that is connected to the BSC line and strapped for
remote IPL.

« To enable a remote Series/1 that is connected to the BSC line to access disks
attached to the local Series/1. The remote Series/1 must have remote disk
support in the EDX supervisor, but the Communications Facility need not be
running.

Hardware Requirements

EDX Requirements

Use of this IOCP requires a Series/1 BSC adapter (feature number 2074, 2075, or
2093/2094), or a multifunction attachment (feature number 1310).

Strap the BSC adapter (jumpers on or off) as follows, according to the type
connection:

DTR NoRing Switched Line Multipoint
Inhibit (MP address bit 7)  Tributary
Leased Line on on off off
Switched Manual on on off off
Switched Auto-Answer off  off on off

If you want the adapter to respond to a remote IPL, strap bit 0 of the multipoint
address.

You may need to install other jumpers, depending on the type of modem, as
explained in the Binary Synchronous Features Description.

Include EDX BSC support in the EDX supervisor. Use the BSCLINE statement to
define each BSC line. Specify TYPE=PT if the line is leased, TYPE=SM if the
line is switched manual, or TYPE=SA if the line is switched auto-answer.
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Station Definitions

Define stations to represent: Ay

The IOCP. Name=$.I00A10, type=user.

o The local end of each BSC line. Type=line, subtype=CPU.

¢ The remote end of each BSC line. Type=line, subtype=CPU.
« Each remote station to which local stations will send messages.

Link each remote line station to its corresponding local line station. Link the other
remote stations as required for the communication you want. Be sure that each
node has a unique node assignment and that the network address of each remote
station is the same as the network address of the corresponding real station in the
remote node.

IOCP Operation Overview

Restrictions

The IOCP consists of one main task and a subtask for each started line station.
The main task processes commands to stop or halt the IOCP and commands to
start, stop, or halt line stations. Each line task processes data read from the line
and messages that the message dispatcher has placed on the line station’s queue.

Except for the sending of an IPL bootstrap, exchange of messages does not begin
until both IOCPs (one in each Series/ 1) are started and have established
communication with each other. Thereafter, they operate in full conversational
mode, writing and reading messages.

When a message is placed on the line station’s queue, the IOCP writes the entire (\W\
message (header and data) directly from the message buffer pool. The IOCP )/
writes it as transparent data, replacing the first 2 bytes of the message header with

DLE/STX (X‘1002’). When the line station’s queue is empty, the IOCP writes

just DLE/STX to maintain synchronization with the other IOCP.

When the IOCP reads a message (not just DLE/STX) from the BSC line, it
obtains a work area from the message buffer pool, moves the message to the work
area, and sends it to the message dispatcher. The message dispatcher dispatches
the message according to the destination information in the message header.

The IOCP must run in the same partition as the Communications Facility control
program ($.CFS or $.CFD).

You can have only one active BSC point-to-point connection, Local
Communications Controller connection, or X.25 connection through circuit
stations with usage CF between two Series/ 1s.
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Point-to-Point IOCP, $.100A20

The point-to-point IOCP manages communication between a Series/ 1 and the
following IBM 2770 and 3741-like point-to-point devices:

¢ 6640 Ink Jet Printer

6670 Information Distributor

Office System/6 Information Processor
Displaywriter

5520 Administrative System

5280 Distributed Data System

» System/23 Datamaster

e Another Series/1

The connection can be a leased or switched binary synchronous communications
(BSC) line, operating in point-to-point mode. The IOCP can manage multiple
connections to the same or different devices.

You can use the IOCP in these ways:
» To exchange data with one of the devices listed above.

+ To send documents from one device, such as a Displaywriter, to another
device, such as a 6640 printer, through the Series/1. Connect each device to
the Series/1 with a point-to-point BSC line and link the line stations to each
other.

« To send documents from multiple devices to a single destination device through
the Series/1. You must provide an application program to prevent documents
from being interspersed at the destination.

Hardware Requirements

Use of this IOCP requires a Series/1 BSC adapter (feature number 2074, 2075, or
2093/2094), or a multifunction attachment (feature number 1310).

Strap the BSC adapter (jumpers on or off) as follows, according to the type of
connection:

DTR NoRing Switched Line Multipoint
Inhibit (MP address bit 7) Tributary
Leased Line on on off off
Switched Manual on on off off
Switched Auto-Answer off off on off

You may need to install other jumpers, depending on the type of modem, as
explained in the Binary Synchronous Features Description.
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EDX Requirements

Station Definitions

Include EDX BSC support in the EDX supervisor. Use the BSCLINE statement to
define each BSC line. Specify TYPE=PT if the line is leased, TYPE=SM if the
line is switched manual, or TYPE=SA if the line is switched auto-answer.

Define stations to represent:

e The IOCP. Name=$.I00A20, type=user.
o Each BSC line. Type=line, subtype=PTPT.

Link each line station to the station that is to receive the data sent by the remote
device.

IOCP Operation Overview

Input Operations

Basic Mode Input

Record Mode Input

The point-to-point IOCP consists of one main task and a subtask for each started
line station. The main task processes commands to stop or halt the IOCP and
commands to start, stop, or halt line stations. Each line task processes data read
from the line and messages sent to its line station’s queue.

The IOCP retrieves a message from a line station’s queue and writes it to the BSC
line with a write conversational instruction. If the IOCP receives text in response,
it sends the data as a Communications Facility message, specifying the line station
as the origin. If the IOCP has a direct link vector, it specifies that station as the
destination; otherwise, it specifies a null destination.

After sending all output messages, the IOCP checks the line for input. If it receives
data, it processes the data as already described. It continues with alternating
output and input operations until the line station is stopped or halted.

The IOCP handles input data according to whether the line station is in basic mode
or record mode and whether the data is transparent or not.

If the line station is in basic mode, the IOCP sends the data without modification to
its destination.

If the line station is in record mode and the data is transparent (it begins with
DLE/STX, X‘1002’), the IOCP sends the data without modification to its
destination. The IOCP also issues a warning log message to report that it received
transparent data for a station in record mode.

If the data is not transparent, the IOCP removes the first character (STX) and the
last character (ETB or ETX) from the data before sending it to its destination.
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Output Operations

Basic Mode Output

Record Mode Output

Restrictions

)

The IOCP handles output data according to whether it is basic or record mode data
and whether the line station is in transparent mode or not.

The data is basic mode data if it begins with DLE/STX (X‘1002’) or STX. The
IOCP handles multiple-block or single-block basic mode data.

In multiple-block data, each block except the last one ends with ETB (X‘26°).
After sending the first block, the IOCP retrieves the next message from the line
station’s queue and sends it. (If the queue is empty, it waits until a message
arrives.) It continues this process until it has sent the last block. If the last block
doesn’t end with ETX (X‘03’), the IOCP appends an ETX before sending it.

Single-block data is data that doesn’t end with an ETB. If the last byte isn’t an
ETX, the IOCP appends an ETX before sending the data.

If the data doesn’t begin with DLE or STX, the IOCP appends BSC control
information before sending it. If the line station is in transparent mode (XON), the
IOCP appends DLE/STX to the beginning of the message. If the line station is
not in transparent mode (XOFF), the IOCP appends STX to the beginning of the
message and ETX to the end of the message.

You can use the point-to-point IOCP for communication between Series/1s, but it
is not as efficient as the Series/1-to-Series/1 IOCP ($.I00A10).

If you use this IOCP for communication between Series/1s with the program
dispatcher, you must set record mode and transparency on for the line station in

each cell.

If you transmit large amounts of data with this IOCP, you should assign a disk
queue to the line station so as to avoid flooding the message buffer pool.
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C 3101 IOCP, $.1006F0

The 3101 IOCP allows you to use 3101 terminals (models 12, 13, 22, and 23),
3161, 3163 or 3164 terminals in 3101 emulation mode, and IBM PCs running in
3101 emulation mode as if they were 3277 model 2 terminals. The IOCP,
$.JO06F0, manages communication with 3101 terminals connected to the Series/1
by a feature programmable communications adapter, a multifunction attachment,
or a 4950/5170-495 terminal/host adapter.

You can use the IOCP in these ways:
o For communication between 3101 terminals and host programs to which the
Series/1 appears to be a 3270 system. See example 2 in the chapter “Sample

Configurations” on page 269.

« For communication between 3101 terminals and Series/1 programs. See
example 5 in the chapter “Sample Configurations” on page 269.

Hardware Requirements

Use of this IOCP requires one of these attachment features:

o Feature programmable communications adapter (feature number 2095/2096
or feature number 2095/RPQ D02350). Up to eight 3101s can be attached
locally or remotely with feature number 2095/2096. Up to eight 3101s can be
attached locally with an RS422A electrical interface using feature number
2095/RPQ D02350. When any of the terminals are being used as
Communications Facility terminals, the one at subaddress 0 must be active; the
station that represents it must be started first and stopped last. (Subaddress 0
is the device address that is a multiple of 8.)

« Multifunction attachment (feature number 1310). Up to four 3101s can be
attached. Any of the four can be attached locally with an RS422A electrical
interface; this interface supports only models 13 and 23. Alternatively, the
3101 at the base address can be attached locally or remotely with an RS232C
electrical interface; this interface supports all models.

o A terminal/host adapter is required for the 4950 or the 5170-495. On the
4950, up to four terminals can be attached locally to the terminal/host adapter
using an RS422A electrical interface. One terminal can be attached locally or
remotely to the Personal Computer Asynchronous Communications Adapter
(feature number 1502074) using an RS232C electrical interface.

On the 5170-495, up to four terminals can be attached locally to the
terminal/host adapter using an RS422A electrical interface. Up to two
terminals can be attached locally or remotely to the terminal/host adapter
using an RS232C electrical interface.

You must set the 3101 setup switches according to the type of attachment and
whether you’re using the 3101 as an EDX terminal or a Communications Facility
terminal. Descriptions of the setup switches are in the 3101 Display Terminal
Description manual. Figure 21 on page 122 shows required and recommended
switch settings, assuming a bit rate of 9600. The 32 switches are shown in groups
of 8; each number (1-8) represents a switch. A letter above the number of the
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Feature Programmable Communications Adapter or Multifunction Attachment

Communications Facility Terminal

FI I I II I X s L S
1-2-3-4-5-6-7-8 1-2-3-4-5-6-7-8 1-2-3-4-5-6-7-8 1-2-3-4-5-6-7-8
IIM X1I X ITII I1I I XIIXX S’S S S
Feature Programmable Communications Adapter or Multifunction Attachment
EDX Terminal
BRFI I X XX I X X s S S S
1-2-3-4-5-6-7-8 1-2-3-4=5-6-7=8 1=2-3-4=5-6-7-8 1-2-3-4-5-6-7-8
Cc M XI X IIT1I I1I I IIXX S S S Ss
4950/5170-495 Terminal/Host Adapter
Communications Facility Terminal

I I I II I X S S S S

1-2-3-4-5-6-7-8 1-2-3-4-5-6-7-8 1-2-3-4-5-6-7-8 1-2-3-4-5-6-7-8
III X I X II1I I1I I XIIXX s s S S
4950/5170-495 Terminal/Host Adapter
EDX Terminal
B R I I X XX I X X S S S S
1-2-3-4-5-6-7-8 1-2-3-4-5-6=7-8 1-2-3-4=5-6-7-8 1-2-3-4-5-6-7-8
C I X1I X II1I I1I I IIXX S S S S

B = Device is defined to EDX as a block mode device.

C = Device is defined to EDX as a character mode device.

F = Feature programmable communications adapter or multifunction
attachment with LMODE of PTTOPT, SWITCHED, or LOCAL.

I = Must be in the position shown.

M = Multifunction attachment with LMODE of RS422,

R = Must be in the position shown for a character mode device;
can be in either position for a block mode device.

S = Depends on line speed used. 9600 bps is shown.

X = May be in either position, but X is recommended.

Figure 21. 3101 Setup Switches

corresponding switch indicates that the switch is up, and a letter below the number
indicates that the switch is down.

Use Figure 22 on page 123 as a guide to setup a 3161, 3163, or 3164 device in
3101 emulation mode.
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Word Length (bits)
Response Delay (ms)
Break Signal (ms)

Terminal ID:

SETUP MENU
Machine Mode IBM 3101
Operating Mode ECHO
Main Port Auxiliary Port
Interface RS-232C |
Line Control PRTS
Line Speed (bps) 9600 9600
Parity SPACE SPACE
Turnaround Character CR
Stop Bit 2 2

7 E 8
100
500

(Up to 20 alphanumeric characters are allowed.)

Figure 22. 3161/3163/3164 Device Configuration Menu

where:

Specify ECHO for use as a Communications Facility terminal. Specify
CHAR or BLOCK for use as an EDX terminal as defined in your EDX
terminal definitions.

Specify RS-232C for a feature programmable communications adapter or a
multifunction attachment with LMODE of PTTOPT, SWITCHED, or
LOCAL. Specify RS-422A for a 4950 or a 5170-495 Series/1 system unit,
Terminal/Host Adapter or a multifunction attachment with LMODE of

RS422.

Depends on line speed. 9600 bits per second is shown.

Specified for IBM 3161 only.

Figure 23 shows the recommended configuration for the selection line for a
3161/3163/3164 terminal running as a Communications Facility device.

SCROLL=OFF RETURN=CR LINE WRAP=ON AUTO LF=OFF SEND=LINE NULL SUPP=OFF

Figure 23. 3161/3163/3164 Selection Line
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EDX Requirements

Station Definitions

You must strap the feature programmable communications adapter to match the
3101 configuration, as explained in the EDX Installation and System Generation
Guide.

You must jumper the interface as either an EIA (RS-232C) interface or a TTY
(20mA current loop) interface. The other jumpers that you may need to modify
are the request to send (RTS) jumper, the data terminal ready (DTR) jumper, and
the data carrier detect (DCD) jumper. You must also jumper the line speed range
appropriately.

No strapping is required for the multifunction attachment or the terminal/host
adapter on the 4950 and 5170-495. The EDX supervisor definition statements
ADAPTER and TERMINAL or CFTERM define the 3101 configuration.

If you are using a remote connection, refer to your modem guide for the possible
switch settings on your particular modem. Most modems provide switch settings
for data terminal ready (DTR), auto-answer (AA), and carrier detect (CD).
Depending on the modem you use, you may need to modify the carrier detect
switch setting on the Series/1 modem to enable the remote 3101 to make a
connection. See Appendix A, “Configuring and Connecting 3101 Display
Terminals” on page 452.1 for information on how to connect a 3101 to $.I006F0.

3101s on a terminal/host adapter or a feature programmable communications
adapter require no EDX support if you plan to use them only as Communications
Facility terminals. If you’re also going to use them as EDX terminals or as
Communications Facility work session controller terminals, include EDX terminal -
support in the EDX supervxsor, and use the TERMINAL statement to define each
3101.

For 3101s on a multifunction attachment, include EDX multifunction attachment
support in the EDX supervisor, and use the ADAPTER statement to define the
attachment. If you plan to use the terminals only as Communications Facility
terminals, use the Communications Facility CFTERM instruction to define each
3101; no EDX support is required. If you’re also going to use them as EDX
terminals or as Communications Facility work session controller terminals, include
EDX terminal support in the EDX supervisor, and use the TERMINAL statement
to define each 3101.

You must include EDX unmapped storage support in the EDX supervisor.

Define stations to represent:

¢ The IOCP. Name=$.I006F0, type=user.

o FEach 3101. Type=device, subtype=3101F.

When you define a 3101 device station to the Communications Facility, specify
auto-answer OFF if you have a local connection, or specify auto-answer ON if you

have a remote connection. Specify a bit rate to match the attachment card line
speed, the modems (if any), and the bit rate setting on the 3101.
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If you have defined the 3101s to EDX, use station names that are different from
the EDX terminal names.

Link each device station with a station that represents an emulated terminal or an
application program.

Supporting Multiple 3101s

The IOCP can manage muitiple 3101s concurrently. Although the 3101 operates
in interrupt-per-character mode, the instruction path length through the interrupt
handling code is generally short enough so that there is minimal interference with
the operation of other 3101s and with any batch work. The exact number of
devices that can be supported depends on processor speed, 3101 line speed,
available processor storage, and other tasks being executed concurrently.

The amount of available mapped and unmapped storage and the size of $.I006F0’s
dynamic storage area are the limiting factors in determining the number of 3101s
that can be managed by $.IO06F0. See “Planning Storage Requirements” on
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page 213 for a discussion on determining the amount of processor storage and
dynamic storage required to support multiple 3101s.

w IOCP Operation Overview

The 3101 IOCP consists of a main task and a subtask for each started device
station. The main task processes commands to stop or halt the IOCP and
commands to start, stop, or halt device stations. Each device subtask processes
data received from a 3101 and messages sent to the station that represents that
3101.

The IOCP makes the 3101 appear as a 3277 to the operator and to the programs
that communicate with the terminal. Although the 3101 is an unbuffered device,
the IOCP makes it appear as a buffered device. Device buffering is done in
Series/ 1 processor storage, using the unmapped storage management facilities of
EDX.

Figure 24 summarizes the 3270 functions and the level of support that the 3101
IOCP provides. For more information about these functions, see the 3271 Guide.

Supported
Function Yes No

Remote Command Codes

Write (F1)

Erase/write (F5)
Erase/write alternate (7E)
Read buffer (F2)

0 Read modified (F6)
Copy (F7)
Erase all unprotected (6F)

Ko R X

Write Control Character
Reset MDT
Keyboard restore
Sound alarm
Start printer
Define printout format X

X

Printer Control Orders

o

Buffer Control Orders
Start field (SF) X
Set buffer address (SBA) X

Figure 24 (Part 1 of 2). 3270 Functions Supported on 3101

4 The start printer bit causes the screen to be printed at the 3102 printer attached to the
; 3101. This applies only to a 3101 model 2n.

5 Printer control orders display on a 3101 the same as they do on a 3277.
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Input from Terminals

Figure 24 (Part 2 of 2).

Function

Insert cursor (IC)

Program tab (PT)

Repeat to address (RA)

Erase unprotected to address (EUA)

Attributes

Protected/unprotected

" Alpha/numeric

Automatic skip
High/normal intensity
Non-display
Selector-pen detectable
Modified data tag

Keyboard

ENTER
PF1-PF12
PA1-PA3
CLEAR
ERASE EOF
ERASE INPUT
DEL

RESET

FM (field mark)
DUP

INS MODE
TEST REQ
CURSR SEL
Cursor movement
Lowercase alpha

Card reader

Selector pen

A high-intensity field displays at normal intensity.
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3270 Functions Supported on 3101
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The IOCP reads input from a 3101 and holds it in a device buffer in processor
storage. When the operator presses a program attention key (see the section “3101
Keyboard” on page 127), the IOCP formats the input data as a 3270/BSC data
stream. The data stream is the same as if it had originated from a remote 3277
model 2 terminal in response to a 3270 read modified command.
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The IOCP sends the data as a Communications Facility message, specifying the
device station as the origin. If the IOCP has a direct link vector, it specifies that
station as the destination; otherwise, it specifies a null destination.

3101 Keyboard

Figure 25 on page 128 shows the 3101 keyboard as supported by the 3101 IOCP.
The corresponding key numbers for the 3161/3163 /3164 keyboards are shown
along with the 3101 key numbers. A description of the supported functions
follows. Pressing keys that have a legend of ‘“Ignored” causes the alarm to beep;
nothing is entered into the device buffer. Pressing keys that have a legend of
“Local Function” causes the indicated function, but no data enters the system.

| 3161/3163/3164 Keyboard
| Figure 26 on page 129 shows the 3161/3163/3164 keyboard as supported by the

| 3101 IOCP. The corresponding key numbers for the 3101 keyboard are shown
| along with the 3161/3163/3164 key numbers.
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Figure 25. 3101 Keyboard
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H U Press and hold the Ctrl to activate the function
Local function W\ shown on the front of this key.

| Figure 26. 3161/3163/3164 Keyboard
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3101/3161 Key Functions

(see the 3271 Guide):

The following keys correspond to the keys on the 3277 display station keyboard @

Cursor movement keys
The following keys move the cursor. They don’t affect MDT bits.

— Cursor up, down, left, right (#58/88, 59/98, 79/97, 80/99)
— Tab key (#24/38)

— Backtab key (#23/54)

— New line key (#78/71)

— Home key (#37/32)

ERASE EOF key (#2/54)

When the cursor is located within an unprotected field, the ERASE EOF key
clears character locations from the cursor location to the end of the field to
nulls. It also sets the MDT bit to 1. The cursor does not move. When the
cursor is located at an attribute character or within a protected field, the
ERASE EOF key disables the keyboard. No character locations are cleared,;
the cursor does not move; and the MDT bit is not set.

ERASE INPUT key (#2/33)

This key clears all unprotected character locations to nulls, resets MDT bits to
0 in unprotected fields, and repositions the cursor to the first unprotected

character location on the screen. @

INS (Insert) MODE
Two keys on a 3101 keyboard provide this function:
— ENTER INSERT CHARACTER MODE key (#53/67)

This key puts the keyboard controls in insert mode. When the terminal
operator presses this key, the cursor blinks and the alarm beeps. When the
cursor is located within an unprotected field that contains null characters at
or beyond the cursor location, pressing an alphanumeric key causes a
character to be entered at the cursor location and sets the MDT bit to 1.
The character that was at the cursor location and all remaining non-null
characters in the field are shifted right one location. After all null
characters at or beyond the cursor location in the field are overwritten (or
if there were no null characters), pressing an alphanumeric key causes the
alarm to beep.

— EXIT INSERT CHARACTER MODE key (#54/68)

This key returns the keyboard controls to normal mode. When the
terminal operator presses this key, the cursor blinks and the alarm beeps.
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DEL CHAR key (#17/32)

‘When the cursor is located within an unprotected field, the DEL key deletes
the character from the location occupied by the cursor and sets the MDT bit to
1. The cursor does not move.

When the cursor is located at an attribute character or is within a protected
field, the DEL key disables the keyboard. No character locations are cleared;
the cursor does not move; and the MDT bit is not set.

RESET Keyboard

Two keys on a 3101 keyboard provide this function:

—~ BREAK key (#18/16)
This key resets a disabled keyboard resulting from a condition that the
IOCP detected. ‘SYSTEM COMMAND’ on line 25 of the screen indicates
these conditions.

— RESET key (#84/93)
This key resets a disabled keyboard resulting from a condition that the
hardware detected. Messages such as ‘LOCK-SYSTEM COMMAND’
and ‘LOCK-REKEY’ on line 25 of the screen indicate these conditions.

FM (field mark) key (#35 or 43/15)

This key enters a unique character code into the device buffer and sets the
MDT bit to 1. The field mark character is X‘1E’; it displays as a semicolon (;).

The field mark function is provided by two keys in case one of the keys is used
for another purpose, such as a national character.

DUP key (#35 or 43/15)

This key enters a unique character code into the device buffer, performs a tab
key operation, and sets the MDT bit to 1. The DUP character is X‘1C’; it
displays as an asterisk (*).

The DUP function is provided by two keys with $.I006F0 in case one of the
keys is used for another purpose, such as a national character.

Program attention keys

The following keys terminate an input operation and disable the keyboard. An
attention identification (AID) character that identifies the key is generated, but
the MDT bit is not affected. The AID is included in the 3270 data stream that
results from the input operation.

— CLEAR key (#23/33)

The CLEAR key clears the device buffer to nulls, positions the cursor at
location 0, and resets all MDT bits.

—~ ENTER key (#16/30)
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— Program access keys 1, 2, 3 (#60/2, 61/3, 62/4)

— Program function keys 1-12 (#4/18, 5/19, 6/20, 7/21, 8/22, 9/23,
10/24, 11/25, 12/26, 13/27, 14/28, 15/29)

3101/3161/3163/3164 Key Functions

The following keys provide functions that are not available on a 3277 keyboard.

Program access key 6 (#42/7)

This key copies the contents of the screen to the EDX device defined as the
3101 station’s hardcopy device. If the station that represents the 3101 is in
non-display mode, lowercase characters are translated to uppercase for
printing. If the station is in text mode, lowercase characters are not translated.

STOP key (#19/8)

This key stops the 3101 as a Communications Facility terminal. If the 3101 is
defined to EDX, it becomes an EDX-only terminal; otherwise it is unavailable.
You should use this key to disconnect a 3101 terminal connected over a
switched line.

REFSH (refresh) key (#20/9)

This key displays the contents of the device buffer.

3101/3277 Keyboard Differences

Because of the physical differences between 3277 and 3101/3161/3163/3164
keyboards, two of the characters of the 3277 keyboard use different keys on the
3101/3161/3163/3164 keyboards. These characters are:

3277 3101/3161/3163/3164

¢ A (key #9/23)
- \ (key #36/51)

The character shown on the face of the key displays, but the IOCP enters the
equivalent 3277 character into the device buffer.

Uppercase/Lowercase Support

Two character sets are supported for the 3101: uppercase (mono) and
uppercase/lowercase (dual). The setting of the eighth setup switch (the
mono/dual switch) controls character set; up is dual, and down is mono.

When the keyboard is set to dual mode, key #3, key #57, and key #36 (upshift) are
active. Using these keys in mono mode causes ‘LOCK-MODE/SETUP CHECK’
to display on line 25 of the screen. Press the RESET key (#84) to reset the
keyboard.
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Overrun Considerations

Since the 3101 is unbuffered, overrun situations can occur. An overrun is most
likely to occur on 9600 bps lines when several operators simultaneously press
typamatic cursor movement keys, causing two characters of data to be sent down
the line for each keystroke. If an overrun does occur, the IOCP sends back an
audible beep to the overrun device, and ignores the character in error. The
keyboard may lock if characters are still being entered when the overrun is
detected, causing ‘LOCK-SYSTEM COMMAND’ to display on line 25 of the
screen. Press the RESET key (#84) to reset the keyboard. If ‘SYSTEM
COMMAND?’ persists after a reset, then press the BREAK key (#18). You can
then rekey the missed character, or, in the case of cursor movement, continue to
hold down the typamatic key.

Changing Keyboard Functions

You can change the functions of 3101 keys. To do so, you need to change the
input interrupt handler module (S$IO06F3) and, in some cases, the main module of
the IOCP (S$IO06F0).

The input interrupt handler processes each input character according to the
definition in table BRINDEX in module S$IO06FT. For $.1006F0, the BRINDEX
table is in module SSIO06FT. This table defines an index to branch table
BRTABLE for the 128 values of the ASCII character set. There are four general
groups of characters: numeric characters, alphabetic and other graphic characters,
ignored control characters, and supported control characters. The input interrupt
handler processes some of the supported control characters, and the main module
processes others. The main module refers to characters by names equated to hex
values. If you define different characters for functions processed in the main
module, you’ll need to change the EQU statements, which are located just before
the executable code.

These are the supported control functions:

ASCII Hex Function 3101 Key

00 Reset keyboard #18

07 Alarm

08 Enter #16

09 Tab #24

0B Enter insert mode  ALT/#53
0C Exit insert mode ALT/#54
0D New line #78

1B Escape #22

5B Field mark #35 (downshift)
5D Dup #35 (upshift)
7F Delete #17

The main module processes the reset keyboard and enter functions. The input
interrupt handler processes the other functions.
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When the input interrupt handler receives an escape character, it proceeds
according to the next character it receives. The main module processes these

€scape sequences:

ASCII Hex Function

1B31-1B39 PF1-PF9

O

3101 Key

ESC, #4-ESC, #12

1B30 PF10 ESC, #13
1B2D PF11 ESC, #14
1B3D PF12 ESC, #15
1B4B Erase input ALT/#2

1B4C Clear ALT/#23
1B61 PA1 ALT/#60
1B62 PA2 ALT/#61
1B63 PA3 ALT/#62
1B66 Hardcopy ALT/#42
1B67 Stop ALT/#19
1B68 Refresh ALT/#20

Note that PF1-PF9 must be contiguous values.

The input interrupt handler processes these escape sequences at label ESCOK:

ASCII Hex Function 3101 Key

1B41 Cursor up #58

1B42 Cursor down  #59

1B43 Cursor right #80

1B44 Cursor left #79 @
1B48 Home ALT/#37

1B49 Erase EOF #2

1B4A Back tab #23

1B55 Dup ALT/#43

1B56 Field mark #43

Any other escape sequence causes the alarm to beep.

Output to Terminals

The IOCP receives messages sent to device stations and interprets them as
3270/BSC data streams. It processes messages as a 3271 control unit does,
according to the 3270 command and orders in the data stream. It supports the

same commands as a 3271, except for the copy command. It discards any message
that contains a copy command.

If a message doesn’t begin with STX (X‘02’), the IOCP processes the message as a
write command with keyboard restore specified in the write control character.
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High-Intensity Fields

A 3101 operating in character mode doesn’t provide high-intensity display. You
might want to highlight high-intensity fields by displaying a special character
instead of a blank at the attribute character location. To do so, you’ll need to
change the EBCDIC-to-ASCII conversion table in the output interrupt handler
module. For $.IO06F0, the table is EBCD2ASC in module S$IO06FT.

By the time an attribute character is ready for display, bits 0, 1, and 6 are zero. A
value of X‘10’ for bits 4 and 5 defines high intensity. Therefore, the attribute
character for a high-intensity field has a hex value of 08, 09, 18, 19, 28, 29, 38, or
39. To display these attributes as other than blanks, define the ASCII value of the
character you want displayed in those positions of the table.

For example, to change EBCD2ASC to display a caret ( A\ ):

ORG EBCD2ASC+X'08'
DC X'S5ESE'
ORG EBCD2ASC+X'18'
DC X'5E5E’
ORG EBCD2ASC+X'28'
DC X'5ESE!
ORG EBCD2ASC+X'38'
DC X'5ESE!

Changing ASCII/EBCDIC Translation Tables

You can change the tables that the IOCP uses for translating terminal input from
ASCII to EBCDIC and terminal output from EBCDIC to ASCII. You may want
to do this, for example, to support your national character set.

There are three tables:

+« The EBCDIC to ASCII translation table
« The ASCII to EBCDIC translation table
« A branch index table.

The branch index table defines each ASCII value as an alphabetic character, a
numeric character, a supported control character, or an ignored value. The table
names and the modules in which they reside are:

$.JO06F0
Table Name Module
EBCDIC to ASCII EBCD2ASC S$IO06FT
ASCII to EBCDIC ASC2EBCD S$IO06FT
Branch Index BRINDEX S$IO06FT

For example, the codes for the U.S. character double quote (") are EBCDIC X‘7F’
and ASCII X‘22’. Suppose that EBCDIC X‘7F’ is instead a national character
whose ASCII code is X‘5C’. To support that character, change the tabies as
follows:

1. Change the ECBDIC to ASCII table at offset X“7F’ to the ASCII code, X‘5C’.
2. Change the ASCII to EBCDIC table at offset X‘5C’ to the EBCDIC code,
XTF,

Using the Supplied Input/Output Control Programs 135



|

3. Change the branch index table at offset X‘5C’ to X‘24’ to define the national
character as a numeric character or toX‘28’ to define it as an alphabetic
character.

There are special considerations if the ASCII code for a national character is X‘5B’
or X‘5D’. The IOCP associates these values with 3101 key #35 and interprets
them as a field mark and a dup key respectively. When you change the tables to
support those values as national characters, you lose the field mark and dup
functions.

$.I006F0 includes definitions that allow you to retain the field mark and dup
functions. Field FMEXTRA contains the ASCII code for field mark and is
associated with 3101 key #43. Field DUPEXTRA contains the ASCII code for
dup and is associated with 3101 key ALT/#43. Both of these fields are in module
S$IO06FT.

To support ASCII X‘5B’ and X‘5D’ as national characters, change the tables as
described above. Then make these changes to module S$IO06FT to redefine the

field mark and dup functions:

1. Change field FMEXTRA to any ignored ASCII value, such as X‘01’. (See
table BRINDEX to determine which values are ignored.)

2. Change fieild DUPEXTRA to any ignored ASCII value, such as X‘02.

3. Change table ASC2EBCD at offset X‘01’ to ‘FB’ (the internal EBCDIC code
for the field mark function).

4. Change table ASC2EBCD at offset X‘02’ to ‘FA’ (the internal EBCDIC code
for the dup function).

Restrictions
Do not cancel $.I006F0 using the EDX $C command. If you do, the unmapped

and mapped storage obtained by the IOCP is not returned to the system. Use CP
H $.I006FO0 to terminate the IOCP user station and its device stations.
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4978/4980 Data Stream IOCP, $.100670

The 4978,/4980 data stream IOCP allows you to use 4978 and 4980 terminals as if
they were 3277 model 2 terminals. $.I00678 is now called $.100670.

For 4978s, it uses an RPQ control store called the 4978 Data Stream Control Store
(D02428), which provides 3270 functions.

For 4980 terminals, the IOCP uses a control store, image store, and microcode
random access memory (RAM), which provide the 3270 functions.

You can use the IOCP in these ways:

« For communication between 4978/4980 terminals and host programs to which
the Series/1 appears to be a 3270 system. See example 1 in the chapter
“Sample Configurations™ on page 269.

« For communication between 4978/4980 terminals and Series/1 programs.

Hardware Requirements

EDX Requirements

Station Definitions

Data Set Requirements

For 4978s, this IOCP requires the 4978 keyboard RPQ D02056.

Include EDX terminal support modules in the EDX supervisor, and use the
TERMINAL statement to define each terminal.

For 4980s, include EDX 4980 power-on random access memory support in the
EDX supervisor.

Define stations to represent:

« The IOCP. Name=$.100670, type=user.
o Each 4978 or 4980 terminal. Type=device, subtype=4978.

When you define the device stations, use station names that are different from the
EDX terminal names. Link each device station with a station that represents an
emulated terminal or an application program.

For 4978s, this IOCP requires data sets $.RPQCS0 and $.RPQISO (the data stream
RPQ control and image stores), which are distributed with the Communications
Facility, and the standard 4978 control and image stores, $4978CS0 and $4978IS0,
which are distributed with EDX.

For 4980s, in addition to the data sets required for 4978s, this IOCP requires data

sets $4980CSA, $4980ISA, and $4980RO0A (control store, image store, and
microcode random access memory), which are distributed with the
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Communications Facility; and $4980CSO0, $4980IS0, and $4980R01, which are
distributed with EDX.

IOCP Operation Overview

The 4978/4980 data stream IOCP consists of a main task and a subtask for each

started device station. The main task processes commands to stop or halt the IOCP
and commands to start, stop, or halt device stations. Each device subtask processes
data received from a 4978/4980 and messages sent to the station that represents it.

When a device station is started, the IOCP enqueues on the terminal and loads the
data stream RPQ control and image stores for a 4978 or the control store, image
store, and microcode random access memory for a 4980. The IOCP and the data
stream support make the 4978 or 4980 look like a 3277 to the operator and to the
programs that communicate with the terminal.

When a device station is stopped, the IOCP loads the standard control and image
store for a 4978 or the standard control store, image store, and microcode random
access memory for a 4980. The IOCP then dequeues the terminal.

You can enter and display both uppercase and lowercase characters. For a 4978,
the relationship between the keyboard shift and the uppercase and lowercase
alphabets is defined by modes UL (upper/lower), LU (lower/upper), and UU
(upper/upper). When the 4978 station is in UL mode, downshift produces
uppercase letters and upshift produces lowercase letters. When the station is in LU
mode, downshift produces lowercase letters and upshift produces uppercase letters.
When the station is in UU mode, either shift produces uppercase letters.

‘e
.7

Input to numeric fields is validated when you enter it at the keyboard, as for a
3277. You can use 4978 or 4980 keys to enable and disable numeric field
validation. See the appropriate keyboard description for the location of these keys.

Field intensity (high, normal, or non-display) is as specified in the field attribute
character.

Figure 27 on page 139 summarizes the 3270 functions and level of support that

the 4978/4980 data stream IOCP provides. For information about these
functions, see the 3271 Guide.
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Supported

Function es No

o

Remote Command Codes
Write (F1)
Erase/write (F5)
Erase/write alternate (7E)
Read buffer (F2)
Read modified (F6)
Copy (F7)
Erase all unprotected (6F)

PR KK

Write Control Character
Reset MDT
Keyboard restore
Sound alarm
Start printer
Define printout format

ol

]

Printer Control Orders

Buffer Control Orders
Start field (SF)
Set buffer address (SBA)
Insert cursor (IC)
Program tab (PT)
Repeat to address (RA)
Erase unprotected to address (EUA)

el ool ol

Attributes
Protected/unprotected
Alpha/numeric
Automatic skip
High/normal intensity
Non-display
Selector-pen detectable X
Modified data tag

> 4 4

>

Keyboard
ENTER
PF1-PF12
PA1-PA3
CLEAR
ERASE EOF
ERASE INPUT
DEL
RESET
FM (field mark)
DUP
INS MODE

R R R R R R oo le

Figure 27 (Part 1 of 2). 3270 Functions Supported on 4978/4980-—Data Stream Mode

1 Printer control orders display on a 4979/4980 the same as they do on a 3277.

8 The 4978/4980 always skips over protected data during keyboard entry.

Using the Supplied Input/Output Control Programs 139



Input from Terminals

4978 Keyboard

Supported
Function Yes No
il
TEST REQ X W
CURSR SEL X
Cursor movement X
Lowercase alpha X
Card reader X
Selector pen X

Figure 27 (Part 2 of 2). 3270 Functions Supported on 4978/4980—Data Stream Mode

Input from the terminal is a 3270/BSC data stream. The data stream is the same
as if it had originated from a remote 3277 model 2 terminal in response to a 3270
read modified command. The IOCP sends the data stream as a Communications
Facility message, specifying the device station as the origin. If the IOCP has a
direct link vector, it specifies that station as the destination; otherwise, it specifies a
null destination.

J

Figure 28 on page 141 shows the 4978 keyboard as supported by $.100670.
Pressing keys that have a legend of “Local Function” causes the indicated function,
but no data enters the system.

'3
{

4978/3277 Key Functions

The following keys correspond to the keys on a 3277 display station keyboard (see
the 3271 Guide):

« Cursor movement keys
The following keys move the cursor. They don’t affect MDT bits.
— Cursor down, up, left, right (#146, 147, 168, 169)
— Tab key (#88 or 170)
— Backtab key (#103 or 127)
— New line key (#124)
— Home key (#126)
+ ERASE EOF key (#83)

When the cursor is located within an unprotected field, the ERASE EOF key
clears character locations from the cursor location to the end of the field to
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Figure 28. 4978 Keyboard—Data Stream Mode

nulls. It also sets the MDT bit to 1. The cursor does not move. When the
cursor is located at an attribute character or within a protected field, the
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ERASE EOF key disables the keyboard. No character locations are cleared;
the cursor does not move; and the MDT bit is not set.

« . ERASE INPUT key (#15)

This key clears all unprotected character locations to nulls, resets MDT bits to
0 in unprotected fields, and repositions the cursor to the first unprotected
character location on the screen.

« INS (Insert) MODE
Two keys on a 4978 keyboard provide this function:
~ INS MODE key (#104)

This key puts the keyboard controls in insert mode. When the terminal
operator presses this key, the cursor blinks. When the cursor is located
within an unprotected field that contains null characters at or beyond the
cursor location, pressing an alphanumeric key causes a character to be
entered at the cursor location and sets the MDT bit to 1. The character
that was at the cursor location and all remaining non-null characters in the
field are shifted right one location. After all null characters at or beyond
the cursor location in the field are overwritten (or if there were no null
characters), pressing an alphanumeric key causes the alarm to beep.

— RESET key (#125)

This key returns the keyboard controls to normal mode. When the
terminal operator presses this key, the cursor blinks and the alarm beeps.

+ DEL key (#105)

When the cursor is located within an unprotected field, the DEL. key deletes
the character from the location occupied by the cursor and sets the MDT bit to
1. The cursor does not move.

When the cursor is located at an attribute character or is within a protected
field, the DEL key disables the keyboard. No character locations are cleared;
the cursor does not move; and the MDT bit is not set.

« RESET KBD key (#37)
This key resets a disabled keyboard.

« FM (field mark) key (#67)

This key enters a unique character code into the device buffer and sets the
MDT bit to 1. The field mark character is X‘1E’; it displays as a semicolon (;).

+« DUP key (#102)
This key enters a unique character code into the device buffer, performs a tab

key operation, and sets the MDT bit to 1. The DUP character is X‘1C’; it
displays as *.
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4980 Keyboard

Program attention keys

The following keys terminate an input operation and disable the keyboard. An
attention identification (AID) character that identifies the key is generated, but
the MDT bit is not affected. The AID is included in the 3270 data stream that
results from the input operation:

— CLEAR key (#23)

The CLEAR key clears the device buffer to nulls, positions the cursor at
location 0, and resets all MDT bits.

— ENTER key (#81 or 106)
— Program access keys 1, 2, 3 (#3, 4, 6)

— Program function keys 1-12 (#17, 19, 20, 22, 39, 41, 42, 44, 61, 63, 64,
66)

4978 Key Functions

The following keys provide functions that are not available on a 3277 keyboard:

PAG key (#10)
This key copies the contents of the screen to the EDX hardcopy device.
STOP key (#12)

This key stops the 4978 as a Communications Facility terminal, and releases it
for use as an EDX terminal.

RESET NUMERIC EDIT key (#13)
This key turns off the numeric edit feature for numeric fields.
SET NUMERIC EDIT key (#35)

This key turns on the numeric edit feature for numeric fields.

Figure 29 on page 144 shows the 4980 keyboard as supported by $.100670.
Numbers 1 through 125 on the keys in the top part of the figure have no
significance other than for reference numbers. When two numbers are shown on
the keyboard, the number beneath the slash (/) is the interrupt function code.

Pressing keys that have a legend of “Local Function” causes the indicated function,
but no data enters the system.
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Figure 29. 4980 Keyboard—Data Stream Mode

144 Communications Facility Design and Installation Guide

TN
Qj’



O

4980/3277 Key Functions

The following keys correspond to the keys on a 3277 display station keyboard (see
the 3271 Guide):

e  Cursor movement keys
The following keys move the cursor. They don’t affect MDT bits.

— Cursor down, up, left, right (#123, 88, 109, 111)
— Tab key (#51)

— Backtab key (#64)

— New line key (#87)

— Home key (#110)

» ERASE EOF key (#73)

When the cursor is located within an unprotected field, the ERASE EOF key
clears character locations from the cursor location to the end of the field to
nulls. It also sets the MDT bit to 1. The cursor does not move. When the
cursor is located at an attribute character or within a protected field, the
ERASE EOF key disables the keyboard. No character locations are cleared;
the cursor does not move; and the MDT bit is not set.

+ ERASE INPUT key (#26)

This key clears all unprotected character locations to nulls, resets MDT bits to
0 in unprotected fields, and repositions the cursor to the first unprotected
character location on the screen.

+ INS MODE key (#66)

This key puts the keyboard controls in insert mode. When the cursor is located
within an unprotected field that contains null characters at or beyond the
cursor location, pressing an alphanumeric key causes a character to be entered
at the cursor location and sets the MDT bit to 1. The character that was at the
cursor location and all remaining non-null characters in the field are shifted
right one location. After all null characters at or beyond the cursor location in
the field are overwritten (or if there were no null characters), pressing an
alphanumeric key causes the alarm to beep.

« DEL key (#67)
When the cursor is located within an unprotected field, the DEL key deletes
the character from the location occupied by the cursor and sets the MDT bit to
1. The cursor does not move. ‘
When the cursor is located at an attribute character or is within a protected
field, the DEL key disables the keyboard. No character locations are cleared;
the cursor does not move; and the MDT bit is not set.

« RESET KBD key (#118)

This key returns the terminal to normal mode.

« FM (field mark) key (#44)
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This key enters a unique character code into the device buffer and sets the
MDT bit to 1. The field mark character is X‘1E’; it displays as a ;.

DUP key (#43) 'y };
This key enters a unique character code into the device buffer, performs a tab

key operation, and sets the MDT bit to 1. The DUP character is X‘1C’; it

displays as *.

Program attention keys

The following keys terminate an input operation and disable the keyboard. An

attention identification (AID) character that identifies the key is generated, but

the MDT bit is not affected. The AID is included in the 3270 data stream that

results from the input operation.

— CLEAR key (#26)

The CLEAR key clears the device buffer to nulls, positions the cursor at
location 0, and resets all MDT bits.

— ENTER key (#122)
— Program access keys 1, 2, 3 (#42, 43, 44)

— Program function keys 1-12 (#1-12)

4980 Key Functions

™
The following keys provide functions that are not available on a 3277 keyboard: Q,W

L]

Local print key (#47)
This key copies the contents of the screen to the EDX hardcopy device.
STOP key (#48)

This key stops the 4980 as a Communications Facility terminal, and releases it
for use as an EDX terminal.

RESET NUMERIC EDIT key (#46)

This key turns off the numeric edit feature for numeric fields.
SET NUMERIC EDIT key (#45)

This key turns on the numeric edit feature for numeric fields.
DOUBLE ZERO key (#124)

This key is ignored by the Communications Facility.

O
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Output to Terminals

The IOCP writes messages destined for a device station to the 4978 or 4980 that

w the station represents. Each message must begin with a 3270 command or
STX/ESC (X‘0227’) followed by a 3270 command. The IOCP supports the same
commands as a 3271 control unit, except for the copy command. It discards
messages that contain a copy command.
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Printer IOCP, $.100674

w The printer IOCP allows you to use Series/1 printers as if they were 3286 model 2
printers or 3287 model 2 printers in SNA character string (SCS) mode.

You can use the IOCP in these ways:

« For communication between printers and host programs to which the Series/ 1
appears to be a 3270 system. See example 1 in the chapter ‘“Sample
Configurations” on page 269.

« For communication between printers and Series/1 programs.

Hardware Requirements

This IOCP supports Series/ 1 printers.

EDX Requirements

Include EDX terminal support in the EDX supervisor. Use the TERMINAL
statement to define each printer.

Station Definitions
Define stations to represent:

L,h
|
C} o The IOCP. Name=3$.100674, type=user.
¢ Each printer. Type=device, subtype=printer.

When you define the device stations, use station names that are different from the
EDX terminal names. Link each device station with a station that represents an
emulated printer or an application program. If the printer device station is linked
to an LU station that represents a type 1 LU, use the CP F MODE command to
change the device station’s mode to SCS. (3270 is the default.)

Data Set Requirements

This IOCP uses data set $.SYSPRT to support printers as buffered devices.

LU-1 Support

When you link a printer station with an SNA LU station that represents a type 1
LU, the printer station will receive SNA character string (SCS) data. As
distributed, this IOCP does not support SCS data. You must link-edit the IOCP to
include the support.

To include LU-1 support link-edit object modules O$100674, O$100675,
O$100676, and O$100677.
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IOCP Operation Overview

This IOCP consists of a main task and a subtask for each started device station. 7%
The main task processes commands to stop or halt the IOCP and commands to \k J)
start, stop, or halt device stations.

Each printer device subtask processes messages sent to the station that represents a
printer. The IOCP makes the printer appear functionally as a 3286, or a 3287 in
SCS mode to the program that sends data to it. The IOCP shares the printer with
EDX. It enqueues on the printer only during a print operation. If the printer is
busy when the IOCP needs it, the IOCP waits for the printer to become available.

Figure 30 summarizes the 3270 functions and level of support that the printer
TIOCP provides. For more information about these functions, see the 3271 Guide.
SCS functions are described under ‘“Page Formatting—SNA Character String
Mode” on page 153.

Supported
Function Yes No

Remote Command Codes
Write (F1)
Erase/write (F5)
Erase/write alternate (7E)
Read buffer (F2)
Read modified (F6)
Copy (F7)
Erase all unprotected (6F)

KR X XX

Write Control Character LW
Reset MDT
Keyboard restore
Sound alarm
Start printer
Define printout format

SRl oRols

Printer Control Orders
New line (NL)
End of message (EM)
Carriage return (CR)
Forms feed (FF)

o X

Buffer Control Orders
Start field (SF)
Set buffer address (SBA)
Insert cursor (IC)
Program tab (PT)
Repeat to address (RA)
Erase unprotected to address (EUA)

o Rl ol

Figure 30 (Part 1 of 2). 3270 Functions Supported on Printer
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Supported
Function Yes No

Card reader X

Selector pen

Figure 30 (Part 2 of 2). 3270 Functions Supported on Printer

Non-Display and Text Modes

Printer Operation

If the station that represents a printer is in non-display mode, the IOCP translates
lowercase characters to uppercase. If the station is in text mode, the IOCP doesn’t
translate the data. Refer to the appropriate component book on hardware
requirements for lowercase data.

If the Communications Facility printer IOCP contains the L.U-1 support, a printer
can operate in 3270 data stream mode or SNA character string mode (SCS). When
a printer station is defined, it is in the 3270 data stream mode. You can use the CP
F MODE command to set a printer station to either mode. If the IOCP does not
contain LU-1 support, it rejects the start of a printer station in SCS mode.

You can determine the printer’s mode by using the CP Q PARM command to
display the value of Q$DVD in the started printer’s station block. Bit 0 in Q$DVD
of the printer’s station block is on if the printer is in SCS mode and off if the
printer is in 3270 data stream mode.

The IOCP receives messages sent to a printer device station and processes them as
a 3270 control unit does, according to the 3270 command and orders or SCS
control codes in the data stream. If a message doesn’t begin with STX/ESC
(X‘0227’), the IOCP processes the message as an erase/write command with start
printer specified in the write control character. If the printer station is in 3270 data
stream mode, the write control character specifies an 80-character print line. If the
station is in SCS mode, the print operation is unformatted.

Printing doesn’t begin until the IOCP receives a data stream that has the start
printer bit on in the write control character (bit 4=1). The IOCP uses the
PRINTEXT instruction to print data.

Buffered and Unbuffered Support

All 3270 printers are buffered devices. Data sent to a 3270 printer is held in the
printer buffer until the control unit receives a data stream that has the start printer
bit on.

Series/1 printers are not buffered devices. The IOCP uses data set $.SYSPRT as a
printer buffer. When you define a printer device station and specify that the IOCP
is to support it as a buffered device, a member with the same name as the station
name is allocated in $.SYSPRT. If a printer station has a member in $.SYSPRT,
the IOCP uses the member to hold data between print operations.
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You can, for example, serid a form such as an invoice with an erase/write
command and the start printer bit off. The IOCP receives the data and saves it in
$.SYSPRT. You can then send variable data, such as name and address, with write
commands and the start printer bit on. Each such write command causes the IOCP
to update and print the $.SYSPRT member.

If a printer station has no member in $.SYSPRT, the IOCP supports it as an
unbuffered device. The IOCP processes each data stream sent to the printer as if it
were an erase/write command; no data is retained between print operations. The
data is not actually printed unless the write control character in the data stream has
the start printer bit on.

To change support for a printer station from buffered to unbuffered, use the EDX
utility program $DIUTIL to delete its member from $.SYSPRT. To change from
unbuffered to buffered, use $DIUTIL to delete the station definition from
$.SYSNET, and then redefine the station as a buffered device.

Page Formatting—3270 Data Stream Mode

A print operation is formatted when bits 2 and 3 of the write control character are
not 0; the bits define a 40-, 64-, or 80-character print line. A print operation is
unformatted when these bits are 0; printer control orders in the data stream
determine line length.

The IOCP processes printer control orders as a 3270 control unit does, as follows:

o The FF order (forms feed, X‘0C’) is valid only when it immediately follows the
write control character or a CR or NL order. The IOCP executes the FF
order, for both formatted and unformatted print operations, by specifying
PRINTEXT operand LINE=1. A valid FF order prints as a blank. The IOCP
doesn’t execute an invalid FF order; it prints as “<” unless it is within a
non-display field, in which case it prints as a blank.

« The IOCP doesn’t execute an NL order (new line, X‘15’) for a formatted print
operation or if the NL is within a non-display field. It prints as “5” or a blank.
Otherwise, the IOCP executes NL by specifying PRINTEXT operand SKIP=1.

o The IOCP doesn’t execute a CR order (carriage return, X‘OD’) for a formatted
print operation or if the CR is within a non-display field. It prints as a blank.
Otherwise, the IOCP executes CR by specifying PRINTEXT operand
SKIP=0.

o The IOCP doesn’t execute an EM order (end of message, X‘19’) for a
formatted print operation or if the EM is within a non-display field. It prints as
“9” or a blank. Otherwise, EM terminates the print operation.

Because the IOCP uses the PRINTEXT instruction, there can be conflicts between

the page formatting specified in a data stream and that performed by EDX. EDX

resets its line counter to 0 and starts a new page when:

o It executes a PRINTEXT instruction with LINE=0.

« It processes a $E command.

o It reaches the bottom of a page (as defined by the BOTM parameter of the
TERMINAL statement).
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A problem arises when both EDX and the program that sends print data realize
that they’ve reached the bottom of a page, and the program then sends multiple NL
orders to skip to line 1 of the next page. EDX starts a new page before it receives
the PRINTEXT SKIP=1 instructions, which positions the printer beyond the top of
the next page. If the program sends an FF order to start a new page, there is no
problem; the PRINTEXT LINE=1 instruction causes a skip to line 1.

If the program uses the FF order to start a new page, define the printed page size
to EDX in the TERMINAL statement (for example, PAGSIZE=66, TOPM=3,
BOTM=63). If the program uses multiple NL orders to start a new page, define
the entire physical page size to EDX (for example, PAGSIZE=66, TOPM=0,
BOTM=65).

You must also consider how the operator can notify EDX that the forms have been
positioned at the top of a page at the start of a print job. (The printer restore or
mode switch doesn’t do it.) If the printer is the one defined to EDX as
$SYSPRTR, the operator can issue a $E command. Otherwise, the operator must
run some program that executes a PRINTEXT instruction with LINE=0. The
program can be one you provide, or the one that processes the CP SET LOG
command. In the latter case, the operator can issue a CP SET LOG command for
the printer and then another CP SET LOG command for the actual log device.

Page Formatting—SNA Character String Mode

In SCS mode, print operations are unformatted. Figure 31 lists the SCS control
codes that the Communications Facility supports. For more information about
these control codes, see the 3287 Printer Component Description.

Supported
Function Yes No
Back space (BS) X
Bell (BEL) X
Carriage return (CR) X
Enable presentation (ENP) X
End of message (EM) X9
Form feed (FF) X
Graphic escape (GE) X
Horizontal tab (HT)
Inhibit presentation (INP)
Inter-record separator (IRS) Xo
Line feed (LF) X
New line (NL) X
Set attribute (SA) X
Set horizontal format (SHF) X
Set vertical format (SVF) X

Figure 31 (Part 1 of 2). SCS Functions Supported by the Communications Facility

9 Treated as an NL control code.
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$.100674

3270 Status Messages

Printer Errors

Supported
Function Yes No
Set line density (SLD) X10
Transparent (TRN) X
Vertical channel select (VCS) X
Vertical tab (VT) X

Figure 31 (Part 2 of 2). SCS Functions Supported by the Communications Facility

Nonprintable characters other than SCS control codes, including 3270 display
attributes and orders, are replaced with a minus sign (-).

The IOCP sends 3270 status messages to the printer station’s direct link to report
printer status. It sends a device end status message (X‘C240’) at the end of a print
operation. It sends an intervention required status message (X‘4050’) if a
PRINTEXT instruction fails with return code 5 (device not ready). It sends an
equipment check status message (X‘40C8’) if a PRINTEXT instruction fails for
any other reason.

If you’re using a printer for pass-through to a host, the printer station is linked to a
station representing an emulated 3286 or 3287 printer. After a successful print
operation, the printer IOCP sends a device end status message to the emulated
printer station, and the emulation IOCP sends it on to the host. This allows the
host to transmit another message to the printer. If an error occurs during the print
operation, the IOCP tests periodically to see if the problem has been corrected.
When the error is cleared, the IOCP sends a device-end status message to the host
and printing continues.

10 Accepts 3, 4, 6, and 8 lines-per-inch.
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7485 I0CP, $.100680

The 7485 IOCP allows you to use 7485 terminals as if they were 3277 model 2
terminals. $.100680 manages communication with 7485 terminals connected to the
Series/1 by an asynchronous adapter.

You can use the IOCP in these ways:

« For communication between 7485 terminals and host programs to which the
Series/1 appears to be a 3270 system.

« For communication between 7485 terminals and Series/1 programs.

Hardware Requirements

This IOCP supports the 7485 terminal model 53. Use of $.100680 requires one of
these attachment features:

» Feature programmable communications adapter with feature number
2095/RPQ D02350. Up to eight 7485s can be attached locally with an
RS422A electrical interface. When any of the terminals are being used the one
at subaddress 0 must be active; the station that represents it must be started

first and stopped last. (Subaddress O is the device address that is a multiple of
8.)

e  Multifunction attachment (feature number 1310). Up to four 7485s can be
attached locally with an RS422A electrical interface. The 7485s operate at
9600 bits per second (bps). Be careful not to exceed the aggregate rate of the
multifunction attachment. Refer to the Multifunction Attachment Feature and
4975 Printer Description for more information. The information given for 3101
terminals applies to 7485 terminals.

+ A terminal/host adapter is required for the 4950 or the 5170-495. On the
4950, up to four terminals can be attached locally to the terminal/host adapter
using an RS422A electrical interface. One terminal can be attached locally or
remotely to the Personal Computer Asynchronous Communications Adapter
(feature number 1502074) using an RS232C electrical interface.

On the 5170-495, up to four terminals can be attached locally to the
terminal/host adapter using an RS422A electrical interface. Up to two
terminals can be attached locally or remotely to the terminal/host adapter
using an RS232C electrical interface.

You must strap the feature programmable communications adapter to match the
7485 configuration, as explained in the EDX Installation and System Generation

Guide. The information given for 3101 terminals applies to 7485 terminals.

No strapping is required for the multifunction attachment. The EDX supervisor
definition statements ADAPTER and CFTERM define the 7485 configuration.
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EDX Requirements

Station Definitions

7485 terminals are supported as Communications Facility terminals only; you AW

cannot use them as EDX or work session controller terminals. \L y

For 74835s on a multifunction attachment, include EDX multifunction attachment
support in the EDX supervisor, and use the ADAPTER statement to define the
attachment. Use the Communications Facility CFTERM instruction to define each
7485.

Include EDX unmapped storage support in the EDX supervisor.

Define stations to represent:

o The IOCP. Name=$.I006F0, type=user.
« Each 7485. Type=device, subtype=3101F.

Program Name Requirements

To use the 7485 IOCP, you must rename it $.I006F0. Either do not install
$.I0O06FO0 or give it a different name.

Supporting Multiple 7485s

The IOCP can manage multiple 7485s concurrently. Although the 7485 operates @
in interrupt-per-character mode, the instruction path length through the interrupt

handling code is generally short enough so that there is minimal interference with

the operation of other 7485s and with any batch work. The exact number of

devices that can be supported depends on processor speed, available processor

storage, and other tasks being executed concurrently.

The amount of available mapped and unmapped storage and the size of $.100680’s
dynamic storage area are the limiting factors in determining the number of 7485s
that can be managed by $.100680. See ‘“Planning Storage Requirements” on

page 213 for a discussion on determining the amount of processor storage and
dynamic storage required to support multiple 7485s.

Supporting 7485s and 3101s

If the 3101s are on asynchronous adapters, you must rename both IOCPs. Rename
$.I006F0 to $.100630, and then rename $.100680 to $.I006F0. Define all the
stations as 3101F devices. Then use the $.CONFIG change command to change
the subtype of the stations that represent 3101 terminals to 3101. Changing the
subtype does not alter the bit rate and auto-answer definition.

When you start the stations, $.I006F0 (the renamed $.I00680) manages the
stations defined as 3101F devices (7485 terminals). $. 100630 (the renamed
$.I006F0) manages the stations defined as 3101 devices (3101 terminals).

0
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IOCP Operation Overview

The 7485 IOCP consists of a main task and a subtask for each started device
station. The main task processes commands to stop or halt the IOCP and
commands to start, stop, or halt device stations. Each device subtask processes
data received from a 7485 and messages sent to the station that represents that
7485.

The IOCP makes the 7485 appear as a 3277 to the operator and to the programs
that communicate with the terminal. Although the 7485 is an unbuffered device,
the IOCP makes it appear as a buffered device. Device buffering is done in
Series/ 1 processor storage.

Figure 32 summarizes the 3270 functions and the level of support that the 7485
IOCP provides. For more information about these functions, see the 3271 Guide.

Supported
Function Yes No

Remote Command Codes
Write (F1)
Erase/write (F5)
Erase/write alternate (7E)
Read buffer (F2)
Read modified (F6)
Copy (F7)
Erase all unprotected (6F)

PR X R KX

Write Control Character
Reset MDT
Keyboard restore
Sound alarm
Start printer
Define printout format

el

ol

Printer Control Orders X1

Buffer Control Orders
Start field (SF)
Set buffer address (SBA)
Insert cursor (IC)
Program tab (PT)
Repeat to address (RA)
Erase unprotected to address (EUA)

SRRl

Attributes
Protected/unprotected X

Figure 32 (Part 1 of 2). 3270 Functions Supported on 7485

11 Printer control orders display on a 7485 the same as they do on a 3277.
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Supported

Function es No

el

Alpha/numeric
Automatic skip
High/normal intensity
Non-display
Selector-pen detectable
Modified data tag

Pl

Keyboard
ENTER
PF1-PF12
PA1-PA3
CLEAR
ERASE EOF
ERASE INPUT
DEL
RESET
FM (field mark)
DUP
INS MODE
TEST REQ
CURSR SEL
Cursor movement
Lowercase alpha

e R R e R Ro ol ool ols

>

> X

Card reader X

Selector pen X

Figure 32 (Part 2 of 2). 3270 Functions Supported on 7485

Input from Terminals

The IOCP reads input from a 7485 and holds it in a device buffer in processor
storage. When the operator presses a program attention key (see the section “7485
Keyboard” on page 159), the IOCP formats the input data as a 3270/BSC data
stream. The data stream is the same as if it had originated from a remote 3277
model 2 terminal in response to a 3270 read modified command.

If the station that represents the 7485 is in non-display mode, the IOCP translates
lowercase characters to uppercase. If the station is in text mode, the IOCP does not
translate the data.

The IOCP sends the data as a Communications Facility message, specifying the

device station as the origin. If the IOCP has a direct link vector, it specifies that
station as the destination; otherwise, it specifies a null destination.
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7485 Keyboard

Figure 33 shows the 7485 keyboard as supported by the 7485 IOCP. A
description of the supported functions follows. Pressing keys that have a legend of
“Ignored” causes the alarm to beep; nothing is entered into the device buffer.
Pressing keys that have a legend of “Local Function” causes the indicated function,

but no data enters the system.

@
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9 Local Function .‘ ~ The ALT key must be pressed and held to activate
N function shown on the front of the key.

Figure 33. 7485 Keyhoard
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7485/3277 Key Functions

The following keys correspond to the keys on the 3277 display station keyboard
(see the 3271 Guide):

+  Cursor movement keys
The following keys move the cursor. They don’t affect MDT bits.

— Cursor up, down, left, right (#58, 59, 79, 80)
— Tab key (#24)

— Backtab key (#37)

— New line key (#78)

— Home key (#37)

« ERASE EOF key (#44)

When the cursor is located within an unprotected field, the ERASE EOF key
clears character locations from the cursor location to the end of the field to
nulls. It also sets the MDT bit to 1. The cursor does not move. When the
cursor is located at an attribute character or within a protected field, the
ERASE EOF key disables the keyboard. No character locations are cleared;
the cursor does not move; and the MDT bit is not set.

» ERASE INPUT key (#23)

This key clears all unprotected character locations to nulls, resets MDT bits to
0 in unprotected fields, and repositions the cursor to the first unprotected
character location on the screen.

e INS (Insert) MODE key (#38)

This key switches the keyboard controls from normal mode to insert mode or
from insert mode to normal mode.

The cursor blinks while the keyboard controls are in insert mode. When the
cursor is located within an unprotected field that contains null characters at or
beyond the cursor location, pressing an alphanumeric key causes a character to
be entered at the cursor location and sets the MDT bit to 1. The character that
was at the cursor location and all remaining non-null characters in the field are
shifted right one location. After all null characters at or beyond the cursor
location in the field are overwritten (or if there were no null characters),
pressing an alphanumeric key causes the alarm to beep.

+ DEL CHAR key (#39)

When the cursor is located within an unprotected field, the DEL key deletes
the character from the location occupied by the cursor and sets the MDT bit to
1. The cursor does not move.

When the cursor is located at an attribute character or is within a protected

field, the DEL key disables the keyboard. No character locations are cleared;
the cursor does not move; and the MDT bit is not set.
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RESET key (#17)
This key resets a disabled keyboard.
FM (field mark) key (#18)

This key enters a unique character code into the device buffer and sets the
MDT bit to 1. The field mark character is X‘1E’; it displays as a semicolon (;).

DUP key (#43)

This key enters a unique character code into the device buffer, performs a tab
key operation, and sets the MDT bit to 1. The DUP character is X‘1C’; it
displays as an asterisk (*).

Program attention keys

The following keys terminate an input operation and disable the keyboard. An
attention identification (AID) character that identifies the key is generated, but
the MDT bit is not affected. The AID is included in the 3270 data stream that
results from the input operation.

— CLEAR key (#2)

The CLEAR key clears the device buffer to nulls, positions the cursor at
location 0, and resets all MDT bits.

— ENTER key (#87)
— Program access keys 1, 2, 3 (#23, 43, 44)

— Program function keys 1-12 (#19, 20, 21, 40, 41, 42, 60, 61, 62, 81, 82,
83)

7485 Key Functions

The following keys provide functions that are not available on a 3277 keyboard.

PRINT key (#22)

This key copies the contents of the screen to the EDX device defined as the
7485 station’s hardcopy device. If the station that represents the 7485 is in
non-display mode, lowercase characters are translated to uppercase for
printing. If the station is in text mode, lowercase characters are not translated.

REFSH (refresh) key (#22)

This key displays the contents of the device buffer.
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7485/3277 Keyboard Differences

Because of the physical differences between 3277 and 7485 keyboards, two of the
characters of the 3277 keyboard use different keys on the 7485 keyboard. These
characters are:

3277 3101
¢ A (key #9)
- \ (key #36)

The character shown on the face of the key displays, but the IOCP enters the
equivalent 3277 character into the device buffer.

Uppercase/Lowercase Support

Two character sets are supported for the 7485: uppercase (mono) and
uppercase/lowercase (dual).

The default character set for the 7485 terminal is uppercase. To change to a dual
character set, use the CP F MODE command to change the mode to text for that
station.

Overrun Considerations

Since the 7485 is unbuffered, overrun situations can occur. An overrun is most
likely to occur when several operators simultaneously press typamatic cursor
movement keys, causing two characters of data to be sent down the line for each
keystroke. If an overrun does occur, the IOCP sends back an audible beep to the
overrun device, and ignores the character in error. The keyboard may lock if
characters are still being entered when the overrun is detected, causing
‘WAIT-SYSTEM BUSY’ to display on line 25 of the screen. Press the RESET key
(#17) to reset the keyboard.

Changing Keyboard Functions

You can change the functions of 7485 keys. To do so, you need to change the
input interrupt handler module and, in some cases, the main module of the IOCP.
The names of these modules are:

I0CP MAIN Input Interrupt Handler
$.100680  S$I00680 S$I00683

The input interrupt handler processes each input character according to the
definition in table BRINDEX. This table defines an index to branch table
BRTABLE for the 128 values of the ASCII character set. There are four general
groups of characters: numeric characters, alphabetic and other graphic characters,
ignored control characters, and supported control characters. The input interrupt
handler processes some of the supported control characters, and the main module
processes others. The main module refers to characters by names equated to hex
values. If you define different characters for functions processed in the main
module, you’ll need to change the EQU statements, which are located just before
the executable code.

162 Communications Facility Design and Installation Guide

w



These are the supported control functions:

ASCII Hex

68
07
52
09
50
50
0D
1B
49
6D
51

Function 7485 Key
Reset keyboard #17
Alarm

Enter #87

Tab #24
Enter insert mode  #38

Exit insert mode #38

New line #78
Escape

Field mark #18

Dup ALT/#43
Delete #39

The main module processes the reset keyboard and enter functions. The input
interrupt handler processes the other functions.

When the input interrupt handler receives an escape character, it proceeds
according to the next character it receives. The main module processes these
escape sequences:

ASCII Hex

1B71-1B73
1B74-1B76
1B77-1B79
1B7A-1B7C
1B6C

1B62

1B64

1B65

1B66

1B63

1B6B

Function

PF1-PF3
PF4-PF6
PF7-PF9
PF10-PF12
Erase input
CLEAR
PA1l

PA2

PA3
Hardcopy
Refresh

7485 Key

ALT/#19-ALT/#21
ALT/#40-ALT/#42
ALT/#60-ALT/#62
ALT/#81-ALT/#83
ALT/#23

#2

#23

#43

#44

#22

ALT/#22

Note that PF1-PF9 must be contiguous values.

The input interrupt handler processes these escape sequences at label ESCOK:

ASCII Hex

1B41
1B42
1B43
1B44
1B48
1B6E
1B32

Function

Cursor up
Cursor down
Cursor right
Cursor left
Home

Erase EOF
Back tab

3101 Key

#58
#59
#80
#79
ALT/#37
ALT/#44
#37

Any other escape sequence causes the alarm to beep.
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5100680

Output to Terminals

The IOCP receives messages sent to device stations and interprets them as
3270/BSC data streams. It processes messages as a 3271 control unit does,
according to the 3270 command and orders in the data stream. It supports the
same commands as a 3271, except for the copy command. It discards any message
that contains a copy command.

If a message doesn’t begin with STX (X‘02’), the IOCP processes the message as a
write command with keyboard restore specified in the write control character.

Changing ASCII/EBCDIC Translation Tables

Restrictions

You can change the tables that $.100680 uses for translating terminal input from
ASCII to EBCDIC and terminal output from EBCDIC to ASCIL. You may want
to do this, for example, to support your national character set.

There are four tables (all in module S$10068T):
« EBCD2ASC, the EBCDIC to ASCII translation table.

« ASC2EBCD, the ASCII to EBCDIC translation table used when a 3101
station is in text mode (retains lower case input).

« CNVTUPCS, the ASCII to EBCDIC translation table used when a 3101
station is in non-display mode (translates lower case input to upper case).

« BRINDEX, the branch index table that defines each ASCII value as an
alphabetic character, a numeric character, a supported control character, or an
ignored value.

For example, the codes for the U.S. character double quote (") are EBCDIC ‘7F’
and ASCII ‘22’. Suppose that EBCDIC ‘7F’ is instead a national character whose
ASCII code is ‘SC’. To support that character, change the tables as follows:

1. Change table EBCD2ASC at offset “7F’ to the ASCII code, ‘5C’.

2. Change table ASC2EBCD and/or CNVTUPCS at offset ‘5C’ to the EBCDIC
code, ‘“TF’.

3. Change the branch index table at offset ‘5C’ to ‘24’ to define the national
character as a numeric character or to ‘28’ to define it as an alphabetic
character.

Do not cancel $.100680 using the EDX $C command. If you do, the unmapped
and mapped storage obtained by the IOCP is not returned to the system. Use CP
H $.I006F0 (the renamed $.100680) to terminate the IOCP user station and its
device stations.
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PC Connect Disk-Server IOCP, $.101CC8

The PC Connect disk-server IOCP allows PC users in a local area network (LAN)
to access Series/ 1 disks as if they were PC disks. A PC can have a maximum of 26
disks, from A to Z. Since the PC considers drives A and B as its local diskettes, the
IOCP can support only 24 emulated PC disks for each LAN. If the gateway PC
has a hard disk attached, it treats that as a local disk and the number of emulated
PC disks is reduced by the number of hard disks attached.

The IOCP recognizes emulated PC data sets on the Series/1 that are consecutively
active. It disregards all active data sets after it encounters an inactive data set. For
example, if data sets d, e, f, and h are active, the IOCP only recognizes d, e, and f
because g is inactive.

This IOCP requires the PC Connect IOCP, $.I00AAS, and the emulated PC disk
management utility program, $.DSFORM.

Hardware Requirements

EDX Requirements

Use of this IOCP requires the Series/1-PC Connect Attachment (feature number
4000) and a Series/1 disk device, such as a 4967.

Include the Communications Facility PC Connect support modules in the EDX
supervisor. The required modules are:

¢« CSPCCINT, the PC Connect initialization routine

« CSPCCIPL, the PC Connect initialization call routine

e« CSPCCOPN, the PC Connect microcode data set(s) open routine

« CSPCCPTC, the PC Connect microcode patch load routine.

Include the appropriate disk support for your Series/1 disk device. Use the DISK
statement to define each Series/1 disk. For increased performance, define the
volumes to be managed by this IOCP as performance volumes on the DISK
statement. Include EDX Local Communications Controller support (LCCAM) in
the EDX supervisor.

Personal Computer Requirements

Station Definitions

Use of this IOCP requires Series/1-PC Connect (5719-CN1). For more
information on hardware and software requirements for the PC and the
Series/1-PC Connect, see the IBM Series/1-PC Connect for the Event Driven
Executive Communications Facility.

Define stations to represent:
« The IOCP. Name=§.101CCS8, type=USER.

« Each volume. Type=VOL.
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Link the volume station to the associated PC node station.

IOCP Operation Overview

The PC Connect disk-server IOCP consists of a main task and a subtask for each
started volume station. The main task processes commands to stop or halt the
IOCP and commands to start, stop, or halt the volume stations. The subtask
processes three I/O requests from the gateway PC—directory, read, and write.
The subtask also processes messages sent from $. DSFORM-—create, delete, and
rename data sets.

The PC Connect IOCP, $.I00AAS8, receives the PC disk I/O requests from the
LAN and sends it to the volume station. The PC Connect disk-server IOCP,
$.I01CC8, checks the message queue on the volume station and retrieves the I/O
requests to be executed by the IOCP. The IOCP sends the message to the PC
node, which is directly linked to the volume station. This is a one-way link: the
volume station is linked to the associated PC node station.

Messages to and from the Gateway PC

The following is a list of messages that flow between the volume station and the
gateway PC:

« DIRECTORY

This request is issued when the gateway PC is IPLed. The response provides
the Disk Operating System (DOS) with the number of emulated PC disks and
their basic input/output support (BIOS) parameter blocks. The IOCP
performs this function by reading a control data set, $.DSPROF, that is created
by $.DSFORM. It logs all the active emulated PC disks in a directory table
when the volume station is started.

« READ

This request is passed from DOS to the IOCP. DOS requests a read of a
number of sectors starting at a certain sector on the PC disk. The PC converts
this information into the number of blocks to read starting at a certain block
number on the corresponding data set on the Series/1. The IOCP gets this
information, issues the read, and sends the result back to the gateway PC.

«  WRITE

This request is passed from DOS to the IOCP. DOS requests a write of a
number of sectors starting at a certain sector on a PC disk. The PC converts
this information into the number of blocks to write starting at a certain block
number on the corresponding data set on the Series/1. The IOCP gets this
information, issues the write, and sends the result back to the gateway PC.

166 Communications Facility Design and Installation Guide

P s



$.101CC8
Messages from $.DSFORM

m There are two kinds of messages that are sent from $.DSFORM when an emulated

y PC disk is created or deleted. The messages are 10 bytes long and contain the
Series/1 data set name representing the emulated PC disk and a flag word
indicating whether the emulated PC disk has been created or deleted. When the
IOCP receives these messages, it updates the corresponding entry in the directory
table and frees the data set control block (DSCB), if it is not needed.

C
!
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Series/1-to-Host SNA I0CP, $.1014E8

The Series/ 1-to-Host SNA IOCP allows you to connect a Series/1 and a host
processor in a Systems Network Architecture (SNA) environment. The Series/1
appears to the host as a type 2 PU (a cluster controller) with type 2 LUs
(terminals) and types 1 and 3 LUs (printers). There may be up to 32 LUs
(emulated terminals and printers) associated with each PU, but the practical
maximum is less. If you define too many LUs to EDX-SNA, the program will
exceed the EDX partition size. The maximum number of LUs varies according to
the size of the Communications Facility PU buffers, and the size of SSPOOL.

The IOCP communicates with the EDX Secondary SNA1 network through the
EDX Secondary SNA1 Licensed Program (5719-SX1), which is described in the
EDX Secondary SNA1 Guide.

The IOCP also communicates with the EDX Secondary SNA2 network through the
EDX Secondary SNA2 Licensed Program (5719-XX9), which is described in the
EDX Secondary SNA2 Guide. EDX Secondary SNA2 supports up to four PUs.

Applications running in the host communicate with the Series/1 the same way that
they communicate with an actual remote 3270 SNA/SDLC system, as described in
the 3274 Guide.

Although the SNA IOCP operates in an SNA environment, it sends and receives
3270/BSC data stream messages. It removes BSC and 3270 control characters
from messages before sending them to the host. During a type 2 or 3 session, it
appends BSC and 3270 control characters to messages received from the host
before sending them to their destination. During a type 1 session, messages
received from the host are sent to their destination unchanged.

You can use the IOCP in these ways:

» For communication between host programs and terminals or printers attached
to the Series/1. Example 3 in the chapter “Sample Configurations” on
page 269 includes EDX Secondary SNA1 and host system definitions.
Example 4 in the chapter “Sample Configurations” on page 269 includes EDX
Secondary SNA2 and host system definitions.

+ For communication between host programs and Series/1 programs.

Hardware Requirements

EDX Requirements

The SNA IOCP has no hardware requirements other than those of the
Communications Facility and EDX-SNA.

You can choose between EDX Secondary SNA1 support and EDX Secondary
SNA2 support. The requirements they impose on EDX are described in the EDX
Secondary SNA1 Guide and in the EDX Secondary SNA2 Guide.
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EDX-SNA Definitions

You define the EDX-SNA configuration by changing the SNA configuration data
set(s) provided, assembling it, and linking it with the EDX-SNA object module.
EDX Secondary SNA1 provides only one configuration data set. EDX Secondary
SNAZ2 also provides one configuration data set, but you may duplicate, edit,
assemble, and link up to 4 PUs. You must define the configuration before
EDX-SNA is started, and you can’t change the configuration dynamically.

You can define up to 4 PUs for EDX Secondary SNA2 and from 1 to 32 LUs per
PU to the SNA network.

For EDX Secondary SNA2, you must edit the SNAINIT data set to specify
whether your PUs will be activated when $SNA is started, and what partitions will
be used by the PUs. Specifying partitions to be used by PUs also saves storage.

It is recommended that PUs are not loaded into the partition that contains $.CF. If
the PUs are loaded in the same partition that contains $.CF, after $.CF has been
loaded, $.CF is unable to load transient programs it requires to process the CP
commands. You can avoid this by activating your PUs before starting the
Communications Facility, or by using the SNAINIT data set to specify partitions to
be used by the PUs. See the EDX Secondary SNA2 Guide for more information on
defining your PUs.

The parameters for defining each PU are determined mostly by the type of line and
modem used. These parameters are described in the EDX Secondary SNA1 Guide
and EDX Secondary SNA2 Guide. The parameters that have an impact on
Communications Facility usage are BUFSIZ and DCBNO.

BUPFSIZ specifies the size of the buffers to be used. The value specified for
BUFSIZ depends on the size of the messages expected to flow through EDX-SNA.
The default of 256 is recommended. DCBNO specifies the maximum number of
consecutive frames that may be received or sent. DCBNO=7 is recommended; this
corresponds to the specifications for the SDL.C 3274.

You specify LUs to EDX-SNA by number. You must either specify 0 to allow
EDX-SNA to assign the next available logical unit number, or assign LU numbers
that begin with 1 and proceed sequentially up to 32. The number assigned to each
LU corresponds to the LOCADDR (local address) definition in the NCP that
controls the line. The LU number and the PU station are used to map the
Communications Facility station definitions to EDX-SNA LUs. (Note that some
LUs defined to EDX-SNA may be used by other application programs, and in that
case need not be defined to the Communications Facility.)

The EDX Secondary SNA1 Guide and EDX Secondary SNA2 Guide give complete
instructions for defining an EDX-SNA configuration.

Host System Definitions

Define the SDLC line, the PU, and the LUs to the network and to host subsystems
(if necessary) as a standard SDLC 3274 with attached terminals. Define the PU as
a type 2 (SNA cluster controller).

Define the LUs to host subsystems just as if they represented real devices attached
to an SDL.C 3274 control unit. Define the L Us that represent terminals as type 2
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and the LUs that represent printers as types 1 and 3. Be sure that the LU type is
consistent with the corresponding Communications Facility station definitions.

LUs that will be connected to terminals must be defined as terminals. LUs that will
be connected to printers must be defined as printers. Note that the only screen size
supported by the Communications Facility is the 1920-character screen, 80 x 24
characters. The Communications Facility accepts binds for alternate screen sizes if
the subtype of the LU is 3287 or 3289.

Define stations to represent:

¢ The IOCP. Name=$.I014ES, type=user.

¢« For EDX Secondary SNA1: One PU. Type=PU, subtype=3274ES.

e For EDX Secondary SNA2: From 1 to 4 PUs. Type=PU, subtype=3274ES.

¢ From 1 to 32 LUs for each PU station defined. Type=LU, subtype=3277,
3278, or 3279 for type 2 LUS; subtype=3286 or 3289 for type 3 LUs; and
subtype=3287 or 3289 for type 1 LUs. See ‘Planning Storage Requirements”
on page 213 to determine how many L.Us your configuration can support.

Link each station that represents an I.U with a station that represents a real
terminal or printer or an application program. For printer stations linked to type 3
LUs, use the CP F MODE command to set the printer station’s mode to 3270. For
printer stations linked to type 1 LUs, set the mode to SCS. (The default mode is
3270.) No link is required for the PU station.

Logon Parameter Definitions

To initiate communication with the host, the name and mode of an SNA
application are required. There are three ways you can supply these parameters:

« You can define up to three sets of logon parameters for the PU station, as
explained in the chapter ‘“Defining Stations” on page 45. You can also define
a logon ID for an LU station—a number from 1 to 3 that corresponds to one
of the sets of logon parameters defined for the PU station. When the LU
station is started, the IOCP initiates a session with the specified SNA
application. If you defined a user data field for the LU station, the IOCP sends
the data to the SNA application. You must use this method if there is no
terminal operator involved in a session (for example, if the session is with a
printer).

¢ You can define logon parameters for the PU station, but define no logon ID for
an LU station. When the LU station is started, the IOCP sends a prompt
screen to the station to which the LU station is linked. The prompt screen,
shown in Figure 34 on page 172, shows the logon parameters defined for the
PU station. The terminal operator may select one of these and, optionally,
enter a password and/or data in the user data field.

An alternate logon prompt screen, which has separate fields for USERID and
PASSWORD, is provided for connections to 8100 Distributed Processing
Executive (DPPX) systems. Procedures for installing this alternate panel are
described in “Installing the Communications Facility”” on page 251.
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SELECT LOGON APPLICATION FROM LIST:
1: APPLID TSO MODE LuU2256
2: APPLID CICS MODE LuU2256
3: APPLID CICS MODE STD32743
ORy SELECT 4 AND ENTER APPLID AND MODE:
4% APPLIO ________ MODE ________
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Figure 34. SNA Logon Prompt Screen

« The terminal operator can define the logon parameters. The operator can
select option 0 and enter or change any of the three sets of default logon

parameters. The information is recorded in the PU station block and in the PU

station’s definition in $.SYSNET:; it applies to all subsequent logons.

Alternatively, the operator can select option 4 and enter logon parameters to

be used only for this session.

If the session is to be initiated by the host, you define the logon ID as HOST or an

ID that has no application associated with it. In either case, when the LU is

started, a host-initiated session begins. You need not specify any logon parameters.

IOCP Operation Overview

The SNA IOCP consists of one main task and a subtask for each active LU station.

The main task processes commands to stop or halt the IOCP and commands to
start, stop, or halt LU stations. Each LU subtask controls the initiation and

termination of a session between EDX-SNA and an LU. It processes data received

from the host and messages sent to the LU station.

EDX-SNA handles all transmission over the SDLC line that connects the Series/1

and the host. It also manages SNA protocol, pacing, and error recovery.

Note that there is no task associated with the PU station. The PU station block
contains information for the associated LU stations—buffer size, PU number (for

EDX Secondary SNA2), and logon parameters.
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Session Initiation

Session States

The IOCP uses one of two logon methods to establish communication with an SNA
application. If you specified a logon ID for the LU station when you defined it,
session initiation begins depending on which mode the LU station is in. If the
mode is NOPC, it begins when the LU station is started. If the mode is PC, session
initiation begins when a device end is received. If you didn’t specify a logon ID or
if you specified 0, the IOCP issues a prompt for an application when the station is
started. The operator at the terminal to which the LU station is linked enters logon
information, as explained in the section ‘“Logon Parameter Definitions’ on

page 171. The IOCP builds an EDX-SNA logon parameter list and sends it to
EDX-SNA.

EDX-SNA attempts to establish a session by sending an INIT SELF request to the
host. The host application either rejects the request or responds by returning a
BIND request. If EDX-SNA finds the BIND parameters defining the session to be
satisfactory, it accepts the BIND and completes session establishment before
returning to the IOCP. The IOCP further checks the BIND session parameters and
ends the session if they are unsatisfactory. (BIND session parameters that are
acceptable for LU-1, LU-2, and LU-3 are described in the 3274 Guide.)

After a session with the host application has been established, the IOCP processes
session traffic by passing through several states corresponding to the states of the
session. These correspond to processing states of a 3274 under the same
conditions.

The states defined are:

e Between brackets. (A transaction is called a bracket in SNA terminology.) No
transaction is currently active.

The IOCP waits for input from either the Communications Facility or
EDX-SNA. If both send messages simultaneously, input from the
Communications Facility takes precedence. If a message transmitted during
this state does not include an end bracket (EB) indication, the state is changed.
If there is no EB, the next state is determined by the next system to send. If a
message flows from the Communications Facility to SNA, the IOCP always
gives SNA the right to send and the IOCP enters the RECV state. If a
message flows from SNA to the Communications Facility, SNA may or may
not give the IOCP the right to send. If the IOCP gets the right to send, the
IOCP enters the SEND state; otherwise it enters the RECV state. If the
device being used is a printer, the IOCP enters the printer busy state.

e« SEND. The next message should be from the Communications Facility to
EDX-SNA, but the host may request the right to send. The IOCP waits for a
message to be placed on the LU station’s queue. If the appropriate host
command is received, the state may change to RECV to allow the host to
transmit. If a message is sent to the LU station, the IOCP sends it on to
EDX-SNA, and changes the LU state to RECV.

LU-2 protocol does not allow the secondary LU (the IOCP) to end a bracket,
so the state will never change from SEND to between brackets as a result of an
inbound, or Series/1-to-host, message. Printer devices supported by LU-1 and
LU-3 protocol never enter the SEND state.
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e« RECYV. The next message should be from EDX-SNA to the Communications
Facility. The IOCP waits for messages or control information from
EDX-SNA. If a message arrives, the IOCP sends it as a Communications
Facility message, specifying the LU station as the origin. If the IOCP has a
direct link vector, it specifies that station as the destination; otherwise, it
specifies a null destination. If an EB is received, the state is changed to
between brackets. If EB is not received, the state may still be changed. If the
device being used is a printer, the state is changed to printer busy pending

completion by the printer. Otherwise, if SNA gives the IOCP the right to send,

the state changes to SEND.

« ERPI. A status indication has been sent to the LU station, indicating that the

device to which it is linked is unavailable and that the host application has been
notified. The LU will wait for an indication from the Communications Facility

that the device is available. When this occurs, the host application is notified,
and the LU goes into the RECV state waiting for a message from the host.

e Printer busy. The IOCP has received a message for a printer. It has sent the
message to its destination and is waiting for a device end status message. If a
message is received from SNA, it is rejected with a device busy sense value
(X‘0814’). When a device end status m