


























































































































































































































































































































































































password changes 
specifying maximum interval between 5-5 

password character content of selected positions 
specifying 5-3 

password checking and verification 
RACF/IMS 7-6 

PASSWORD command 
to change a user's password A-2 
to change a user's password change interval A-2 
to reset a user's password to a default value A-2 

password comparison with encrypted form 5-12 
password examination with ICHPWXOI A-6 
password expiration message 

specifying when to issue 5-4 
password exposure 

preventing potential 6-10 
password for tape data set with RACDEF 

supplying the correct 4-18 
PASSWORD keyword of SETROPTS command 

HISTORY subkeyword 5-4 
INTERVAL keyword 5-5 
NOHISTORY subkeyword 5-4 
NOREVOKE subkeyword 5-5 
NOW ARNING subkeyword 5-4 
REVOKE subkeyword 5-5 
WARNING subkeyword 5-4 

password length 
specifying minimum and maximum 5-3 

PASSWORD operand and RULEn sub-operand of the 
SETROPTS command 5-3 

PASSWORD operand of SETROPTS command 
INTERVAL sub operand of 5-3 

password print suppression by JES 6-15 

controlling A-2 
password processing exit 1-15 
password protected data sets 

scratching 4-17 
password protected tape data sets and RACF tape volume 

protection 4-18 
password protection 1-12 

bypassing 1-12 
RACF processing due to bypassing 6-10 
when moving from a RACF system to a non-RACF 

system 4-9 
when to maintain 4-9 

password protection for tape data sets 
level of 4-18 

password protection of tape volumes 
bypassing 4-1 7 
utilizing 4-1 7 

password protection with RACF protection 1-12,4-9 
password syntax rules 

establishing A-2 
password validation 

JES pre- 5-8 
when not required by JES 5-8 

password validity 
length of time for 5-3 

password verification 
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when logging onto a terminal 4-22 
password versus RACF authorization requirements for 

VSAM data sets 4-9 
password-protected data sets 4-9 
passwords 

controlling access to RACF 6-10 
encryption of RACF user 5-12 
ignoring consecutive invalid 5-5 
preventing unauthorized disclosure of 7-9 

passwords assigned to users 
changing temporary 6-2 

passwords for tape data sets 
how to maintain 4-18 
when to maintain 4-18 

passwords in the RACF data set 
storing 5-12 

passwords to be saved 
specifying number of previous with SETROPTS 

command 5-4 
PCICSPSB class 8-8 
percent (96) character in global access checking table 

entry 6-8 
percent (%) generic character 4-7 • 4-23 
percolation of scope of control 1-8 
PERMIT access to a functional group 3-2' 
PERMIT access to tape volumes on which a GDG 

resides 4-1 9 
PERMIT and RACF-protected terminals 3-5 
PERMIT command 

to change a user's or group's level of access 
authority A-2 

to copy a list of authorized users from one profile to 
another A-2 

to give a user or group authority to access a 
resource A-2 

to limit the OPERATIONS user's authority 3-9 
to remove authority of a user or group to access a 

resource A-2 
PERMIT command usage with started procedures 5-10 
permitting users or groups to access DASD data sets 4-4 
physical terminals 

controlling access to IMS/VS 7-12 
plan 

developing the RACF implementation 2-2 
predefined generic profiles 4-1 

checking 4-8 
prefix name 

requirements of 5-8 
prefixes 

changing default 6-2 
prefixing a qualifier to a single-level data set name 5-8 
preventing a user from entering a RACF-protected 

system 3-10 
preventing accesses to resources with RACHECK 

preprocessing 6-11 
preventing protection of duplicate-named data sets 4-12 
preventing unauthorized users from running batch 

jobs 5-9 
preventing use of the IBMUSER use rid 6-1 
primary and backup RACF data sets 
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switching A-2 
privacy legislation 2-2 
privileged attribute 4-26 
privileged started procedure 

indicating a 5-11 
procedure name match with started procedures table 

entry 5-11 
profile 

access list for discrete or generic 4-4 
access list in discrete 4-6 
access list in ODO base name 4-10 
automatic protection of a tape volume with a 

discrete 4-18 
building a model A-12 
changing a generic A-I 
changing discrete A-I 
connect 

contents of 1-11 
contents of discrete 1-12 
contents of general resource 1-13 
copying list of authorized users from profile to A-2 
defining a model 2-5 
deleting a discrete A-I 
deleting a generic A-I 
description of discrete 1-12 
description of generic . 1-12 
generic 1-13 
group 

contents of 1-11 
group ownership of a 3-4 
how to define a generic 4-6 
IBMUSER user 6-1 
listing a data set A-12 
listing a discrete or generic A-2 
listing a group A-2 
listing a user A-2 
owner 1-5 
ownership of user 3-7 
protecting general resources with a single 6-5 
protection via discrete 4-6 
renaming a multivolume data set protected with a 

discrete 4-13 
renaming a multivolume data set protected with a 

generic 4-13 
requirements for ODO basename 4-11 
setting the universal group authority (CREATE) in 

the VSAMDSET group 4-11 
sharing a common 4-12 
specifying model data set A-I 
SYSCTLO group 6-1 
SYS 1 group 6-1 
user 

contents of 1-11 
VSAMDSET group 6-1 
who does not have total control over a 4-4 
who has full authority over the 4-4 

profile checking 
enabling or disabling generic with the SETROPTS 

command 5-2 
profile conflicts 

resolving 4-28 

profile definition in resource group classes 6-7 
profile lists 

refreshing generic in-storage 6-9 
profile modeling 

activating A-2 
profile modeling and ADSP 2-5 
profile modification 

reason for violation during 5-7 
profile name 

high-level qualifier of data set 4-1 
profile name for a user 

altering a model A-I 
profile of resource whose class is defined in the CDT 

listing A-2 
profile ownership 3-3 

data set 4-4 
profile updates in RACF data set 

coordinating 6-16 
profiles 

accessibility of those defined by a ORPACC 
user 3-10 

algorithm for RACF access authorization checking 
of 4-7 

ALTER access authority for discrete 4-24 
ALTER access authority for generic 4-24 
associated with users and groups 1-1 I 
authority of the group-AUDITOR user to access 

user 3-12 
authority of the group-SPECIAL user to access 

user 3-12 
construction of in-storage for resource class 6-6 
contents of 1-5 
define and modify 3-9 

OPERATIONS user's authority to 3-9 
drawback for IMS/VS in-storage 7-10 
for class definition 1-10 
for the IBM PSR and CE user 6-12 
group ownership of 3-4 
group-AUDITOR user authority to access data 

set 3-12 
group-OPERATIONS user authority to access data 

set 3-12 
group-SPECIAL user authority to access data 

set 3-12 
group-SPECIAL user authority to access general 

resource 3-12 
in-storage list of 4-28 
internal-sort order of 4-7 
listing information from RACF 1-17 
logging attempts to modify 1-2 
modifying generic profiles 4-25 
non-volume-specific 4-6 
owning general resource 4-24 
protecting multivolume data sets with discrete 4-12 
protection of ADSP user's data sets with 

discrete 3-10 
protection via generic 4-6 
recording statistics in RACF 1-16 
reducing the number of 4-6 
resident resource 6-7 
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resolving conflicts between CICS/VS group 
class 8-7 

retaining full control over resource 4-26 
rules for defining data set 4-1 
TSO 6-16 
DACC in 4-5 
use of RACF 1-5 
when owners are assigned to data set 4-4 
who can modify generic 4-25 
who has authority to modify generic 4-9 

profiles for CICS/VS resources 
building in-storage 8-7 

profiles, types of RACF 
connect profiles 1-5 
data set profiles 1-5 
general resource profiles 1-5 
group profiles 1-5 
user profiles 1-5 

program libraries 
controlling access to CICS/VS 8-2 

program properties table 6-10 
program properties table report 6-3 
program specification blocks (PSBs) 

protecting DL/I 8-8 
prohibiting use of INACTIVE, REVOKE, HISTORY, 

AND WARNING options 5-5 
propagating access list information for groups of 

resources 6-6 
propagation 

for jobs that cannot have userid or group 5-8 
JES user identification 5-8 
of authority in member resources 6-5 
of universal access in member resources 6-5 
of user information for XBMALLRACF 6-11 
specifying an exit routine for userid and groupid 5-8 
support for JES user identification 6-10 

protect 
deciding what to 2-4 
reason for using instead of ADSP 4-12 

PROTECT (on a JCL statement) and UACC 3-15 
PROTECT keyword 

on a JCL statement 4-6 
on the TSO /E ALLOCATE command 4-6 

PROTECT keyword of JCL statement 
planning for the use of 2-4 

PROTECT parameter of JCL statement for tape volume 
protection 4-18 

PROTECT parameter on the JCL DD statement 6-16 
PROTECT parameter with non-VSAM data sets 4-12 
PROTECT specification for GDG data set 4-19 
protected data sets 

who has total control over 4-4 
protected resources 

authorizing started procedures to access 5-10 
protected tape volumes 

authority to access 4-17 
protected terminals 

RACF authorization checking for 4-27 
protected volumes 

using DFDSS to perform operations on 4-16 
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protecting a data set for another user 4-2 
protecting a tape data set 4-18 
protecting applications 4-28 
protecting catalogs 4-13 
protecting catalogs and CVOLs 4-5 
protecting DASD data sets 1-12, 4-1 
protecting DASD GDG data sets 4-10 
protecting DASD system data sets 4-15 
protecting data sets that have duplicate names 4-1 1 
protecting data sets that have single-level data set 

names 4-11 
protecting data sets whose names do not conform to 

RACF conventions 4-4 
protecting data sets with single-level names 5-8 
protecting DL/I program specification blocks 

(PSBs) 8-8 
protecting general resources with generic profiles 4-22 
protecting group data sets A-14 

rules for 4-3 
protecting IMS/VS libraries 7-3 
protecting multivolume data sets with discrete 

profiles 4-12 
protecting resources 1-12 
protecting sensitive CICS/VS transactions 8-6 
protecting system data sets A-12 
protecting system data sets with a generic profile A-12 
protecting system data sets with discrete profiles A-12 
protecting system resources, responsibility for 1-2 
protecting tape volumes 4-17 
protecting tape volumes on which GDGs reside 4-19 
protecting terminals 4-21 
protecting the RACF data set with a discrete 

profile A-12 
protecting user data sets A-16 

rules for 4-2 
protecting VSAM data sets with VSAMDSET 

group 4-11 
protection of ADSP user's data sets with discrete 

profiles 3-10 
protection of all new user data sets at allocation A-16 
protection via discrete profile 4-6 
protection via generic profile 4-6 
PSBs 

restricting access to CICS/VS 8-8 
PSBs defined in the ADDMEM list 

granting access to CICS/VS 8-6 

Q 

QCICSPSB class 8-8 
qualifier 

generic profile 4-7 

R 

RACDEF and tape volume definition 4-18 
RACDEF exit routine to require a predefined generic 

profile 4-1 
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RACDEF SVC 1-14 
with the ADSP attribute 3-10 

RACDEF SVC activity 
default specification for logging of 5-6 

RACDEF SVC activity for specified classes 
logging 5-6 

RACDEF SVC processing 
with OS CVOLs 4-14 

RACDEF tape volume definition 4-17 
RACF 

tailoring 1-14 
RACF and CICS/VS 8-1-8-11 
RACF and IMS/VS 7-1-7-16 
RACF auditor 

defining a global A-9 
RACF authorization checking 4-26 

for access to D ASD data sets 4-26 
for access to DASD volumes 4-26 
for access to other classes that use the RACHECK 

interface 4-26 
for access to protected terminals 4-27 
for access to tape volumes 4-26 

RACF authorization levels and corresponding password 
levels 4-9 

RACF class names for CICS/VS 
default 8-3 

RACF class names for DL/I program specification blocks 
(PSBs) 8-3 

RACF command activity 
default specification for logging of 5-6 
logging for specified classes 5-6 

RACF command examples A-7 
RACF command sequences 

example of initial A-8 
RACF command summary and command 

examples A-I-A-21 
RACF command violations 

bypassing logging of 5-7 
default for logging 5-7 
logging 5-7 
reasons for occurrence of 5-7 

RACF commands 
installation exits invoked by A-5 
logging attempts to issue 1-2 
special notes on using A-3 
using 1-7 

RACF commands for which you cannot bypass logging of 
issuances 5-7 

RACF commands that are not logged 5-7 
RACF data set 

coordinating profile updates in 6-16 
deleting a data set profile from the 4-6 
multiple IMS/VS control regions sharing a 7-4 
reducing I/O activity in 5-5 
reducing the amount of I/O required to service 

the 5-10 
shared 6-16 
storing OIDCARD information in the 5-12 
storing passwords in the 5-12 
switching to alternate 6-16 

RACF data set name table to reduce RACF data set I/O 
operations 5-10 

RACF data set with discrete profile 
protecting A-12 

RACF data sets 
location, size, and number of 6-14 
maintaining 6-16 
optimum number of 6-14 
requirements for volumes for 6-14 
switching primary and backup A-2 

RACF deactivation and the ADSP attribute 6-12 
RACF encryption exit 1-15 
RACF encryption functions 5-12 
RACF encryption key 5-12 
RACF exit routines 

responsibility for writing, installing, and 
maintaining 2-3 

RACF exits report 6-4 
RACF flexibility 1-5 
RACF function 

deactivating 6-13 
RACF functions 

bypassing 5-10 
RACF generalization functions 6-4 
RACF group 

as owner of a profile 3-4 
ownership of a 3-3 

RACF group structure 
establishing a 2-7 

RACF groups 
defining 3-1 
definition of 1-4 

RACF indication 
for non-VSAM data sets 4-6 
for VSAM data sets 4-6 
removing A-I 

RACF initialization processing during IPL 
bypassing 5-10 

RACF initialization time 
groups defined at A-8 

RACF invocation 
effect of always call on 4-8 

RACF is deactivated 
using TSO when 6-12 

RACF load modules 
updating libraries containing 6-13 

RACF naming conventions 
conforming to 4-2 
nonconformance to 4-2 

RACF options 
selecting 1-14 
selecting with SETROPTS 5-1 

RACF panels 
using 1-7 

RACF passwords in the RACF data set 
storing 5-12 

RACF profiles 1-5 
listing information from 1 .. 17 
recording statistics in 1 .. 16 

RACF protection 
need for 1-1 
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RACF protection from data sets 
removing 6-13 

RACF protection with password protection 1-12, 4-9 
RACF reactivation 

logging on after 6-12 
RACF real data set name option 4-2 
RACF report writer 6-15 
RACF security needs 1-1 
RACF single-level name prefixing facility 4-2 
RACF terminal class 

activating 4-21 
RACF token 7-10 

building an IMS 7-6 
RACF transparency 1-6 
RACF usage by CICS/VS 

preparing CICS/VS to use RACF 8-3 
RACF usage with CICS/VS 

preparing for 8-1 
RACF users 

advantages of defining all users as 3-6 
definition of 1-4 
identifying 1-4 

RA CF -defined 
group 3-3 
user 3-3 

RA CF -defined users 
capabilities of 4-2 

RACF-defined users (only) access to resources 6-11 
RACF-indicated data set without a discrete profile 6-14 
RACF-indicated data sets 1-13 

moving to another system 4-6 
RACF-indicating a data set with ADDSD A-I 
RACF-indication and always call 4-8 
RACF-indication of data sets on systems without always 

call 4-8 
RACF-protected system 

preventing a user from entering 3-10 
RACF-protecting a data set for another user 4-2 
RACF /IMS overview 7-1 
RACF /IMS password checking and verification 7-6 
RACFAGN keyword of SECURITY macro 7-14 
RACFTERM keyword of SECURITY macro 7 -7 
RACHECK exit 

to bypass authorization checking for unprotected tape 
volumes 4-19 

RA CHECK preprocessing 
to prevent access to resources 6-11 

RACHECK SVC 1-14 
RACHECK SVC processing 

with OS CVOLs 4-14 
RACINIT authority verification for applications 4-28 
RACINIT processing 

terminal authorization checking during 4-27 
RACINIT security checking for CICS/VS 8-4 
RACINIT statistics 

default for recording of 5-5 
specifying recording of 5-5 

RACINIT statistics collection 
bypassing 5-5 

RACINIT SVC 1-14 
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listing programs authorized to issue 6-3 
RACINIT SVC processing 

when logging onto a terminal 4-22 
RACLIST CREATE 

to cause refreshing of profiles used by 
FRACHECK 5-4 

RACLIST invocation 
prior to authorization checking 6-6 

RACLIST SVC 1-14 
listing programs authorized to issue 6-3 
to build in-storage profiles 6-7 

RACROUTE macro to call system authorization facility 
(SAF) 5-8 

RALTER and ADDVOL to define a tape volume 
set 4-19 

RAL TER command 
to change the profile for a resource defined in the 

CDT A-2 
to maintain global tables A-2 

RDEFINE 
defining a tape volume to RACF with 4-1 X 

RDEFINE command 
to create a profile for a resource defined in the 

CDT A-2 
to define terminals to RACF 4-21 
to maintain global tables A-2 

RDEFINE command to create a global access checking 
table entry 6-9 

RDEFINE command to define tape volumes to 
RACF 4-17 

RDEFINE command usage 
to define a terminal to CICS/VS X-9 

RDELETE command 
to delete a profile for a resource whose class is 

defined in theCDT A-2 
to maintain global tables A-2 

reactivation of RACF 
logging onto TSO after 6-12 

READ 
class applicability of 4-24 

READ (universal access authority) 3-15 
READ access 

editing a data set to which you have 6-12 
READ access authority 4-5 
READ access authority to a tape volume 

action taken by RACF for users who have 4-1 X 
READ and UACC 

authority associated with 3-6 
read or write to a data set 

authority required to 4-5 
READ resource access authority 4-24,4-25 
reading only 

access authority required for 4-25 
reading or writing 

access authority required 4-24 
authority required for 4-25 

real data set name option 4-2 
real data set names in messages and SMF records 

putting 5-7 
REALDSN effect on single-level data set names 5-7 
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REALDSN keyword of the SETROPTS command 5-7 
RECAT ALOG operation 

authority required to perform 4-14 
RECONNECT with TSO LOGON command 4-22 
reconnection 

terminal information in ACEE after 4-22 
recording statistics in RACF profiles 1-16 
reducing I/O requests to the RACF data set 6-14 
reducing RACF data set I/O activity 5-5 
reducing the amount of II 0 required to service the RACF 

data set 5-10 
REFRESH keyword with GENERIC keyword of 

SETROPTS 
using 5-4 

REFRESH keyword with GLOBAL option 5-4 
refresh of generic profiles used with FRACHECK 5-4 
refresh of IMS/VS in-storage profiles 7-11 
refreshing 

global access checking lists 5-4 
in-storage generic profile lists 5-4 

refreshing generic in-storage profile lists 6-9 
refreshing in-storage lists 

on a shared system 5-4 
refreshing of global access checking tables 

initiating A-2 
refreshing of in-storage profiles 

initiating A-2 
regions 

controlling access to CICS/VS 8-8 
relative line and terminal number as a resource name on 

BTAM system 4-21 
reloading IMS/VS transaction authorization 

profiles 7 -13 
reloading the IMS/VS security matrix 7-13 
remote accessors of CICS/VS resources 

defining 8-9 
remote CICS/VS resources 

using ISC (intersystem communication) to 
access 8-9 

REMOVE command 
to assign a new owner for group data sets owned by a 

removed user A-2 
to remove a user from a group A-2 

removing a user from a group A-2, A-20 
removing data set profiles from the RACF data set 6-13 
removing RACF from your system 6-12 

procedure for 6-12 
removing RACF indication A-I 
removing RACF protection from data sets 6-13 
rename a protected data set 

who can 4-4 
renaming a multivolume data set protected with a discrete 

profile 4-13 
replacing the ICHSECOP module supplied by IBM 5-9 
report writer 6-15 

use of 1-2 
using the 1-15 

REQUEST = VERIFY 5-8 
resident data blocks 

number of 6-14 
reason for using 6-14 

resident index blocks 
. defining the number of 5-10 

resident resource profiles 6-7 
resource 

granting or denying access to a 1-5 
resource access authorities 1-4 

denying 4-23 
granting explicit or implicit 4-23 

resource access authority 
ALTER 4-24, 4-25 
CONTROL 4-24, 4-25 
NONE 4-24, 4-25 
READ 4-24, 4-25 
UPDATE 4-24,4-25 

resource access security 
specifying the use of IMS/VS 7-14 

resoUrce class 
construction of in-storage profiles for 6-6 
defining 1-13, 4-24 

resource classes 
activating CICS/VS 8-6 
default IMS 7-4 
general 6-4 
when to activate IMS/VS 7-5 

resource classes that belong to an IMS/VS control region 
RACF class name used to identify 7-4 

resource group class 1-13 
defining entities in 6-5 

resource grouping 
possible classes for 6-6 

resource groups 
creating 6-6 
defining 6-5 
grouping entity 6-6 
planning for the use of 6-6 
when effective 6-6 

resource member class 1-13 
resource member classes 

defining generic profiles for 4-23 
resource name length 

effecting space requirement on the SMF data 
set 6-15 

resource names for a class 
listing according to search criterion A-2 

resource profile 
control over 4-24 

resource profiles 
resident 6-7 
retaining full control over 4-26 

resource statistics 
~ypass collection of 5-6 
default for collection of 5-6 
keeping for specified classes in the CDT 5-6 

resource whose class is defined in the COT 
deleting a generic or discrete profile for a A-2 
list the profile of A-2 

resources 
authority of CLAUTH user to define 3-9 
controlling dependent region access to IMS/' ~ 

control region 7 -13 
defining remote accessors of CICS/VS ~} 
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limiting access to 3-11 
protecting 1-12 
protecting general 4-22 
resource groups for classes of 6-5 
scope of a group's control over 3-11 

resources made unavailable due to loss of RACF data set 
or device 6-14 

restarting jobs 6-9 
restricting access to CICS/VS PSBs 8-8 
restricting access to stand-alone dumps containing 

passwords 6-10 
restricting access to SVC dumps containing 

passwords 6-10 
restricting sign on to CICS/VS 8-8 
restricting the use of the / /DD DATA statement to 

prevent exposures 6-11 
restricting TSO SUBMIT capability 6-10 
restricting UPDATE access authority to the CICS/VS 

region 8-2 
restricting users or groups to specific terminals 4-26 
RESUME operand of AL TUSER command 

to activate a previously revoked use rid 5-5 
return code 

RACHECK issues unauthorized 4-27 
reverification 

forcing IMS/VS terminal operator 7-12 
reverification of authority to access a transaction 4-28 
REVOKE attribute 3-10 

at the group level 1-10 
description of 1-10 
listing users with 3-15 

REVOKE subkeyword of SETROPTS command 5-5 
prohibiting use of 5-5 

revoke the .r;A. .. DSP nttributc 
when to 3-10 

revoked userid 
using the RESUME operand of the AL TUSER 

command to activate a 5-5 
revoking a userid after making specified number of 

verification tries 5-5 
revoking IBMUSER A-8 
revoking or reestablishing a user's access privileges A-I 
revoking users prior to removing RACF from your 

system 6-12 
RGSUG parameter of IMS/VS EXECUTE 

statement 7 -14 
RLIST 1-17 
RLIST command 

to list the profile of a resource whose class is defined 
in the CDT A-2 

router exit 
SAF MVS 5-9 

RULEn sub-operand of the PASSWORD operand of the 
SETROPTS command 

to specify installation-supplied password rules 5-3 
rules 

establishing password syntax 5-3 
for access authorization checking of generic 

profiles 4-23 
for allocating anew group data set 4-3 
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for allocating a new user data set 4-3 
for defining data set profiles 4-1 
for generic profiles for the general resource 

class 4-23 
for generic profiles in the data set class 4-7 
for global access checking table entries 6-8 
for grouping resources 6-7 
for high-level qualifiers of a data set name 4-7 
for naming groups 3-3 
for naming users 3-6 
for the specification of generic characters 4-7 

RV ARY command, 

S 

to activate the RACF function dynamically A-2 
to deactivate tape volume protection while RACF is 

deactivated A-2 
to deactivate the RACF function dynamically A-2 
to switch the primary and backup RACF data 

sets A-2 

SAF MVS router exit 5-9 
SAUDIT keyword of SETROPTS command 5-7 
SA VE command 

requirements for issuing 6-12 
saving previous passwords with the SETROPTS 

command 5-4 
scop.e of a group 1-8,3-5 

resources that are within the 3-11 
restrictions on the 3-11 

scope of authority at the group level 3-12 
scope of authority of users with group-level 

attributes 3-11 
scope of control of group-level attribute 1-9 
SCRATCH 

authority to 4-17 
scratch a protected data set 

who can 4-4 
scratch data sets 

OPERATIONS user's authority to 3-9 
SCRATCH protected data sets 4-16 
scratching a protected multivolume data set 4-16 
scratching a RACF-protected data set 

what happens to the data set profile when 4-6 
scratching DASD data sets 4-16 
scratching data sets 

disposition of discrete profiles when 4-16 
scratching password protected data sets 4-17 
SEARCH 1-17 
SEARCH command 

.. example of A-21 
locating RACF-protected data sets with 6-13 
NOMASK operand 6-13 
to create a CLIST using resource names for a 

search-matching class A-2 
to list resource name that matches criterion for a class 

of resources A-2 
SECLVL keyword of SECURITY macro 7-7 
security 
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administering 1-6 
security administration 

decentralizing 1-7 
security administrator 

role of 1-6 
tools for 1-15 

security administrator responsibilities 
during implementation planning 2-3 

security checking 
global access checking to bypass RACF 6-7 
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READER'S 
COMMENT 
FORM 

This manual is part of a library that serves as a reference source for system analysts, programmers, and 
operators of IBM systems. You may use this form to communicate your comments about this publication, 
its organization, or subject matter, with the understanding that IBM may use or distribute whatever 
information you supply in any way it believes appropriate without incurring any obligation to you. 
Your comments will be sent to the author's department for whatever review and action, if any, are deemed 
appropriate. ' 

Note: Copies of IBM publications are not stocked at the location to which this form is addressed. 
Please direct any requests for copies of publications, or for assistance in using your IBM system, to 
your IBM representative or to the IBM branch office serving your locality. 

Possible topics for comment are: 

Clarity Accuracy Completeness Organization Coding Retrieval Legibility 

If you wish a reply, give your name, company, mailing address, and date: 

What is your occupation? __________________________ _ 

How do you use this publication? _______________________ _ 

Number of latest Newsletter associated with this pUblication: _____________ _ 

Thank you for your cooperation. No postage stamp necessary if mailed in the U.S.A. (Elsewhere, an IBM 
office or representative will be happy to forward your comments or you may mail directly to the address in 
the Edition Notice on the back of the title page.) 
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