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The Cisco Mobile Wireless Focus

I T TTTTTTTT T TTT T T TT T T T T Cisco.com

Cisco Mobile Wireless Group (MWG):

Engineering and product management staff dedicated to mobile
wireless solutions

Located in San Jose, California, and RTP, North Carolina

Global System Engineering and Consulting Engineering
teams focused on the needs of mobile operators

Worldwide customer support and logistics

Ecosystem partners; monitoring, applications,
Integration, and support

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 3



Cisco Mobile Wireless Solutions

A RRRRRRRRRRRRR A RRRRRRRRRRRRR R T Cisco.com

T
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e

»

HE |
o |

Corporate
VPN

Tyt

ITP = Cisco IP Transfer Point
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Signaling Network Requirements

I TTTTTTTT T TTT T T T T T TT T IT T Cisco.com
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Lower costs
Reduce capital expenditures and operating expenses

High performance
Scalable link density, MSU/sec

Carrier grade platform
High availability, redundancy, stability, investment protection

Standards compliant
SS7 variants, IETF SIGTRAN, HSL

Facilitate Data Services Revenue

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 5



Introduce a Supplemental SS7 Transport Plane

I LR Cisco.com

Classical SS7 Transport Network

SEP Site

SEP Site

7 Next-Generation SS7 Transport
Network

Next-Gen (NG) Transport: \\
« TDM Edge — TDM Core

« TDM Edge — IP Core

* Mixed TDM/IP Edge — IP Core
o All IP

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential
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No Architecture Changes—Reduce CapEx

I TR Cisco.com

Classical SS7 Transport Network

SEP Site SEP Site

SN

Next-Generation SS7 Transport
Network

NG Transport: \\
« TDM Edge — TDM Core

« TDM Edge — IP Core

* Mixed TDM/IP Edge — IP Core
o All IP HSL LINK LSL TDM LINK

M3UA/SUA LINK == == == M2PA LINK -
© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential
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Introduce IP in the Core—Begin Migration

I LR Cisco.com

Classical SS7 Transport Network

SEEPRN

Next-Generation SS7 Transport
Network

SEP Site

AN

NG Transport:
« TDM Edge — TDM Core
« TDM Edge — IP Core
* Mixed TDM/IP Edge — IP Core

HSL LINK LSL TDM LINK

o All IP
M3UA/SUA LINK == == == M2PA LINK -
© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential
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Move IP to the Edge—Reduce OpEx

I LR Cisco.com

Classical SS7 Transport Network

SEP Site

SEP Site

T, P
j; ‘(‘ ________________
A ITP
Next-Generation SS7 Transport
Network
NG Transport:
« TDM Edge — TDM Core
« TDM Edge — IP Core (option 2)
* Mixed TDM/IP Edge — IP Core
« All IP HSL LINK LSL TDM LINK
M3UA/SUA LINK == == == M 2PA LINK —

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 9



IP-Enable HLR, SMSC, SCPs, Apps—Increase Data Revenue

I TR Cisco.com

Classical SS7 Transport Network

SEP Site

SR

SEP Site

ii
< 7
/ | " |

NG Transport:
« TDM Edge — TDM Core
« TDM Edge — IP Core
 Mixed TDM/IP Edge — IP Core

HSL LINK LSL TDM LINK

«All'IP
M3UA/SUA LINK = == == M2PA LINK -
© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 1
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Next-Generation SS7 Network
IP-Enable All Service Endpoints—Complete Migration

A RRRRRRRRRRRR R RRRRRRRRRRR Cisco.com

SG North

MSO North

MSO Central

MSO Sout

HSL LINK TDM LINK

M3UA LINK == == == M2PA LINK == == ==
© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 11
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Cisco IP Transfer Point

SS7 Migration to IP



IETF SIGTRAN Working Group

T TTTTTTTT T TTT T T T T T T ITT T Cisco.com

Multivendor group that is designing SS7-over-IP
(SS701P) standards

http://www.ietf.org/html.charters/sigtran-
charter.html

SCTP (RFC 2960), M2UA, M2PA, M3UA, SUA

— Cisco Is an author on all of the above except SUA

© 2002, Cisco Systems, Inc. All rights reserve d. Cisco Confidential 13



STP Peer-to-Peer SS7 Offload (M2PA)
Protocol Architecture

A RRRRRRRRRRRRR A RRRRRRRRRRRRER Cisco.com

557 SS7
App| - Appl

Link L VI2ZPA
_Ink MTP2 PRELLE \TP2
Protocol SCTP Protocol

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 14




Signaling Gateway Protocol Architecture

I TTTTTTTT T TT T T T T T T T TT T
SUA SG

! MAP

SCTP/IP

ﬁIP

Network

M3UA SG

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential
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Cisco IP Transfer Point Protocol
Architecture

I TTTTTTTT T TT T T T T T T T TT T Cisco.com

Cisco IOS IP Base Bundle

MTP2

SSCF NINI Mzes | |
- a7

SCCOP

AALS MTP1

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 16



Cisco IP Transfer Point
SIGTRAN Vendor Interoperability

I TTTTTTTTT T T T T TTTT T Cisco.com

M2PA

Industry interoperability event completed with Alcatel, Radisys,
Openss7, Airslide and Catapult

M3UA

Industry interoperability event completed with Ericsson, HP, Intellinet,
Radisys, Siemens and Trillium

SUA

Industry interoperability event completed with Hughes Network
Systems, Performance Technologies, Radisys and Siemens

Have completed interoperability testing with numerous industry-
leading partners — please contact Cisco ITP team for solution
details

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 17



Cisco SS70IP
Elements

I TTTTTTTT T TT T T T T T T T TT T Cisco.com

Ecosystem Integrator Partners

Ecosystem Network Monitoring| Partners

Ecosystem Application Partners

TP Graphical Monitering| Teol (SGM)

SIGTIRANISignaling Gateway,

SIGTRAN STP Offload

Leading IP Network Design/Products

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 18
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Cisco IP Transfer Point

Quality of Service



Quality-of-Service (QoS) Overview

I T TTTTTTTT T TTT T T TT T T T T Cisco.com

The goal in a QoS-enabled environment is to ensure predictable
delivery of specific traffic types, regardless of other traffic flowing
through the network at any given time.

QoS in Legacy SS7 Network: Q
* Priority levels determined by SS7 service endpoints

» During congestion, MSUs dropped based on 2-3 priority levels Q
* Links are added for additional bandwidth and redundancy Q

Opportunity to Improve QoS in SS70lP Networks:

« Combination of traffic types are increasing as new services introduced
* IP network is QoS capable

» Transfer points should determine QoS

» Additional SCTP (logical links) do not provide additional bandwidth or
redundancy

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 20



Cisco IP Transfer Point QoS Implementation
QoS Architecture

I TTTTTTTTT T T T T TTTT T Cisco.com

The type-of-service (ToS) byte within the IP protocol represents the

precedence or priority of an IP message (packet). The Cisco IP Transfer

Point can establish ToS by any combination of the following MSU
characteristics:

* Input link set (ex: link set from SMSC)
 Service Identifier (ex: ISUP or SCCP)
 Destination Point Code (ex: MSU destined to SMSC)

* Global Title Address (ex: TT or MSIDN of SMSC)
* MBUA/SUA Routing Key

IP Packet Header

TOS Protocol Source Destination Src/Dest Port
(DSCP/ IPPrec) Type Address Address

& CO e R ot t er P /’77\\*7\

// IP Core \\

N Network ‘/
%

—— -

MSC

SS7/MTP

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 21



Cisco IP Transfer Point QoS Implementation

Classification/Marking—Input Linkset

I TTTTTTTT T TTTT T T T TT T T Cisco.com

. - Ethernet
Physical Facility Interface

Link from MSC
- SS7 Traffic from MSC
@ SS7 Traffic from SMS

IP Prec=3

Link from HLR :

T1/E1 -
Link from SMSC

SS7 Traffic from HLR

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 29



Cisco IP Transfer Point QoS Implementation

Classification/Marking—Service Indicator Classification

I TTTTTTTT T TT T T T T T T T TT T Cisco.com

Ethernet
MSC Interface

IP Prec=5 | SCCP Traffic with SIO=3

Physical Facility

ISUP Traffic with SIO=5

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 23
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Cisco IP Transfer Point

Platform



Cisco IP Transfer Point Platforms

Cisco.com

Hot-swap line cards

No hot-swap capability

NEBS compliant

NEBS compliant

Any IP WAN media

Two 10/100 Ethernet ports and 1 network
module for other WAN media

Up to 720 SS7 links

4 SS7 links

SS7 interfaces: T1, E1, V.35, RS-449

SS7 interfaces: T1, E1, V.35, RS-449

© 2002, Cisco systems, Inc. All rignts reservea.
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Cisco 7500 Series Routers

I TTTTTTTT T TTTT T T T TT T T Cisco.com

© 2002, Cisco Systems, Inc. All rights reserved.

More than 70 service and port
adapters to choose from

Industry-leading software
features

Scalable high-performance
services

Enhanced high availability

Cisco Confidential 26



Cisco 7513

Route Switch
Processors (RSP)

RSP8
Add Second RSP for HA (RPR+)

Cisco.com

2 Power Supplies
for Redundancy

© 2002, Cisco Systems, Inc. All rights reserved.

Versatile Interface
Processors (VIP)

VIP4-80
Increase Performance

Port and Services
Adaptors

Industry-Leading 70+ LAN & WAN
Adaptors to Choose From

Cisco Confidential 27



Cisco IP Transfer Point Product Roadmap

. Cisco,.com

_ TN |
| infrastructure Efficiencies | IP-Based Enabling Services

Ralaziga ()
WIFRE ©)ffle)zie]

Ralaziga 2.4
SR Ojilezie

 Fulll SCCPR/GIIT

* SSV0IP QoS

» Multiple P@s

* HSL (AT over,
T1/ET)

» High| Perf 7500
SSV PA

» MIP8 reuting
s MTIP3
screening
s MITIP3
accounting
o IETIF
SIGTIRAN
M2PA/SCIP * RSP Enhanced
 ITU [/ ANSI Redundancy,
SSV. » Address
Conversion
(Ex: E.164 to
= 219

Available -\ Ciable

© 2002, Cisco Systems, Inc. All rights reserved.

Ralaziga 8.0
NMESUASUAN SE

« MBUA
» SUA
» China SSv

Available

Ralaziga 4 (
1A\

REAIER

o ITP MAP GW,
for WLAN

* SRE for MNP

* Multiple SSY,
variants

 Distributed [

 MSU/sec
performance
increase

* Multiple
concurrent
variants

* Multiple
concurrent
network
indicatorns

Available
October 2002
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Cisco.com

Cisco IP Transfer Point

Network Management and Monitoring
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Cisco ITP Network Management Strategy

Cisco.com

Use SNMP-based IP Management Tools for Cisco IOS
CiscoWorks2000, HP OpenView

Use IP Network Performance Monitoring Tools

Cisco Internetwork Performance Monitor
InfoVista

Develop Cisco ITP-specific Network Management Products
Auto-discovery with Graphical SS70lP Topology Map
Status Monitoring with SS70lIP Events and Alarms
Drill down analysis into IP Layer
Configuration of Route and Global Title Translation Tables

Partner with leading SS7 management vendors such as Agilent
Call Trace, Packet Analysis, Long Term Trending and Analysis.

Provide support for IETF Standard and Cisco ITP SNMP MIBs

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 30



Cisco IP Transfer Point Network
Management Scope

I TTTTTTTT T TT T T T T T T T TT T Cisco.com

- Traditional SS7 Management ‘
< -

Cisco
Signaling
Gateway
Manager

A <=
am oret IP Network ot
C*SQO TP ~ CiscoATP

————————— CiscoATP

A (:@
Cisco TP

MSC Site MSC Site
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Cisco IP Transfer Point Network
Management Deployment

Cisco.com

Network Operations Center

SS7 Mgmt CiscoWorks

Tool

Cisco ATP

Cisco TP
C
/‘_-\
CiscoATP Cisco TP

MSC Site MSC Site

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential
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Cisco SGM Key Features

I T TTTTTTTT T TTT T T TT T T T T Cisco.com

Supports Cisco ITP networks
Automatic SS70lP Network Discovery from any ITP Device

SS70IP Topology Map with Links to Legacy SS7 Devices
Vector Based Graphics, Layout, Zoom, Find, Grid, JPEG

Status Monitoring of all SS70lP Layer Events
Linkset Status, Node Status, and Link Status Windows

Real-Time Event Management Displays and Filters
Customizable Categories and Severities, Sorting, Acknowledgment

Destination Point Code (DPC) Route Table Configuration
Global Title Translation Table Configuration

Web based Alarm History Viewing System
Sorting, Filtering, Archiving, Metrics

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 33



Cisco SySTEMS

@

Management Functional Areas

I TTTTTTTTT T TTTT T T T T T T Cisco.com

e HPOV — SNMP ITP Traps

* HPOV - SYSLOG

* SGM — SS70IP Events/Alarms
* SGM - Topology

* Agilent access7 — CallTrace

» Agilent access7 — Protocol Analysis

e Cisco IPT level — Cisco SGM

* Cisco I0OS level —
CiscoWorks2000

© 2002, Cisco Systems, Inc. All rights reserved.

e HPOV + ITP SNMP MIBS
e CiscoView for IP level
e InfoVista

e Other third-party SNMP tools

« HPOV + ITP SNMP MIBs

» Agilent access7

» Agilent access7/SS70IP

* Cisco SGM
» CiscoWorks2000

Cisco Confidential 34



Cisco SGM SNMP Trap Event
Handling

e Cisco.com
Cisco SGM SNMP Trap Receiver

Receives Cisco IP Transfer Point SNMP traps
from Cisco IP Transfer Point routers

Directly or via HP OpenView

- Reduces management traffic

Cisco SGM SNMP Trap Processor

Schedules an immediate status update
Filters event floods

Drives near-real-time status displays

© 2002, Cisco Systems, Inc. All rights reserve d. Cisco Confidential 35



SNMP Traps for Cisco IP Transfer

Point Events
i i s O i

Al

1N

KSet state change

K state change

Congestion level change

_Ink threshold exceeded

Route state change

GTT Map state change

Destination IP address change

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential
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SGM Discovery Window

E_'-"'“ SGM: Discovery Dialog
File

Cisco.com

_ o] x|

Help

Discovery Settings

[¥] Entire Metwork
] Delete Existing Drata

Discover Network

Discovered Rodes

Mame | Primary IPAddr | Pointcode |  Device Type

SOm-26-52¢ 172.18.16.44 5.2.3 Zisco2E00 < Wiarning
sgm-F5-70a 172181610 5101 Ciscoradr < Warning
sOm-26-92d 1721816.45 524 CiscoZB00 < Warning
sgm-26-53a 172.18.16.50 5.3.1 CiscoZB00 @ Active
sgm-75-70d 172181613 5.10.4 Ciscova0y |@ Active
s5Qm-75-v0c 172181612 5.10.3 CiscoTS07 |@ Active
sQm-75-70hb 1721816.11 5.10.2 CiscoFs07 |@ Active
sQm-26-53h 172.18.16.591 5.3.2 CiscoZE00 |@ Active

1.2 MiA, 1.2 LInknowe |- Lnmanaged
F.1.1 P52 1.1 Lnknown |@ Unmanaged

Back Delete Node Pall Node

© ZUUZ, UISCO DYSLEINs, ITIC. Al TIYIILS Teservea.

“wIDLU vuliliniuciiual
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Cisco SGM Network Topology

Window

e i Cisco.com

E_:ESEM: Topology Window - sgm-sunz4 — |I:I|5|

File Edit View Topology Tools WehLinks Products Debug Help
T X | R A |~ &&Hﬁ # | @

FY

’.
Name || giaus ||
sgm-26-52¢ @ Warning :
sgm-75-70a <@ Warning :
sgm-26-52d < WWarning
sum-26-93a @ Active
sgm-75-70d @ Active
sQm-75-70c0 |@ Active
sgm-75-70h @ Active
sgm-26-53b @ Active T || L T @
712 II Unrmanaged o m - A
711 @ Unmanaged —r: :
| \
== I < - = . @|
T :ng&EEL‘. W
S — 712
=gm-75-70d sgm-75-70a
e T T L L L L L L L
lgnored | Status
7670c_to.. [ @ Active
7670c_to.., [ @ Active
770c_to.] [ @ Active
7570C_to... 1 |@ Active
7570C_to... [ |@Active |2 =
& I [ »]
& 10 Modes 18 Linksets| | wiew: racky1 [System Admin: rolive
© 2002, Cisco Systems, Inc. All rights reserved. CIsco contiaenual 38




SGM Event Window

i U Cisco.com

E:‘_ESGM: Event Window - sgm-sunZ4 : - |I:I|E|
File Edit View FEventTools WebLinks Products Debuy Help
Ak Nnte' Severity Time hMessage

] Maone 2802 1057 AM | rolive login Successiul. |- |
[ Hone A28/02 10:51 AM | The file fopt/CSC Osgmfprefsirolive-w2 k. pifwas created by samClient.rolive-w2k ecdd3ecs3nq. 5
1| 1 Mone HZB0210:81 AWM The file foptCSCOsgmiviewsirocky vew was ovenwritten by somcClient rolive-w2k ecddB8eca3s.

] Mone H2B0210:44 AM (The file loptfCECOsgmiviews/rocky vew was ovenwritten by sgamClient.rolive-w2k. ecdd8ech3y,

] Hone A28/02 10:41 AM [ The file fopt/CSCOsgmiviewsirocky vew was avenaritten by sgmclient.ralive-w2k ecdd8ecs39.

] Admin A28/0210:41 AM [Mode 7.1 .2 edited by user dhcop-64-102-86-221 cisco.com.

(1| 3 |Errar HNEB0210:40 AM Link sgm-26-52c.cisco.comito_stpi0 added in state Failed.

] Errar 28/02 10:40 AM |Linkset sgom-26-52c.cisco.comito_stp? added in state Unavailable.

] Mone H2B0210:40 AM [Mode 7.1.2 added in state Unmanaged.

[ Warning | 2802 10:40 AM | Mode sgm-268-52c.cisco.com changed state from Palling to Warning.

] Hone A2R/0210:40 AM [Mode sgm-26-52c.cisco.com changed state from Warning to Polling.

[] Admin HN2B0210:40 AWM (Foll for sgm-26-52¢.cisco.com requested by user dhep-64-102-86-221.cisco.com.

] Admin 328/02 10:38 AM |Mode ¥.1.1 edited by user dhcp-64-102-86-221 cisco.cam.

] Error H2B0210:38 AM (Link sgm-26-22d.cisco.comio_stp1/0 added in state Failed.

1| &1 |Error A28/02 10:38 AM | Linkset som-26-52d. cisco.comito stpt added in state Uinavailable.

] MHone HEB0210:38 AWM [Mode 711 added in state Uinmanaged.

[] Warning | 328/02 10238 AWM |Node sgm-26-52d.cisco.com changed state from Polling to Warning.

] Hone A28/02 10:38 AM |Mode som-26-52d.cisco.com changed state from Active to Palling.

] Admin A28/02 10:38 AM |Poll for sgim-26-52d cisco.com regquested by user dhop-64-102-86-221 cisco.cam.

[ Hone A28/02 10:31 AM [ The file fopt/CSCOsgmiviewsirocky vew was avenaritten by sgmClient.ralive-w2k ecdd8ecs39.

] MHone B0 10:30 AM | The file foptCECOsgmiviewsirocky vew was ovenwritten by somClient rolive-w2k ecddB8eca3s.

[] Mone H2B0210:30 AM (The file loptfCECOsgmiviews/rocky vew was ovenwritten by sgamClient.rolive-w2k. ecdd8ech3y,

] Hone 38/02 10:27 AM | The file foptCSCOsgmiviews/rocky! vew was overwritten by somClient.ralive-w2k ecdd8ecs3y. [«
= (1021 Events ievy; rochkoyl [Syvstem Admin: rolive

© 2002, Cisco Systems, Inc. All rights reserved.
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SGM DPC Route Table Configuration

I T TTTTTT T T I T Cisco.com
E_:'HEEM: Route Table Dialog {(edit mode) - sgm-26-52cC il
File Help
Row # |Dest. Point Code| hask | Cost | Dest. Linkset | QoS

0D |51.0 7.255.0 1 2652c_to_ 2652a All
1 5.1.0 7.255.0 2 2652c_to_ 2652k All
2 |51.0 7.255.0 3 2652c_to_ 2652 All
3 |5.21 72557 1 2652c_to_2652a All
4 |522 72557 1 2652c_to_ 2652k All
5 |52.2 72557 1 2652c_to 2652h2 All
E|5.2.4 72557 1 2652c_to_ 2652 All
T |53.0 72557 1 2552c_to_FA5T70a All
8 |53.0 72557 2 2652c to 7570h ™~ | Al
g5 |5.3.0 72557 3 2652c_to_ 2652 All
10 |5.8.3 72557 1 2652c_to_2652a All
11 |5.8.3 72557 2 2652c_to_ 2652k All
12 |5.8.3 72557 3 2652c_to_ 2652 All
12 15101 72557 1 2552c_to_FA5T70a All
14 |510.2 72557 1 2652c_to_F5T0L All
15  1510.3 72557 1 2552c_to_FA5T70a All =
Sort Table Delete Entry

|22 Entries |

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential
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SGM GTT Configuration

T T Cisco.com
E_:HSEM: GTT Configurator -- midsize.sample - II:Ilil
File Edit Help
~Selector Table 3 Entries
Translation Type | Global Title Indicatar | Humbering Plan | Mature of Addr. Indicator | 205

automatico 100 4 14 127 All

automatic02 100 2 All

automatic03 200 2 All

-GTA Table Selector: automatic03 4000 Entries

Global Title Addr. Digitsl Foint Code | Fouting Indicator | Subsystem Numt:uerl Mew Translation Typel App. Group | (AT u}= |
= T T oo 1
automatic... 18774841166 none groupcosd66 All
autamatic... |[187748411645 nane groupcasZeEa All
automatic... 18774841164 nong groupcosZad All -
~App Group Table groupcos266 8 Entries
hultiplicity | Cost | Foint Code | Fouting Indicator | Subsystem MNumber |
groupcas2eh Cos 1 2102.2 ot 10 -
OroupcosZ6a cos 2 2204 4 ot 10
groupcosZ6a cos 3 3.480.6 ot 10
groupcosZ6a cos 4 4.101.0 ot 10
groupcosZ6a cos a 4.204.0 ot 10 -
~MAP Table Point Code: 2.204.4 2 Entries CPC List 25 Entries
Primary 55 | muttiplicity | Backup Pt .| Backup 55| Congested .| adiacency |cPC ListMa..
2.204.4 10 sol [ ] listfn174a 216.4 -
2.204.4 12 sol 1 ] list2an85 2.34.4
2.40.4
I -

© 2002, Cisco Systems, Inc. All rights reserved.
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Cisco SGM Linkset Monitoring
e

M SGM: Linkset Window - sgmi-sunl10

File Edit View WehlLinks Products Help

Cisco.com

=10l x|

Mode Marme Adjacent Mode Linkset Type | Links | Active Links | Congested Links | lgnored |
las-angeles-f a2.1.2 Other 1] a a ] @ Unavailable
los-angeles-f 8.1.1 Cther 1] a a [] |i Linavailakble
FEw-y0rk-3 0.1.2 Other 1] a a [] |I Unavailable
los-angeles-f houston-u SCTRIP 1 a a [] |I Linavailahle
hEw-york-a 0.1.1 Setial 1 a a [ @ Unavailahle
new-yark-h 01.2 Serial 1 a a [v] |I LInavailahle
HEv-york-h 0.1.1 Other 0 0 0 vl @ Unavailahle
las-angeles-g 58.1.2 other 1] a a ] |I LInavailable
los-angeles-e .11 Other 1] a a [] @ Unavailahle
los-angeles-f los-angeles-e Serial 2 1 a 1 < WWarning
chicago-d chicago-c Buoth 3 2 a ] < WWarning
chicago-c los-angeles-f SCTRIP 1 1 a 1 @ Active
chicago-c Ins-angeles-e SCTRIP 1 1 a ] |I Active
chicago-c new-york-h SCTRIP 1 1 a ] |I Active
new-york-2 los-angeles-e SCTRIF 14 14 a ] |I Active
new-york-3 chicago-d SCTRIP 1 1 a ] |I Active
news-york-a chicago-c SCTRIP 1 1 a 1 |i Active
nEw-york-a new-yark-h Serial 1 1 a ] |I Active
chicago-d los-andeles-f SCTRIP 1 1 a [] |i Active
chicago-d los-angeles-e SCTRIF 1 1 a ] |I Active
chicago-d new-york-h SCTRIP 1 1 a [] |I Active
hew-york-h houstorn-v SCTRIF 1 1 a 1 @ Active

I I Wiew: Usa

© 2002, Cisco Systems, Inc. All rights reserved.
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Link Details - Configuration

|
T T Cisco.com
E_QESGM: Details Window - sgm-sun24 101 =l
File Edit View Web Links Debug Help
-los-teques Error Msg: sgm-26-53c Error Meg:
Fall Interval (secs) (15 Apply Maone Maone
Last Poll 11:30:08 A
9oz ooteqies | ConfgurationData | Staus Surmary | Stts Data | Recant vents | Reabtime Data Chats |
¢ e Lg‘ksgfé 355335":'—2553'3 :| 2653a_to_2653c 2653c_to_2653a
@ 5Lc ~Maming Information ~Naming Information
@ sLC 2
@ Sie 3 SLC 1 SLC 1
@ SLc 4 Internal IO 1948 Intzrnal ID 2219
@ SLC A Twpe 3CTRIP Twpe SCTRIP
@ SLCh
Is lgnared o |5 lgnared  Ma
@ sLCT : _g _ . :
@ AdiMode: sgm-26-53¢ Signal Link Test YES Signal Lnk Test YES
~Interface Information Interface Information
@os 3 Gos 3
Local Port 54521 Lozal Port 550
Remate Port 5501 Remaote Port 5521
~Remote IP Address Information ~Remote IP Address Information
IP Address | Type | Status IP Addregs | Type | Stalus
17218.16.52 Primary |. Active 172.18.16.50 Primary |. Active
172.18.16.164 |B Active 1721816162 |. Active
~Local IP Address Information ~Laocal IP Address Information
IP Address Status IP Address | Status
172.18.16.50 |@ Active 172.18.16.52 |@ Active
1721816162 |. Active 1721816.164 |. Active
~Configured Local IP Address Infarmation ~Configured Local IP Address Information
IP Address | Interface Mame IP Address | Intetface Marne
172.18.16.50 FastEthernetlil 17218.16.52 FastEthernetl/0
17218.16.162 FastEthernet0r 172.18.16.164 FastEthernetl/1
=" ||Undate Complete | Jview: DEFAULT
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Link Detalils - Status
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T T Cisco.com
F‘SEM: Details Window - sgm-sun24 i ] |
File Edit ‘iew Web Links Debug  Help
los-teques Error Msqg: sgm-26-53c Error Msy:
Poll Interval (secsi (15 Apply Mone Mane
LastPoll: 1:30:31 P
¢ @ L;‘kssfé %Bsaa_ta_zasac | -2653a_to_2653c -2653c_to_2653a
@fLct1 | -State Information -State Information
: g::g g Status @ Active Status @ Active
@ SLC 4 Last State Change  Apr 24, 2002 10:10:04 A Last State Change  Apr 24, 2002 10:10:08 AWM
@ 5LC 5 Congestion Level @ None Congestion Level @ MNone
: gtg S til State Received Unmaonitored til State Received Unmaonitored
@ AdjMode: sgm-26-53c I_til State Sent Unmaonitored Litil State Sent  Unmaonitared
~Remote IP Address Information ~Remote IP Address Information
IP Address | Type | Status IP Address | Tvpe | Status
1721816482 Fritmary |. Active 17218.16.480 Frirmary |ﬂ Active
17218.16.164 |0 Active 1721816162 |I Active
~Local IP Address Information ~Local IP Address Information
IF Address Status IF Address | Status
172.18.16.50 |@ Active 172.18.16.52 |@ Active
1721816162 |. Active 1721816164 |. Active
= || | Jview: DEFAULT |System Admin: rolive
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Cisco and Agilent
Partnership and Strategy
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Agilent Technologies

The Cisco IP Transfer Point—IP leadership /expertise extended to
SS70lIP

Agilent acceSS7—SS7 monitoring leadership extended to SS70lP

Extending the power of acceSS7 into packet networks by ensuring
SS70IP delivers its value proposition over traditional SS7

— Manage services across PSTN/packet gateways

— Accelerate the deployment of hybrid voice/data networks that deliver
value-added services

— Ensure service quality and availability
— Scalability and cost efficiency

Cisco IP Transfer Point with acceSS7 SIGTRAN running in live
network Jan. 2002 with Call Trace and Protocol Analysis
applications
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Agilent acceSS7 in a Combined SS7

and SS70lP Network
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[Cisco SYsTEMs

Agilent Technologies

© 2002, Cisco Systems, Inc. All rights reserved. Cisco Confidential 46



Cisco.com

Thank You!

Course Number
Presentation_ID 47



